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NOTES, CAUTIONS, AND WARNINGS

Throughout this manual, notes, cautions, and warnings are frequently used to direct the reader’s
attention to specific information. Use of the three terms is defined as follows:

WARNING

INDICATES A POTENTIALLY HAZARDOUS SITUATION WHICH,
IF NOT AVOIDED, COULD RESULT IN DEATH OR SERIOUS
INJURY. WARNINGS ALWAYS TAKE PRECEDENCE OVER
NOTES, CAUTIONS, AND ALL OTHER INFORMATION.

CAUTION

[A CAUTION REFERS TO PROPER PROCEDURES OR PRACTICES WHICH IF

NOT STRICTLY OBSERVED, COULD RESULT IN A POTENTIALLY
HAZARDOUS SITUATION AND/OR POSSIBLE DAMAGE TO
EQUIPMENT. CAUTIONS TAKE PRECEDENCE OVER NOTES
AND ALL OTHER INFORMATION, EXCEPT WARNINGS.

NOTE

NOTE

Generally used to highlight certain information relating to the topic
under discussion.

If there are any questions, contact Siemens Industry, Inc. Application Engineering.
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ELECTROSTATIC DISCHARGE (ESD) PRECAUTIONS
Static electricity can damage electronic circuitry, particularly low voltage components such as the
integrated circuits commonly used throughout the electronics industry. Therefore, procedures
have been adopted industry-wide which make it possible to avoid the sometimes invisible
damage caused by electrostatic discharge (ESD) during the handling, shipping, and storage of
electronic modules and components. Siemens Industry, Inc. has instituted these practices at its
manufacturing facility and encourages its customers to adopt them as well to lessen the likelihood
of equipment damage in the field due to ESD. Some of the basic protective practices include the
following:

«Ground yourself before touching card cages, assemblies, modules, or components.
eRemove power from card cages and assemblies before removing or installing modules.

eRemove circuit boards (modules) from card cages by the ejector lever only. If an ejector lever is not
provided, grasp the edge of the circuit board but avoid touching circuit traces or components.

eHandle circuit boards by the edges only.

eNever physically touch circuit board or connector contact fingers or allow these fingers to come in
contact with an insulator (e.g., plastic, rubber, etc.).

eWhen not in use, place circuit boards in approved static-shielding bags, contact fingers first. Remove
circuit boards from static-shielding bags by grasping the ejector lever or the edge of the board
only. Each bag should include a caution label on the outside indicating static-sensitive contents.

eCover workbench surfaces used for repair of electronic equipment with static dissipative workbench
matting.

eUse integrated circuit extractor/inserter tools designed to remove and install electrostatic-sensitive
integrated circuit devices such as PROM'’s (OK Industries, Inc., Model EX-2 Extractor and Model
MOS-40 Inserter (or equivalent) are highly recommended).

eUtilize only anti-static cushioning material in equipment shipping and storage containers.

For information concerning ESD material applications, please contact the Technical Support Staff
at 1-800-793-7233. ESD Awareness Classes and additional ESD product information are also
available through the Technical Support Staff.
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GENERAL DESCRIPTION

SECTION 1
GENERAL DESCRIPTION

1.0 GENERAL DESCRIPTION

1.1 GENERAL

The Communications Manager is a multifunction communication, monitoring, and control device
able to perform non-vital control point functionality as well as communication protocol
conversion and message routing. It provides simple user interfaces for monitoring and
configuration. For control point applications, it provides a minimal signal input capability with
built-in logic execution which can be communicated over the user's network. As a
communication protocol converter it supports a wide range of modern and legacy
communication protocols and provides inter-message protocol conversion communications. As
a message router, it provides configurable and automatic routing capabilities within many
different kinds of networks as well as provides network redundancy support.

NOTE

Configuration of the Communications Manager is performed via the
web browser or the front panel display and keypad.

Communications Manager”
R-LINK Enobled
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Figure 1-1 Communications Manager
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GENERAL DESCRIPTION

1.2 DEFINITIONS AND ACRONYMS

COM-00-08-13
Version No.: A.4

ATCS

BCP

CAD

CDMA

Codeplug

CTC

DNS

ECD

Echelon®

GEO®

GPS

Advanced Train Control System. A system wide specification
for nodes and communication protocols in a train control
network.

Base Communications Package. A communications package
containing a control unit and a radio which provides RF
coverage for several WCP locations and locomotives in an
ATCS RF network.

Computer Aided Dispatch. An automated system for
processing dispatch business and automating many of the
tasks typically performed by a dispatcher. Abbreviated CAD
(not to be confused with computer-aided design which is also
known as CAD) is application software with numerous
features and functions.

Code Division Multiple Access. A protocol used in cellular
telephony.

This is a configuration file that stores the values of all
configurable parameters. This is the common language used
by customers familiar with our Wayside Communications
Package. This file is also known as the "config file" or the
MCF.

Centralized Traffic Control. This is also known as CAD for
Computer Aided Dispatch. This is the system in the office
used to control and monitor the railroad signaling system.

Domain Name Server

External Configuration Device. A memory device that
contains the configuration settings of the unit. The device is
external to the unit such that the unit can be replaced without
re-configuring anything in the system.

Trademarked by Echelon corporation. We often refer to the
physical twisted pair interface as the Echelon interface as it
uses transceiver technology designed and licensed by
Echelon Corporation.

Geographic Signaling System. Siemens vital signaling and
control product line.

Global Positioning System

Internet Protocol

1-2
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OCG

PPS

SEAR I

SNMP

TCP

UDP

ULCP

VHFC

WAMS

WCC/FPD

WCCMaint

Office Communications Gateway. Software that runs on a PC
that performs similar functions to the WCC/FPD.

Pulse Per Second. This is a clock signal provided by GPS
receivers that is synchronized across the GPS system. It is
commonly used by communications equipment to
synchronize the time divisions among multiple radios in a co-
located communications system.

Siemens Event Analyzer Recorder Il. A Siemens product
used as an event recorder for crossings and the wayside.
The SEAR Il also performs the non-vital logic control function
at GEO based interlockings.

Simple Network Management Protocol.

Transmission Control Protocol. A transport layer protocol
commonly used on top of IP. TCP is a connection oriented
protocol providing reliable and in-order delivery of a stream of
bytes.

User Datagram Protocol. A transport layer protocol
commonly used on top of IP. UDP is a connectionless
protocol that does not guarantee reliability of ordered delivery
of messages.

Universal Local Control Panel. A Siemens product used for
local control of an interlocking. It is commonly installed with a
SEAR Il at GEO locations.

VHF Communicator. Siemens Six Channel VHF Voice/Data
Radio unit.

Wayside Alarm Management System. The WAMS system is
a suite of software created by Siemens Systems used to
monitor the status of wayside installations and manage
alarms and other information for the wayside installations.

Wayside Cluster Controller/Field Protocol Device. The
WCC/FPD is often referred to as the Packet Switch. This
equipment manages clusters of base stations and other
communications links to the field. The WCC/FPD is installed
in the office.

Software that runs on a PC used to configure and manage a
network of WCC/FPD equipment. WCCMaint is often used to
manage other communications equipment as well such as
WCPs and BCPs.
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WCM

WCP

Wayside Communications Module. A smaller version of the
WCC/FPD for use in field installations. The WCM provides
protocol conversion and network access through a variety of
interface protocols.

Wayside Communications Package. A communications
package containing a control unit and a radio which provides
access to the railroads ATCS RF network using a variety of
interface protocols.
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GENERAL DESCRIPTION

1.3 SCOPE

This manual serves as the installation and operation guide for the Siemens Communications Manager.

WARNING

THE COMMUNICATIONS MANAGER IS A NON-VITAL PRODUCT.
CAUTION MUST BE TAKEN WHEN INTERFACING THE
COMMUNICATIONS MANAGER TO ANY VITAL SIGNAL OR
CROSSING EQUIPMENT AS THE COMMUNICATIONS MANAGER
CANNOT BE USED TO PERFORM, EITHER DIRECTLY OR
INDIRECTLY, ANY VITAL FUNCTIONS. ENSURE THE
COMMUNICATIONS MANAGER IS INSTALLED PER
MANUFACTURER’S INSTRUCTIONS, AND/OR ALL EQUIPMENT
INTERCONNECTIONS ARE IN COMPLIANCE WITH RAILROAD
PROCEDURES AND SPECIFICATIONS.

1.4 APPLICABLE DOCUMENTS

The following documents will provide additional information in conjunction with this document:

e Siemens Echelon® Handbook (Doc. No.: COM-00-07-09)

e Siemens SEAR Il Installation & Operation (Doc. No.: SIG-00-03-18)

e Siemens WAMS Installation & Operation (Doc. No.: SIG-00-03-17)

e Siemens WAMS Test & Inspection Mgmt (Doc. No.: SIG-00-07-08)

e Siemens VHF Communicator Installation & Operation (Doc. No.: SIG-00-03-05-002)
e Siemens GEO Installation & Operation (Doc. No.: SIG-00-05-09)

e Siemens WCM 53447 Installation & Operation (Doc. No.: COM-00-04-08)

e Siemens WCCMAINT Installation & Operation (Doc. No.: COM-00-05-03)

e Siemens OCG Installation & Operation (Doc. No.: COM-00-05-04)

e Siemens Packet Switch Installation & Operation (Doc. No.: COM-00-96-03)

e Siemens WCP CPU Il 53105 Installation & Operation (Doc. No.: COM-00-97-10)
e Siemens BCM Installation & Operation (Doc. No.: COM-00-97-19)

1.5 ORDERING INFORMATION

Part Number Description
9000-53475-0001 Communications Manager
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1.6 SPECIFICATIONS

Power Requirements

Input Voltage 9 — 32 VDC, Isolated, Reverse Polarity Protection
Input Current 6 Amps Max @ 13.8 VDC
Connectivity
Power Unipolar 2-Pin Connector
GPS SMA Type Antenna Connector
Digital Inputs
IN-1 - IN-4 8 — Pin Cage Clamp Style
Max Input Voltage: 120 VAC or VDC
IN-5 - IN-8 8 — Pin Cage Clamp Style
Max Input Voltage: 120 VAC or VDC
Serial Ports
Port 1 DB-25 — RS-232/RS-422 Sync/Async
Port 2 DB-25 — RS-232/RS-422 Sync/Async
Port 3 RJ-45 — RS-232 Async only
Port 4 RJ-45 — RS-232 Async only
Ethernet Ports
Port 1 RJ-45
Port 2 RJ-45
Port 2 RJ-45
Port 4 RJ-45
Relay 1/0
RLY1 - RLY2 6-Pin Cage Clamp Style

Max Contact Rating: 30 VDC , 5 Amps
Analog Inputs

Analog INPUT 1 — INPUT 4 8-Pin Cage Clamp Style
Code Line In/Out
Echelon®/12 VDC Output 4-Pin Cage Clamp
User Keypad Connectors 1-RJ-45,1-DB-9,1-USB
ECD Port USB 2.0
LED Indicators
Power Green
Echelon® Green/Yellow
12 VDC Output Red
Analog IN1 — Analog IN4 Yellow
Code Line IN Red/Green
Code Line OUT Red/Green
RLY1 -RLY 2 Red
User 1 — User 16 Red/Green
Health Yellow
GPS Green
ECD Red/Green
Ethernet Port 1 — Port 4 Yellow/Green
Serial Port 1
X Green
RX Red
RS-422 Yellow
Serial Port 2
X Green
RX Red
RS-422 Yellow
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Serial Port 3
TX
RX
Serial Port 4
TX
RX
Keypad Ports
Ethernet
USB
Digital Inputs
INPUT 1 - INPUT 8
Display
Keypad
Dimensions
Overall
Weight
COM-00-08-13

Version No.: A.4

Green
Red

Green
Red

Yellow/Green
Red/Yellow/Green

Red

2 Line X 20 Character Vacuum Fluorescent
Display

Matrix consisting of 25 embossed keys with tactile
feedback

19.0"W x 8.0"Hx 2.0" D
(48.26 cm W x 20.32 cm H x 5.08 cm D)

8.25 pounds (3.75 Kg)
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1.7 TERMINATIONS, INDICATIONS, AND CONTROLS

E-LINK Expbivd

o o | [ e o

SAFETRAN

)
LAER LB Rel 11
L] L]

10

BOTTOM

[ [ [ E S oeen

8 DB-25 Serial RS-232/RS-422
9 User LAN-Serial-USB Ports
10 System Status Indicators
11 RJ-45 Ethernet
12 Relay 1/0 & Codeline Out
13 Analog In/DC Codeline In
14 12V 3A Output/ Echelon®

Figure 1-2 Termination, Indicator, and Control Locations
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1 Power Connector/ECD
2 User Status
3 Data Screen & Keypad
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5 Digital Inputs 1 -4
6 Digital Inputs 5 -8
7 RJ-45 Serial RS-232
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1.7.1 Connector Termination Description

1711 Power Connector/ECD [1]

Input DC power for the Communications Manager is terminated with a cage clamp style unipolar
connector. Input voltage range of the Communications Manager is 9-32 VDC. The
Communications Manager provides 2000V RMS isolation from the battery buss. The DC input is
reverse polarity protected. The External Configuration Device (ECD) connects to the
Communications Manager via a connector mounted under the power plug using USB
connection to the unit. The ECD stores the configuration data for the Communications Manager.
The ECD is permanently mounted to the power connector as shown in the diagram below.

S S

ECD =——>

POWer——p gm POWER
LED

Figure 1-3 Power Connector/ECD

1.71.2 Digital Input Connectors [5] [6]

Two 8-Pin cage clamp style connectors are provided for termination of digital signals from
wayside devices. Each input has a positive and negative terminal. Maximum input voltages are
120VAC Peak or 120VDC.

To Battery Pos.
Typical External Circuit

(May be daisy-chained)

— Return To Battery Neg.

Typical Vital Coil Relay Circuits | Bi2 I N12 |
- o N T
(Connect direct - DO NOT daisy-chain) I_ J

Figure 1-4 Digital Input Connector
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GENERAL DESCRIPTION

1.7.1.3 GPS Antenna Connector [4]

The Communications Manager has a SMA type RF connector for connection of an external
GPS antenna.

*t

Figure 1-5 GPS Antenna Connector

NOTE

NOTE

The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

1.714 Serial Connectors [7] [8]

Four serial connectors with configurable parameters are provided, 2 DB-25 and 2 RJ-45, to
interface to devices requiring RS-232 or RS-422 modes with synchronous or asynchronous
operation. Ports one and two are full featured, while ports three and four are RS-232
asynchronous only. Table 1-1 and Table 1-2 display the pin-out arrangement for each style of
connector.

CAUTION

SERIAL PORTS 3-4 USE RJ-45 CONNECTORS AS DOES THE
|A CAUTION | ETHERNET PORTS 1-4. ENSURE CONNECTIONS ARE
TERMINATED IN THE PROPER LOCATION.

Table 1-1: RJ-45 Connector Pin-out

RJ-45 Connector Pin-out
Pin # RS-232 Signal Direction
1 TXD Out
2
3 RTS Out
4 RXD In
5
6 CTS In
7 DTR In
8 COMMON N/A
1-10
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Table 1-2: DB-25 Connector Pin-out

DB-25 Connector Pin-out
Pin # | RS-232 Signal RS-422 Signal Direction
1 Not Used
2 TXD TXD- Out
3 RXD RXD- In
4 RTS RTS- Out
5 CTS CTS- In
6 NOT USED
7 COMMON COMMON N/A
8 DCD DCD- In
9 RXC+ In
10 NOT USED
11 NOT USED
12 TXCI+ In
13 CTS+ In
14 TXD+ Out
15 TXCI- In
16 RXD+ In
17 RXC- In
18 TXCO+ Out
19 RTS+ Out
20 DTR DTR- Out
21 DTR+ Out
22 DCD+ In
23 NOT USED
24 TXCO- Out
25 NOT USED

1.7.15 Ethernet Ports

Four Ethernet RJ-45 connectors are provided with the Communications Manager. These ports
can be configured for device or network LAN connections. Each Ethernet port is an independent
network interface. Figure 1-6 displays the pin-out physical configuration of the Ethernet ports.

RJ-45

TX+
TX- ——]
RX+

UNUSED — |

UNUSED — |
RX- ——

UNUSED — |

UNUSED ——]

87654321
Ethernet Jack

Orientation and Pin-out

o ~No b wN R

Figure 1-6 Ethernet RJ-45 Orientation and Pin-out
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1.7.1.6 Relay Outputs

A Relay Output connector shown in Figure 1-7 interfaces the Communications Manager using
“C” contact relay points to control devices. Relay output contacts are rated at a maximum
voltage of 30 VDC at 5 Amps.

m RLY2
mRLY 1 = CODE OUT

A

F1HL B F2 H2 B
Internal circuitry -

Relay Output

Figure 1-7 Relay Output (De-energized)

WARNING
RELAY OUTPUTS MUST BE USED FOR NON-VITAL FUNCTIONS

AWARNING | on .
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1.7.1.7 DC Code Line Output

The DC Code Line Output is exported via the Relay 2 output connections to a code line
interface box and is rated at 0.9A @ 60 VDC. Relay 1 may be used simultaneously with the DC
Code Line output using the Relay 2 connections. Note that DC Code Line functionality and
Relay 2 cannot be used simultaneously.

= RLY2
= RLY 1 = CODE OUT

.%. .L
4 I|:1I-{11 F2 22 f

Internal circuitry ~

DC Codeline Output

Figure 1-8 DC Code Line Output

LED Color Description
Code Out | Green The green Code Out LED will turn ON when the CM energizes Code
Out output 1 and will be off otherwise.
Red The red Code Out LED will turn ON when the CM energizes Code Out
output 2 and will be off otherwise.

Figure 1-9 DC Code Line Output Front Panel LED Indicators
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1.7.1.8

DC Code Line Input Connector

When DC Code Line is enabled Analog Input 4 is disabled and becomes the DC Code Line
Input as shown in

LED Color Description
Code Out | Green The green Code Out LED will turn ON when the CM energizes Code
Out output 1 and will be off otherwise.
Red The red Code Out LED will turn ON when the CM energizes Code Out

output 2 and will be off otherwise.

Figure 1-9. Analog inputs 1 through 3 may be used for analog monitoring simultaneously with
the DC Code Line input function on Input 4. Note that Analog Input 4 and DC Code Line input
functions cannot be used simultaneously.

NOTE

NOTE

Analog Input 4 and DC Code Line input functions cannot be used
simultaneously.

+ ‘ a1
ANALOG INPUT 1 —
- ﬁ
+ -
ANALOG INPUT 2 —
—]
+ -
- = ANALOG INPUT 3 —
+m= CODE IN ———
- ™ ANALOG INPUT 4 _ —
DC CODELINE

Figure 1-10 Analog Input/DC Code Line Input Connector — Code Line Enabled
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Version No.: A.4

1-14
NOVEMBER 2009 (Revised AUGUST 2021)




GENERAL DESCRIPTION

LED Color Description

Code In Green When the CM is configured to support a DC code line protocol, it will
light the green Code In LED. The LED stays on all the time while the
unit has a DC code line protocol enabled. The CM disables analog
input 4 and relay output 2 while this LED is on. The connector pins
are used for the Code In and Code Out instead.
If the green Code In LED is off, the CM does not have a DC code line
protocol enabled and analog input 4 and relay output 2 operate as
normal.

Red The red Code In LED will turn ON when the Code In input is
energized and will turn off when there is no energy on the input. The
red LED will follow the pulse applied to the input.

Figure 1-11 DC Code Line Input Front Panel LED Indicators
1.7.1.9 Analog Input/DC Code Line Connector

An Analog Input connector provides 4 analog inputs for wayside devices. DC Code Line uses
Analog Input 4 and requires an external interface box. Analog inputs 1 through 3 may be used
for analog monitoring simultaneously with the DC Code Line input function on Analog Input 4.
Note that Analog Input 4 and DC Code Line input functions cannot be used simultaneously.

- 7 ANALOG INPUT 4

D I
ANALOG INPUT 1 —
- _
+ 4—l
ANALOG INPUT 2 —
ﬁ
+ <_L
- = ANALOG INPUT 3 =
S R—
+= CODE IN -
;

BATTERY INPUTS

Figure 1-12 Analog Input/DC Code Line Input Connector — Code Line Disabled
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1.7.1.10 Echelon®/ Power Output Connector

+- 12VDC ISOLATED

- OUTPUT

™N ECHELON

W Non-polarized
twisted-pair

Figure 1-13 Echelon®/ Power Output Connector

WARNING

THE 12 VOLT ISOLATED OUTPUT MAY BE USED TO POWER
_ NON-VITAL EQUIPMENT ONLY.
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APPLICATIONS

SECTION 2
APPLICATIONS

2.0 APPLICATIONS

The Communications Manager is designed for use in a variety of applications. The following are
some examples of the Communications Manager's capabilities. Contact Siemens Customer

Service for assistance in developing desired applications.

2.1 APPLICATION OVERVIEW

The Communications Manager's versatility enables it to be used in an array of applications.
Figure 2-1 displays Communications Manager's equipment and network interface capabilities.

Global
Positional SNMP Alarm WAMS Battery Ground Fault
System Display Tester
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AN :‘ /
ECD N\ Alarms & Ground fault
N\ Diagnostics indications
AN | | Power S
. Config, CDL file, N\ N ccMain
“Ladder Logic Yime & SNMP v2 s /
equests
Position Traps / / -
ULCP g} Config~ Config,
v Button Settings ~ Status, &
Presses Diag
P ad
P CAD
States Indications
GEO Indications & Diag
Contorls
 Controls & Req
~_Symbolic P
- N
W, id Indications & Diag I anles - P DNS Servers
e Addresses |
Controllers « Controls & Reg
- — Route
InputStates updates
_— Route
53406 Panel Output Cmds requests N 0OCG
e & 1/0 State” B IP Addr
Changes Requests
g Relay O o Stat dﬁ" P Adar
elay Outputs Status, diag Assi
Discrete /O Battery Open/Close & config . ssignment DHCP
Voltage Changes Z | Servers
Y | DTMF
S/ Isolated Tones
/ Power
// / | A
/ ) Speech
. / /R ts, fig &
Batteries / /N updates. Cmds
// | \
J 3 » 5 v 9ed <
Controlled Maintainer & rounde
Equipment Field Support Cqmms YAlAS
Equipment
Figure 2-1 Equipment and Network Interfaces
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2.1.1 ATCS Network

A typical Office ATCS network is shown in the diagram below. The Communications Manager is
configured to provide either Primary/Backup or Redundant paths between the Communications
Manager and the ATCS Office.

Network
Remote CAD SNMP Alarm Management WAMS
Users Display
System
\Web and C(_)ntr_ols SNMP ATCS
Telnet Indications ATCS
Back Office /
Network
office . % %
Fied Sy N
Ethernet Ethernet Ethernet
Network Network Network
Interface Interface Interface
User Maintainer/
Monitored Digital/Analog L Interface Installer
. — Communications Manager
Equipment Interface
USB ECD
Relay «
Outputs Wayside Dumb Terminal
Non-vital Controller Interface Interface
Equipment (Serial) (Serial)
» |
Wayside Auxiliary
Controller Equipment

Figure 2-2 Office ATCS Network
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2.1.2 GEO Application

Office Equipment

WccMaint
CTC Users
Wayside Alarm
AServer <> Management
System (WAMS) RF Network
T — -
]
4 [
WCC/FP (Q))
BCM B
Sync .
Rs-232"P = 2
ATCS Office Base Station
seria _«RF
(s >
DSU el B 4'_’1
GPS g e
IField Equipment Communications ceypad DSy e
| Manager LEDs & USB
ECD
ECD]— —
I c Interface [
- —
! =
Echelon® > o -
| i Gen/ATCS
G::Oa:l“”td & Relyout —
I Tester | Digital Input . -— |
| —_—
I Analog Input—p ‘ = ) = Serial
_ DSU
RF Network I Batteries
/_;_ - I t Serial Port 3 I~
f Async RS-232 e
"[ qﬁ‘:}\ll Echelon®
o z_/,l} I Button LED Indicators Indicators
o DTMF Indicators Controls Controls
i Controls

Speech

Tones < GEO l [ 1 GEO 2 ;

IVHFC GEON
{
' «RF 5,
ULCP
| X h. J
I w
| Railroad Railroad Railroad
| Signals & Signals & Signals &
Switches Switches Switches

S

Figure 2-3 GEO System Overview

2-3
COM-00-08-13
Version No.: A.4

NOVEMBER 2009 (Revised AUGUST 2021)



APPLICATIONS

2.1.3 CN2000A and CN2000B Application

The CN2000A and CN2000B protocols are proprietary to the CN Railway. Multi-drop code units
are supported in this application.

ECD ECD CN2000 Code Unit
- Interface ﬁ Communications Manager g =1
WccMaint

g CF
Users i 4= :H .
CAD \

e

/

RS232 Serial

CN2000 Code Unit

RS232 Serial

By

; : - ; CN2000 Code Unit

t oo [

N .

Ethernet RS232 Serial s

Figure 2-4 CN2000A & CN2000B Application

Web
Browser

2.1.4 Ground Fault Tester Support

The figure below shows connection of Ground Fault Tester modules to the Communications
Manager digital inputs.

e LR
_mmmm- Battery 2

W\ = _

Digital Input 8 :

Communications Manager

Battery 3

Battery 4

°
GFTNJ
ﬁnﬁﬂ Battery N
<+« L
—

Figure 2-5 Ground Fault Tester
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215 VHLC Support

Communication Manager supports VHLC applications. The diagram below displays an example
Vital Harmon Logic Controller (VHLC) application. Communications Manager uses HDLC ADM
or Genisys protocol to communicate with VHLC. The Diagnostic Text protocol allows a remote
user to access the VHLC's diagnostic port.

Remote CAD SNMP Alarm WeeMaint WAMS
Users Display
— A by
Weband ~ COMOIS — snmp arcs
Telnet Indications ATCS

Back Office /
Network

CRaere | [ Rwerc |
Satellite

Frame Relay CDMA
Network Network Network

‘ Frame Relay Router ‘ ‘ Airlink CDMA ‘ ‘ Satellite Modem ‘
Ethernet Ethernet Ethernet
Battery \ # A/
Bank | ———Analog
Input User Maintainer/
AC Interface Installer
Digital Input—»{ Communications Manager
Power
. —W USB ECD
Door /Dlgltal Input
Contact T T
Genisys/HDLC ADM Diag Text
Comms Diag
Port Port
VHLC

Figure 2-6 VHLC Support Application
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2.1.6 BCM Application

The diagram below displays an example Base Station Radio installation using the Siemens
Base Station Control Module. The BCM is powered, controlled, and monitored by the
Communications Manager.
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Figure 2-7 BCM Application
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2.1.7 Universal Local Control Panel (ULCP) Interface
The figure below shows an application using the Siemens ULCP. The ULCP communicates with
the Communications Manager via the Echelon® network.

< 8NVOUTS _
— BNVINS

<« LEDs

~ Pushbuttons

ULCP Communications Manager

Figure 2-8 ULCP Interface

2.1.8 Local Panel I/O Interface

The diagram below displays an application using a legacy Siemens 53406 Panel I/O supporting
a custom Local Control Panel. The Panel I/O uses the Echelon® node network to communicate
with the Communications Manager.

Custom Local Control Panel Communications Manager
53406 Local 1/10 alEo

<« LEDs  —

~— Pushbuttons

Programmable
Input/Outputs

i 1 ;

Figure 2-9 53406 Panel I/O Interface

2.1.9 VHF Communicator Application
The figure below shows a VHF Communicator application using the Echelon® network.

Communicator Communications Manager

Figure 2-10 VHF Communicator Interface
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2.1.10 Remote Communications Manager/ SEAR I

The Communications Manager (CM) supports communicating ladder logic states to other CM
units or SEAR Il units over the Echelon network. The CM functions identically to the SEAR Il for
this feature. The feature allows you to distribute ladder logic programmable functions between
multiple systems. The ladder logic programs on each system can exchange information as data
bits in messages on the Echelon network.

SEAR I Communications Manager SEAR I Communications Manager

Echelon® Network

Each CM sends messages to each remote unit configured in the unit's settings. The messages
contain data bits as set by the CM’s ladder logic program. The CM copies received data bits
from the remote units into the ladder logic bit map. That allows the ladder logic program to
evaluate the received data from the remote unit. Each unit sends ladder logic bits to the remote
units in its configuration every 10 seconds and on the change of state of any ladder logic bit.

If the CM does not receive a message from the remote unit for approximately 40 seconds, the
CM will log the module is offline and the CM will clear the “Node Online” bit for that unit in the
ladder logic executive bits.

When a sent or received bit changes state, the CM will log the change using the bit's assigned
label from the ladder logic label file.
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Table 2-1 Communications Manager 1/O Descriptions
Interface Description
Ethernet Ports 1 - 4 Used for office or field communication, depending on system
settings.

Laptop Ethernet Port

Used to allow Web Browser access to the unit.

GPS Interface

Used to connect the internal GPS receiver to an external
antenna.

Serial Ports 1 and 2

Used for communication with office or field devices depending
on system settings. These ports can handle sync or async
operation in RS-232 or RS-422 line mode.

Serial Ports 3 and 4

Used for communication with office or field devices depending
on system settings. These ports only handle RS-232 line
mode.

Echelon® Used to communicate to other Siemens devices such as
GEO, ULCP, Panel I/O, VHFC, etc.
Digital Inputs Used to monitor and record discrete /O at the location

(including Vital I/0O) as well as Ground Fault Testing.

Analog Inputs

Used to monitor and record battery bank voltages at the
location.

Relay Outputs

Used to control external equipment.

DC Code Line

Used to interface to legacy DC Code Line equipment and run
DC Code Line protocols.

Isolated Power Output

Used to provide isolated power to external communications
devices.

USB Flash Drive

Used by Maintainer to:
el 0ad new software
eDownload Logs
eUpload/Download Configuration.

Front Panel Interface

This consists of:
eDisplay
eKeypad
o EDs embedded within the overlay.
Used by Maintainer to view unit status, configure unit, etc.

ECD An external configuration device. This device holds the site
specific configuration parameters. The ECD is part of the
power connector assembly.
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SECTION 3

INSTALLATION AND CONFIGURATION

3.0 INSTALLATION AND CONFIGURATION

3.1 INTERCONNECTION OVERVIEW

The installation of the Communications Manager will involve a variety of connections depending
on the complexity of the application. An overview of the Communications Manager connections

is shown in Figure 3-1.
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Figure 3-1 Interconnection Overview
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3.1.1 Mounting

The Communications Manager is designed for either 19 inch rack or wall mounting. Select a
mounting position with ample clearance for the GPS antenna connection on the top and the
Ethernet and serial connectors on the bottom.

Clearance for Connectors

Figure 3-2 Mounting Communications Manager

COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



INSTALLATION AND CONFIGURATION

3.1.2 Power Connections

DC Power is supplied to each Communications Manager unit via a 2-terminal Cage Clamp type
connector located on the front panel. This connector also holds the External Configuration
Device (ECD). The power connector and ECD can only be inserted into the corresponding
connector on the front panel in one direction. Battery polarity is indicated on the
Communications Manager front panel.

Figure 3-3 Power and ECD Connector

CAUTION

WHEN INSTALLING THE POWER / ECD CONNECTOR, ENSURE
A CAUTION | THE ECD IS PROPERLY ALIGNED BEFORE INSERTING THE
PLUG FULLY. DO NOT FORCE THE ECD CONNECTOR AS THE
RECEPTACLE MAY BECOME DAMAGED.

CAUTION

USE THE APPROPRIATE WIRE SIZE TO POWER THE
|A CAUTION | COMMUNICATIONS MANAGER. WIRE SIZE SHOULD SUPPORT 6
AMPERES AT NOMINAL INPUT VOLTAGE. EXTENDED WIRE
LENGTHS WILL REQUIRE LARGER WIRE SIZE TO AVOID
EXCESSIVE VOLTAGE DROP.
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3.1.2.1 Power Conductor Wire Preparation

Verify that “B” and “N” supply wires are installed in the power connector correctly before
inserting the power connector into the mating connector on the front panel. Prepare the wires as
follows:

1. Strip approximately 1/4 inch (6 mm) of insulation from the end of the wire.

2. Install EMI filter on cable.

3. Open the spring loaded receptor, by inserting small flat blade screwdriver in the

recessed opening and insert the stripped end of the wire until it stops, making sure the

wire insulation is not in the metal contactors.

4. Remove the screwdriver to close the receptor and verify the wire is secure.

Figure 3-4 Power Conductor Wire Installation
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3.1.2.2 Installing EMI Filter on Power Cable

In order to reduce radiated electromagnetic interference in the Communications Manager power
cable, a clamp-on EMI filter (part number Z590-00010-0001) must be installed as follows:

Step 1. Open the clamp-on EMI filter as shown in Figure 3-5.

Figure 3-5 Clamp-on EMI Filter (open)

Step 2. Place the open EMI filter under the power cable approximately 1.5 inches from
the stripped end of the wires.

Step 3.Wrap the long end of the cable around the outer surface of the filter and back
through the center of the filter one time (totaling two wire runs inside the filter — see
Figure 3-6).

Figure 3-6 EMI Filter Installation (showing wire loops)
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Step 4. Snap the filter closed (see Figure 3-7).

Figure 3-7 EMI Filter Installed

NOTE

NOTE Failure to install the EMI Filter may result in unwanted EMI and RFI
interference to adjacent equipment.
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3.1.3 Digital and Analog I/O Connections

Each discrete input on the I/O connectors has both a positive and a negative terminal
connection. This allows for wiring of a larger variety of discrete 1/O than only using a common
negative. It also prevents problems such as ‘sneak paths’ when adjacent inputs are wired.
Polarity is marked on the case adjacent to each connector.

3.1.31 Connector Wiring Procedure

The female connectors supplied with the Communications Manager for the digital input
connections will accept wire sizes in the range of #28 AWG to #14 AWG. The connectors
contain spring-loaded cage-clamps for attachment of the wires. Each connector consists of a
row of wire receptors and actuator spring holes to open and close the cage clamps. Wire each
connector as follows:

Remove the supplied connector from the mating receptacle on the unit.

Select a proper gauge wire for the application (range is #28 to #14 AWG).

Strip approximately 5/16 inch (8 mm) of insulation from the end of the wire.

Insert the blade of a small screwdriver into the actuator spring hole associated with the

wire hole. The screwdriver blade should be no more than 0.10 inches wide and 0.020

inches thick (2.5 mm x 0.5 mm).

5. Lever the wire cage clamp open by pressing straight down on the screwdriver. Visually
note that the contactor receptacle has opened up sufficiently to insert stripped wire. Fully
insert wire into receptacle, taking care not to insert wire jacket insulation into metal
contactors.

6. Remove screwdriver. Gently tug on the just-inserted wire to ensure the receptacle
properly retains the installed wire.

7. Repeat for each wire to be added to the connector.

PobE

Figure 3-8 Cage Clamp Wire Installation
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3.2 USER CONFIGURATION

Configuration of the Communications Manager is accomplished using the LUI (Local User
Interface), or the Web Ul (Web Browser User Interface). The ECD stores the unit's configuration
information into non-volatile memory. The configuration data may also be downloaded via the
Web Ul or the front panel User USB Port.

3.2.1 Path Selection Modes

The Communications Manager can choose between several physical paths when sending a
message to the office system. The Communications Manager provides three modes of
determining the office-bound path: primary/backup, redundant, and manual. Figure 3-9 shows
the path modes. See Section 4 for Local User Interface and Section 5 for Web Browser and
WccMaint Path Selection Mode configuration screens.
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3.211 Primary/Backup Mode

In primary/backup mode, the Communications Manager sends office-bound messages on the
most preferred working path. The user chooses which paths are preferred by ranking them as
follows (most preferred to least preferred): primary, backup 1, 2, and 3. The Communications
Manager will send office-bound packets on the primary path, as long as it remains operational.
If the packet cannot be delivered, the Communications Manager will report that path as “failed”
and attempt the packet on the next preferred path. See page 3-11 for recommended settings
for a WCP as the Primary path and Table 3-1 when WCP is the Backup path.

e Path Failure

In primary/backup mode, the Communications Manager considers a path “failed” if an
acknowledged packet cannot be delivered on that path after several retries. Any acknowledged
packet that cannot be delivered, which includes indications, WAMS alarms, and path test
packets, will be used to determine path failure.

The packet's ATCS priority level, the protocol, and the physical medium determine the time
between retries. The Communications Manager uses shorter timeouts for higher priority
packets and for Ethernet ports. If the user selected the office path protocol as “Gen/ATCS
Field”, the protocol used with the Siemens WCP, the Communications Manger relies on the
external equipment to perform retries and report delivery confirmation or delivery failure.

The Communications Manager will also consider a path “failed” if the physical link status of that
protocol shows “disconnected”. The specific protocol driver for the port determines the
“disconnected” or “connected” state of a physical link. For example, the ATCS HDLC POLL
protocol is a polled protocol. If the polling of the port stops, the protocol will report the physical
path as failed. If that path is currently the most preferred office path, the Communications
Manager will begin using the next most preferred operational path instead.

e Path Testing

The Communications Manager can actively test the paths it is not currently using for operational
traffic. This allows the Communications Manager to report a path failure before that path may
be needed. The user can select how frequently the Communications Manager tests a path. A
test packet uses acknowledged service and the Communications Manager will retry a test
packet according to the same rules as any acknowledged packet. If the packet does not receive
acknowledgement after all retries, the Communications Manager considers the path failed. The
Communications Manager also uses path testing to determine when a previously failed path
recovers.

e Path Recovery

The Communications Manager sends test packets on failed paths to determine when they have
recovered. Once a path successfully receives acknowledgement for a test packet, the
Communications Manager considers that path “in recovery”. A path must successfully deliver
packets for a user selectable amount of time before the Communications Manager will change it
from “in recovery” to “operational” status. Once operational, the Communications Manager will
begin sending all office-bound traffic on that path if it is now the most preferred.
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3.2.1.2 Redundant Mode

In redundant mode, the Communications Manager sends a copy of each packet on all office-
bound paths at the same time. Each Path still must be configured as either primary, backup 1,
etc. Paths not used are set to "none". The primary versus backup is meaningless for this mode
of operation.

An acknowledgement received on any path means that message was successfully sent.
Because packets are sent on all paths at the same time and acknowledgements can arrive on
any path (usually only one), the paths are not actively tested. The Communications Manager
uses the physical link status of the port to determine if a path is operational or failed. If a packet
cannot be delivered after several retries on all paths, all paths are considered failed until a
packet is successfully delivered. Regardless of the “operational” or “failed” status of a path, the
Communications Manager always attempts to deliver a packet on all paths.

3.213 Manual Mode

When configured for Manual Mode Communications Manager will use a configured path for a
configured amount of time, or indefinitely. The path can be configured for Manual Mode using
WcceMaint from the office, a web browser interface, or the front panel keypad and display.
There are two manual mode options: permanent and timed. Manual Mode is typically used to
test a specific path for test path reliability or while maintenance is being performed on another
path.

¢ Permanent

Upon selecting “permanent” as the manual mode option, the Communications Manager will use
the selected office-bound path indefinitely. The "permanent” selection may be cancelled at any
time, resulting in Communications Manager reverting back to automatically selecting the office-
bound path based on the configured mode (primary/backup or redundant). A system reset will
also place the Communications Manager back to automatic mode. If the manually selected path
fails for more than five minutes, the system will revert back to automatic mode.

¢ Timed Mode

Upon selecting “timed” as the manual mode option, the Communications Manager will use the
configured office-bound path for the configured amount of time. When the time expires, the
Communications Manager will revert back to automatically selecting the office-bound path.

3.214 Path Configuration for WCP

If one of the office paths uses a WCP, the path settings must be adjusted. These adjustments
are due to the behavior of the WCP and packet switch.

1) A WCP modifies the ATCS layer 3 sequence numbers for office-bound packets in
a manner the Communications Manager cannot predict.

2) A WCP does not pass through ATCS acknowledgment packets from the office. It
generates service signal messages instead, which do not include the ATCS layer
3 sequence numbers from the acknowledgement packet.
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3) The office packet switch (or OCG) may send an acknowledgement for a packet
received from the RF path to a backup path or vice versa. Because the
acknowledgements do not pass through, the Communications Manager cannot
know if the packet was delivered and the WCP may not receive a RF "ACK"
(acknowledge) causing it to incorrectly report that a packet was not delivered.

As a result of the above constraints Communications Manager does not have a reliable method
to test a backup path if a WCP is used. If a WCP is used, all backup paths must have the path
test period set to O to disable the sending of test packets. Paths that are not tested are not
marked as failed but as “unknown” when packet delivery fails on them. Using the “unknown”
status, the Communications Manager will try those paths again upon failure of other paths.

e Recommended Settings (when WCP is Primary Path)

The following are the recommended settings for the primary and the backup path when using a

WCP.

Table 3-1 Primary Path: WCP Recommended Settings

Primary Path
Setting

Recommended
Value

Description

Path Recovery Time

0 (seconds)

Tells the Communications Manager that as soon as the
WCP reports a test packet was successfully delivered, it will
consider the WCP path as operation and begin using it.

Path Test Period

90 (seconds)

Tells the Communications Manager to send a test packet on
the WCP path every 90 seconds. This value should not be
set lower than 90 seconds for a WCP path as the RF retries
will require about 80-90 seconds for the radio.

Path Fail Count 6 Use the default value. This setting only applies to paths that
have an “in recovery” state. Since the path recovery time
setting is 0, this setting has no effect.

RSSI Value 0 Tells the Communications Manager not to attach an RSSI

value to ATCS packets. The WCP will add its own RSSI
value to the packet when it sends the packet on its RF
interface.

Operational Traffic
Only

No (Unchecked )

Tells the Communications Manager to send all packets,
regardless of priority, on the WCP path, if it is the currently
selected path.

COM-00-08-13
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Table 3-2 Any Backup Path (when a WCP is used as Primary Path)

Backup Path
Setting

Recommended
Value

Description

Path Recovery
Time

300 (seconds)

Use the default value. This setting has no effect since the path
will not be tested (Path Test Period set to 0)

Path Test Period

0 (seconds)

Tells the Communications Manager not to send test packets on
this path. This is due to the constraints described above when
using a WCP. Path failure will not be known in advance.

Path Fail Count

6

Use the default value. This setting has no effect since the path
will not be tested (Path Test Period set to 0)

RSSI Value See Description See the “Guidelines for RSSI Values” (Section 3.2.1.8) to
determine if an RSSI value should be used. If an RSSI value is
needed, use a low value such as 1 to ensure the RSSI from the
WCP path will be higher than this path’'s RSSI.

Operational No (Unchecked ) Tells the Communications Manager to send all packets,

Traffic Only regardless of priority on this path, if it is the currently selected

one.

e Recommended Settings when WCP is Backup Path

The following are the recommended settings when you use a WCP as a backup path. The

WCP must be the last backup path.

Table 3-3 Primary Path (Not a WCP) Recommended Settings

Primary Path
Setting

Recommended
Value

Description

Path Recovery
Time

0 (seconds)

Tells the Communications Manager that as soon as the path
successfully delivers a test packet, it will consider the path as
operational and begin using it.

Path Test Period

60 (seconds)

Tells the Communications Manager to send a test packet on the
path every 60 seconds. This value can be adjusted, to set the
desired time Communications Manager will detect path
recovery. Since this is not a WCP path, path test periods shorter
than 90 seconds are supported. However, this value may need
to be adjusted, depending on the protocol/equipment in use.

Path Fail Count

Use the default value. This setting only applies to paths that
have an “in recovery” state. Since the path recovery time setting
is 0, this setting has no effect.

RSSI Value See Description See the “Guidelines for RSSI Values” (Section 3.2.1.8) to
determine if an RSSI value should be used. If an RSSI value is
needed, use a high value such as 61 to ensure the RSSI will be
higher than the RF path’'s RSSI.

Operational No (Unchecked ) Tells the Communications Manager to send all packets,

Traffic Only regardless of priority, on the path, if it is the currently selected
one.
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Table 3-4 Backup Path WCP Recommended Settings

Backup Path
Setting

Recommended
Value

Description

Path Recovery
Time

300 (seconds)

Use the default value. This setting has no effect since the path will
not be tested (Path Test Period set to 0)

Path Test
Period

0 (seconds)

Tells the Communications Manager not to send test packets on this
path. This is due to the constraints described above when using a
WCP. It means you will not know ahead of time if the path has
failed.

Path Fail Count | 6 Use the default value. This setting has no effect since the path will
not be tested (Path Test Period set to 0)

RSSI Value 0 Tells the Communications Manager not to attach an RSSI value to
ATCS packets. The WCP will add its own RSSI value to the packet
when it sends the packet on its RF interface.

Operational No (Unchecked ) | Tells the Communications Manager to send all packets, regardless

Traffic Only of priority on this path, if it is the currently selected one.

¢ WCP and Redundant Mode Restrictions or Constraints

A WCP cannot be used in a redundant mode system due to the following constraints:

1) A WCP modifies the ATCS layer 3 sequence numbers for office-bound packets in a
manner the Communications Manager cannot predict.

2) A WCP does not pass through ATCS acknowledgment packets from the office. It
generates service signal messages instead, which do not include the ATCS layer 3
sequence numbers from the acknowledgement packet.

3) The office packet switch (or OCG) may send an acknowledgement for a packet
received from the RF path on another path, which forces the WCP to continue
retrying packets.

Since the WCP modifies the layer 3 sequence numbers, the duplicate packets received at the
packet switch (or OCG) will have different layer 3 sequence numbers. That prevents the packet
switch from recognizing that packets are duplicates so it may acknowledge both packets. Since
the acknowledgements will be sent by the packet switch on only one of the field-bound paths,
the Communications Manager or the WCP may continue to retry the packet.

A CAUTION

COM-00-08-13
Version No.: A.4

THIS CREATES A SCENARIO WHERE THE PACKET SWITCH
AND/OR THE DISPATCH SYSTEM MAY NOT DETECT STALE
PACKETS, WHICH COULD RESULT IN THE DISPATCH SYSTEM
DISPLAYING INCORRECT INDICATIONS.

CAUTION
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3.2.1.5 Guidelines for ATCS Addressing

The Communications Manager contains several ATCS address settings and the ATCS network
requires the field equipment to follow certain rules regarding address assignments. There are
two ATCS address types commonly used by the Communications Manager: type 7 wayside
addresses and type 2 office addresses.

e Type 7 Wayside Address Format

A type 7 wayside address has the following format: 7.RRR.LLL.GGG.SS.DD. Each field of the
address has the following meaning:

RRR Railroad number between 001 and 999. All equipment installed for the same
railroad usually uses the same railroad number.
LLL Code-line or region number between 1 and 999. The communications system can

be broken into lines by the railroad’s own internal conventions. The office
equipment may have limitations on the number of lines it can manage.

GGG Group number between 1 and 999. Generally, all the equipment at one location is
in the same group. However, there are locations that may require different group
numbers set for the devices. The group number must be coordinated between the
CTC equipment and the field equipment. The office equipment may have
limitations on the number of groups it can support per line.

SS Subnode number between 1 and 99. Generally, each addressable device at a
location has a different subnode number (and the same railroad, line, and group
number).

DD Device number between 1 and 99. Generally used to address a particular device or

application within a single piece of equipment. Since the equipment uses the DD
for internal addressing, this field is often not user configurable.

The address 7.000.000.000.00.00 can be used as a broadcast address.
The address 7.RRR.000.000.00.00 can also be used as a broadcast address.

e Type 2 Office Address Format

A type 2 office address has the following format: 2.RRR.NN.DDDD. Each field of the address
has the following meaning:

RRR Railroad number between 001 and 999. All equipment installed for the same
railroad usually uses the same railroad number.
NN Network node number between 01 and 99. The office environment can be

arbitrarily be broken into several network nodes.

DDDD Device number between 0001 and 9999. The value is usually used to address
specific application in the office. A value of 0000 addresses all applications within
the network node.
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3.2.1.6 General Address Guidelines

These guidelines apply to any address configured in the system:
1) All ATCS addresses should have the same railroad number.
2) All type 7 wayside addresses should have the same Code Line number.

3) Each wayside device must have a unique ATCS address. Conflicting addresses can
cause major communications problems, including the dispatch system displaying
incorrect indications.

4) If more than one Code Unit is reporting to the Communications Manager, each unit must
have a unique ATCS group number.

3.2.1.7 Communications manager Site Address

When assigning a Site Address to the Communications Manager, use the following guidelines:

1) The Communications Manager's site ATCS address must be coordinated with the
railroad to ensure it is unique.

2) If both the Communications Manager and a wayside controller are running ladder logic,
the Communications Manager and the wayside controller must each have different
group numbers. The office equipment limits handling one indication per group.
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3.2.1.8 Guidelines for RSSI Values

The Communications Manager can attach an RSSI value to office-bound packets before
sending them. The RSSI value can be set for each office path. The packet switch (and OCG)
uses the RSSI values received on each path to determine which path to send field-bound
packets on. Not all protocols support attaching RSSI values. Use the following guidelines to
determine what number to set in the RSSI value field for each path. See Section 4 for Local
User Interface and Section 5 for Web Browser configurations.

1) When using the Gen/ATCS Field protocol, the RSSI value should always be set to 0.
The WCP or the receiving device will attach its own RSSI value to the packets.

2) When using the Genisys Field protocol, the RSSI value has no effect. The Genisys Field
protocol does not send ATCS packets.

3) If a WCP (RF) is used as a primary path, any backup path where items 1 and 2 do not
apply should have a low RSSI value, such as 1. It is recommended for the backup path
to have a lower RSSI than the RF path, which will ensure the packet switch (or OCG)
prefers to send field-bound packets out RF.

4) If a WCP (RF) is used as a backup path, more preferred paths where items 1 and 2 do
not apply should have a high RSSI, such as 61. It is recommended for the primary path
to have a higher RSSI than the RF path, which will ensure the packet switch (or OCG)
prefers the primary path over the RF path.

5) If all previous guidelines do not apply, the path should have a lower RSSI value than
paths more preferred. In this case use a path's default RSSI value. The default RSSI
values are as follows: primary = 61, backupl = 51, backup2 = 41 and backup3 = 31.
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3.2.1.9 Site Setup Configuration Options

The Table lists the Site Setup Configuration Options.

Table 3-5 Site Setup Configuration Parameters

Parameter Range Default
Site Name 1 - 20 Characters Safetran Systems
Milepost 0 - 20 Characters 000.0
DOT Number: 1 - 7 Characters 000000A
Time zone: GMT, EASTERN
EASTERN,
CENTRAL,
MOUNTAIN,
PACIFIC,
ALASKA,
ATLANTIC,
ARIZONA (NO DST),
NEWFOUNDLAND,
AUS WESTERN,
AUS CENTRAL,
AUS CNTRL (NO DST),
AUS EASTERN,
AUS EASTERN (NO DST)
Site ATCS Address 7.000.000.000.00 - 7.999.999.999.99 7.620.100.100.01
CAD Address 2.000.00.0000 - 2.999.99.9999 2.620.00.0000
WAMS Address 2.000.00.0000 - 2.999.99.9999 2.620.01.9100
WAMS System Enabled or Disabled Enabled
Path Selection Mode Primary/Backup Primary/Backup
Redundant
Indication Refresh 0 (no refresh) - 600 seconds 60 seconds
Period
Indication Holdoff 0 (no holdoff) - 10 seconds 0 seconds

COM-00-08-13
Version No.: A.4
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3.2.1.10

Serial Port Configuration Options

The following table summarizes the protocol options for the serial ports. If the "Field" path is
selected only field options will display, likewise if the "Office" path is selected, only the office
options will display. If no path is selected ("None") no path information will appear.

Table 3-6 Serial Port Configuration Summary

Path Type | Protocol Clock Mode | Line Modes TX Clock

Field Genisys Office Async RS-232 Only N/A

Field Gen/ATCS Office Async RS-232 Only N/A

Field CN2000A Async RS-232 Only N/A

Field CN2000B Async RS-232 Only N/A

Field Dumb Terminal Async RS-232 Only N/A

Field Diagnostic Text Async RS-232 Only N/A

Field BCM Diag Async RS-232 Only N/A

Field ATCS/HDLC ADM | Sync RS-232 or RS-422* | Internal or External
Field ATCS/HDLC Ul Sync RS-232 or RS-422* | Internal or External
Office Genisys Field Async RS-232 Only N/A

Office Gen/ATCS Field Async RS-232 Only N/A

Office ATCS/HDLC POLL | Sync RS-232 or RS-422* | Internal or External

* The 2 partial-featured serial ports only support Async protocols and RS-232 Line Mode.

COM-00-08-13
Version No.: A.4

Table 3-7 Serial Ports 1 — 4 Parameters

Parameter Range Default
Baud Rate 1200, 2400, 4800, 9600

9600, 19200,

38400, 57600, or

115200
Data Bits 7o0r8 8
Parity None, even, or odd | None
Stop Bits lor2 1
Flow Control None or Hardware None
Path Type None, Field, None

Office Primary,

Office Backup 1,

Office Backup 2, or

Office Backup 3
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Table 3-10 Full-featured Port — Path Type: Office Primary, Office Backup 1, 2, or 3

COM-00-08-13
Version No.: A.4

Table 3-8 Full-featured Port — Path Type: FIELD

Parameter

Range

Default

Protocol

Gen/ATCS Office,
Genisys Office,
ATCS/HDLC ADM,
ATCS/HDLC UI,
CN2000A,
CN20008B,

Dumb Terminal,
Diagnostic Text,
BCM Diag

Gen/ATCS Office

Table 3-9 Partial-featured Port — Path Type: FIELD

Parameter Range Default

Protocol Gen/ATCS Office, Gen/ATCS Office
Genisys Office,
CN2000A,
CN2000B,

Dumb Terminal,
Diagnostic Text,
BCM Diag

Parameter Range Default
Protocol Gen/ATCS Field, Gen/ATCS Field
Genisys Field,

ATCS/HDLC POLL
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Table 3-11 Partial-featured Port — Path Type: Office Primary, Office Backup 1, 2, or 3

Parameter Range Default
Protocol Gen/ATCS Field, Gen/ATCS
Genisys Field, Field

Table 3-12 Full-featured Port — Protocol: ATCS/HDLC ADM, Ul, or POLL

NOTE

Parameter Range Default
Line Mode RS-232, RS-422 RS-232
TX Clock Internal, External Internal
Source

NOTE

The Communications Manager uses Async Clock Mode and RS-232
Line Mode for all Async protocols: Genisys Office, Genisys Field,
Gen/ATCS Office, Gen/ATCS Field, CN2000A, CN2000B, Dumb
Terminal, Diagnostic Text, and BCM Diag.

Table 3-13 Laptop Serial Port Options

Parameter Range Default

Baud Rate 1200, 9600, 57600, | 9600
or 115200

Data Bits 7o0r8 8

Parity None, even, or odd | None

Stop Bits lor2 1

Flow Control None or Hardware None

COM-00-08-13
Version No.: A.4
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3.2.1.11

The following are the Ethernet port configuration parameters:

COM-00-08-13
Version No.: A.4

Ethernet Port Configuration Options

Table 3-14 Ethernet Port Options

Parameter Range Default

DHCP Client Enabled or Disabled | Disabled

Path Type None, None
Field,

Office Primary,
Office Backup 1,
Office Backup 2, or
Office Backup 3

Table 3-15 Ethernet Port Options — DHCP Client Disabled

Parameter

Range

Default

IP Address

0.0.0.0 -
255.255.255.255

192.168.X.1 where X is
replaced with the Port
number plus one.
(Ethernet Port 2 default
would be 192.168.3.1).

Network Mask 0.0.0.0 - 255.255.255.0
255.255.255.255

Default 0.0.0.0 - 192.168.X.1 where X is

Gateway 255.255.255.255 replaced with the Port

number plus one.
(Ethernet Port 2 default
would be 192.168.3.1).
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Table 3-16 ATCS/IP Office Options

Parameter

Range

Default

Description

OCG Circuit ID

0.0.0-999.2.15

620.1.1

The circuit ID, or base ID, of
every IP base belonging to
this HUB is manually entered
here along with its IP
address. The base ID is an
assigned 16-bit value that is
used as a unique tag for
each base.

Routing Region
One

0.0.0.0 -
255.255.255.255
or Symbolic
Name

192.168.X.2 where X
is replaced with the

Port Number plus one.

This can be either a subnet
broadcast or unicast IP
address associated with
office OCG or packet switch.

Routing Region
Two

0.0.0.0 -
255.255.255.255
or Symbolic
Name

192.168.X.3 where X
is replaced with the

Port Number plus one.

This can be either a subnet
broadcast or unicast IP
address associated with
office OCG or packet switch.

OCG Port

0 - 65535

5361

Specifies the port number
used to listen for messages.
Specifies the UDP port
number used to listen for
messages. Default is 5361.

Path Value

0-255

72

This is information used by
packet switch/OCG to
specify inbound path options
such as main/standby, field
device operation, etc.

Route Search Time

0 - 65535
seconds

15 Seconds

Route request is sent per
this time interval until a route
update response is received.

Route Search Tries

0-255

The number of times
Communications manager
will retry a route search if a
response is not received.

Route Refresh
Time

0 - 65535 Minutes

5 Minutes

Once a route update
response is received, a route
request is periodically sent
per this time interval to
refresh the route table.

COM-00-08-13
Version No.: A.4
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3.2.1.12 DNS Options

The following are the configurable DNS protocol options:

Table 3-17 DNS Options

Parameter Range Default Description

Nameserver 1 0.0.0.0 - 255.255.255.255 192.168.2.1 | IP address of DNS server
Nameserver 2 0.0.0.0 - 255.255.255.255 192.168.3.1 | IP address of DNS server
Nameserver 3 0.0.0.0 - 255.255.255.255 192.168.4.1 | IP address of DNS server

3.2.1.13 Echelon® Options
The following are the configurable Echelon® options.

Table 3-18 Echelon® Configuration Options

Option Range | Default | Description
Gateway 1-126 |1 If the destination ATCS address of a message to send on
Node Echelon® is not part of the same group as the

Communications Manager, it sends the ATCS message to
this Echelon® Node.

3.2.1.14 Gen/ATCS Field Protocol Options

Each port configured for Gen/ATCS Field Protocol will have the following configuration options:

Table 3-19 Gen/ATCS Field Protocol Options

Option Range Default Description

Poll Address 1-254 1

Link Fail Timer 250 - 60000 1000 ms This is used as a watchdog timer
milliseconds to time the receipt of Genisys

Office messages.

Comms Device
Addr (for setting
WCP address
via XID)

99

7.000.000.000.00. | 7.000.000.000.00. | This address is used when
00 (disabled)
7.999.999.999.99. | (disabled)

00 building an XID message. The
external equipment will read the
address from the XID message
and assign itself that address. If it
is left at 7.000.000.000.00.00, the
external equipment will not use
the address and will use its own
assigned address instead.

COM-00-08-13
Version No.: A.4

3-23
NOVEMBER 2009 (Revised AUGUST 2021)




INSTALLATION AND CONFIGURATION

3.2.1.15

Gen/ATCS Office Protocol Options

Each port configured for Gen/ATCS Office Protocol will have the following configuration options:

Table 3-20 Gen/ATCS Office Protocol Options

Option Range Default Description
Polling Range Start | 1 - 254 1 The first Genisys station number in the
polling sequence
Number of Stations | 1-24 1 The number of stations to poll.
Short Poll Delay 250 - 120000 | 1000 ms The amount of time to wait for a poll
milliseconds response when the station is online.
Long Poll Delay 250 - 120000 | 10000 ms The amount of time to wait for a poll
milliseconds response when the station is offline.
Retry Count 0-255 5 The number of times to send a data
frame to the field code unit before
discarding the frame.
Response Fail 0-255 Not Used

Count

3.2.1.16

Genisys Office Protocol Options

Each port configured for Gen/ATCS Office Protocol will have the following configuration options:

Table 3-21 Gen/ATCS Office Protocol Options

Option Range Default Description
Polling Range Start | 1 - 254 1 The first Genisys station number in
the polling sequence
Number of Stations | 1 - 24 1 The number of stations to poll.
Short Poll Delay 250 - 120000 1000 ms | The amount of time to wait for a poll
milliseconds response when the station is online.
Long Poll Delay 250 - 120000 10000 The amount of time to wait for a poll
milliseconds ms response when the station is offline.
Retry Count 0-255 5 The number of times to send a data
frame to the field code unit before
discarding the frame.
Source ATCS 7.RRR.LLL.GGG.SS.DD | 5 The base ATCS address that will be
Address used as the source address for each
station. The station number that
responded to a poll is added to the
GGG field to create a source ATCS
address.
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3.2.1.17

ATCS/HDLC ADM Options

The ATCS/HDLC ADM protocol must be configured on the full-featured serial ports. Each port will have
the following configurable options.

Table 3-22 ATCS/HDLC ADM Configurable Options

Option Range Default Description

Message Response | 300 - 65535 milliseconds | 1000 Used for timing an expected

Timer milliseconds | response message.

Retry counter 0-255 3 Number of times to retry a
transmitted message.

Line Mode RS-232 or RS-422 RS-232

TX Clock Source Internal or External Internal

3.2.1.18

ATCS/HDLC Ul Options

ATCS/HDLC Ul interfaces with the base station controller equipment (such as BCM or BCM II).
In this application Communications Manager polls the base station controller. The following
table displays the user configurable options to the Office System.

Table 3-23 ATCS/HDLC Ul Configurable Options

Parameter Range Default Description

Message Response | 300 - 65535 milliseconds | 1000 Used for timing an expected

Timer milliseconds | response message.

Retry counter 0-255 3 Number of times to retry a
transmitted message.

First Station 1-255 1 The first station number in

Number the polling sequence.

Number of Stations | 1 - 15 1 The number of stations to
poll.

Line Mode RS-232 or RS-422 RS-232

TX Clock Source Internal or External Internal

COM-00-08-13
Version No.: A.4
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3.2.1.19

ATCS/HDLC POLL Options

The ATCS/HDLC POLL protocol interfaces directly with packet switches in the office. The
following table lists the user configurable options.

Table 3-24 ATCS/HDLC POLL Configurable Options

Parameter Range Default Description

Message Response | 300 - 65535 milliseconds | 1000 Used to time an expected

Timer milliseconds | message from the packet
switch.

Retry counter 0-255 3 Number of times to retry a
transmitted message

Poll Address 1-15 1 The poll address that will be
responded to.

Line Mode RS-232 or RS-422 RS-232

TX Clock Source Internal or External Internal

3.2.1.20

Office Path Options

Each Ethernet port and serial port configured as an office path (Office Primary, Office Backupl,
2, or 3) has the following user configurable options as shown in the table below.

Table 3-25 Office Path Configurable Options Primary Office and Backup

Option

Range

Default

Description

Path Recovery
Time

0 - 3600 seconds

300 seconds

The amount of time a path must
successfully deliver messages with no
losses before the path can be considered
"Operational” again.

Path Test Period

0 - 7 Days

60 seconds

The time between attempts to send a test
packet on a path's whose state is either
"Failed", "In Recovery", or "Operational”
(not currently the most preferred path), If
the "Path Test Period" is set to zero the
path will not be tested. A test period of
zero should only be configured for the least
preferred path.

Path Fail Count

The minimum number of test packets that
do not receive a response, causing a path
to change from "In Recovery" to "Failed"
state.

RSSI Value 61 - Office Primary Defines the RSSI value the office protocol

51 - Office Backup 1 | will attach to the end of all ATCS RF_INFO

41 - Office Backup 2 | packets transmitted on an office path. If the

31 - Office Backup 3 | user sets the value to 0, the
Communications Manager will not attach
an RSSI value.
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3.21.21

CN2000A & CN2000B Protocols

The CN2000A and CN2000B protocols operate with the CN2000 wayside controller equipment.
The following table displays the user configurable options.

Table 3-26  CN2000A & CN2000B Configurable Options

Option Range Default Description

Polling Range 1-254 1 The first station number to

Start poll.

Number of 1-24 1 The number of CN2000

Stations Code Units to poll.

Short Poll Delay | 250 - 60000 milliseconds | 1000 ms The time interval between

sending poll

Long Poll Delay | 250 - 120000 10000 ms The wait time for an

milliseconds indication acknowledge to

be received from packet
switch or OCG.

Source ATCS 7.RRR.LLL.GGG.SS.DD | 7.620.100.100.01.01 | The source ATCS address
Address to use as the address of
the field stations. The
polled station number
replaces the GGG field
3.2.1.22 Dumb Terminal Options

Each port configured for Dumb Terminal will have the following options appear:

Table 3-27 Dumb Terminal Parameters

Parameter

Range

Default

Description

SSH Port Number

0 - 65535

10021 for Serial Port 1
10022 for Serial Port 2
10023 for Serial Port 3
10024 for Serial Port 4

The TCP port number the
driver listens on for the new
SSH connections

Session Time-out

0 - 60 minutes
Value of O
disables time-out

10 minutes

The amount of time of no
received data before the
session is disconnected

COM-00-08-13
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3.2.1.23

Diagnostic Text Options

Each port configured for Diagnostic Text will have the following options appear:

Table 3-28 Diagnostic Text Parameter Options

Parameter

Range

Default Description

SSH Port Number

0 - 65535

10021 for Serial Port 1
10022 for Serial Port 2
10023 for Serial Port 3
10024 for Serial Port 4

The TCP port number the
driver listens on for the new
SSH connections

Session Time-out

0 - 60 minutes
Value of O
disables time-out

The amount of time of no
received data before the
session is disconnected

10 minutes

3.2.1.24

Digital Input Options

The Communication Manager Digital Inputs have the following configuration parameters:

Table 3-29 Digital Input Configuration Options

Parameter Range Default | Description

Input Name 0-10 Input X | (Where X is the input number).
Characters

Algorithm Discrete or GFT | Discrete

e Digital Inputs - Algorithm: Discrete

The following configuration parameters appear when Algorithm is set for Discrete:

Table 3-30 Digital Inputs — Algorithm: Discrete

Parameter Range Default | Description
Off State 0 - 10 Characters Off Up to 10 characters in length and used to
Name identify Off state.
On State 0 - 10 Characters On Up to 10 characters in length and used to
Name identify On state.
Toggle State 0 - 10 Characters Toggling | Up to 10 characters in length and used to
Name identify Toggle state.
Off De-bounce | 0 - 60000 milliseconds | 100 ms | Number of milliseconds an input must be
de-energized before it is declared OFF.
On De-bounce | 0 - 60000 milliseconds | 100 ms | Number of milliseconds an input must be
energized before it is declared ON.
Toggle Period | 0 - 60000 milliseconds | 1000 ms | Number of milliseconds within an input
changing state 4 or more times is declared
TOGGLING.
3-28
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o Digital Inputs - Algorithm: GFT (Ground Fault Detector)

The following configuration parameters appear when Algorithm is set for GFT:

Table 3-31 Digital Inputs — Algorithm GFT

Parameter Range Default | Description
Battery 1 Name 0 -10 Characters | BAT1 0-10 characters (Where Xis the input number).
Battery 2 Name 0 -10 Characters | BAT 2 0-10 characters (Where Xis the input number).

3.2.1.25

Analog Input Options

The following are the configurable parameters for the Analog Input ports:

Table 3-32 Analog Input Options

Parameter | Range Default | Description
Name 0-10 Batt X 0-10 characters (Where X is the input number).
Characters

Resolution 0.1V to 36.0V | 0.5V Specifies the change in voltage required before an
event will be logged into the Argus event log. The
voltage is calculated as the average of the number
“Samples to Average”.

Sample 100 - 60000 100 ms Number of milliseconds between raw samples of the

Period milliseconds input. The average of the last “Samples to Average”
readings is taken at this point and compared to the
last logged value to determine if a new event needs
to be logged.

Average 1-64 10 Specifies the number of consecutive samples to

Count samples. average together to determine the voltage present
on the input. A list of the last “Samples to Average”
samples is kept as the voltage readings are taken.
At each sample period, the list of voltage readings is
averaged together to determine the voltage value.

Re-read 0 - 60000 500 ms | The number of milliseconds after an event is logged,

Period milliseconds when one more comparison of voltage to the last
logged value will be taken. This function has a
default value of 500 ms.

Re-read 0.0V (off) to 0.2v The voltage difference required to log another event

Resolution 36V. after the re-read comparison is performed. This
function has a default value of 0.2 VDC.
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3.2.1.26

Relay Output Options

The following are the configurable parameters for the Relay Outputs:

Table 3-33 Relay Output Options

Range Default Description

Name 0-10 Relay X 0-10 characters (Where X is the output number).
Characters

Off State Name | 0 - 10 Off Up to 10 characters in length and used to
Characters identify OFF state.

On State Name | 0 - 10 On Up to 10 characters in length and used to
Characters identify ON state.

Toggle State 0-10 Toggling | Up to 10 characters in length and used to

Name Characters identify TOGGLE state.

Toggle Period | 500 - 60000 1000 ms | Number of milliseconds within an input changing
milliseconds state 4 or more times is declared TOGGLING.

Duty Cycle 0-100 50% Percentage of time in ON state.
percent
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3.2.1.27 Diagnostic Logging Options

The Diagnostic Log has configurable parameters for logging message traffic. The following table
displays the parameters available.

Table 3-34 Diagnostic Logging Options

Parameter Range Default Description
Message Enabled | Disabled Logs messages addressed to and generated by
Processing or the Communications Manager unit. The ATCS
Logging (Layer 7) | Disabled packet header information is not shown; only the
application layer data of the message is shown.
For multi-part messages, the data is logged after
the re-assembly of all the received message parts
and before breaking up sent messages.
Routing Logging | Enabled | Disabled Logs messages handled by the internal ATCS
(Layer 3) or router. The router handles ATCS layer 3 packets
Disabled and all data including the ATCS layer 3 header is
shown in the log entries. The router determines
what to do with received messages and handles
path selection.
Serial Port 1 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 2 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 3 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 4 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Ethernet Port 1 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 2 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 3 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 4 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
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3.2.1.28 GPS Configuration Options

The following table displays the user configurable parameters and descriptions for the GPS receiver.

Table 3-35 GPS Configuration Options

Option Range Default Description

Sats For Time 1-4 4 The number of satellites that must be in view before
the Communication Manager will set its date/time
from the GPS receiver's date/time information.

Time Difference | 1-300 5 The number of seconds the GPS receiver's date/time
seconds | seconds | and the system's present date/time must differ before
the Communications Manager will set the date/time
from the GPS date/time.

NOTE

NOTE

The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

3.2.1.29 SNMP Traps

Communications Manager is equipped to send alarms generated by an application as SNMP
version 2 traps. The trap is generated by application program, (if it is an IP path). The ATCS
address, Site Name, Milepost, DOT, and Date/Time will automatically be filled in. The
application-assigned alarm number, Application-assigned alarm text, Application-defined SNMP
alarm number, and Application-defined SNMP severity level will be filled in from the application,
run by the CDL engine.
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The following table displays the user configurable SNMP Trap options.

Table 3-36  SNMP Trap Configurable Options

Destination Port

Option Range Default Description
Primary 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is primary.
Primary 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is primary.
Backup 1 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 1.
Backup 1 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is backup 1.
Backup 2 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 2.
Backup 2 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is backup 2.
Backup 3 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 3.
Backup 3 0 - 65535 162 The destination IP Port Number to send

SNMP Traps when the currently active
path is backup 3.

e Disabling SNMP Traps

SNMP Traps can be disabled by setting the Destination IP addresses to the default value

(0.0.0.0).

COM-00-08-13
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3.2.1.30

WSA/S2

Communications Manager is equipped to interface with Westrace Freight

The following table displays the user configurable parameters for Westrace Freight interface.

Table 3-37 WSA/S2 Parameters

Parameter Name Range Default Description

WSA/S2 Enabled Yes or No No Set to Yes to enable the WSA/S2
protocol functions.

WSA/S2 UDP Port 0..65535 3800 The UDP port number used to send
and receive WSA/S2 messages.

WSA/S2 Destination IP | <IPv4 192.168.1.1 | The IP address of the Westrace

Address> Freight unit.

Session ID 1..255 1 An identifier associated with the
session. Must match the ID provided
in WTFR.

Address ID 1..62 1 The WSA/S2 address of the WTFR.

Loss of Comms Timeout | 100..30000 5000 (ms) If no WSA/S2 messages are

(ms) in 100 ms received within this timeout, the
increments Comms Manager will declare the
session as “failed”.

Transmit Rate 100..30000 1000 (ms) | The rate at which the Comms

(ms) in 100 ms Manager will transmit WSA/S2
increments control messages to the destination
system.

Input Offset 0..28 0 Offset, in bytes, into the input logic
states (“I” bits) of the ladder logic
bitmap to copy the received WSA/S2
logic states.

Input Size 4,6,8,12,16, |4 The size, in bytes, of data to copy

or 32 from the received WSA/S2 logic
states. Selected from drop down
menu.

Output Offset 0..28 0 Offset, in bytes, into the output logic
states (“O” bits) of the ladder logic
bitmap to copy the sent WSA/S2
logic states.

Output Size 4,6,8,12,16, |4 The size, in bytes, to copy the sent

or 32 WSA/S2 logic states. Selected from
drop down menu.
3-34
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)

Version No.: A.4




WEB USER INTERFACE (WebUI)

SECTION 4
WEB USER INTERFACE (WebUI)

4.0 WEB USER INTERFACE (WEBUI)

4.1 GENERAL

The Communications Manager comes with a Web Interface which enables users to configure
the system as well as monitor system status using any web browser. Access can be via a
network or locally using the Ethernet port on the front panel. Access is protected by a username
and password.

4.2 USER COMPUTER SETUP

Setting up a computer to connect with the Communications Manager follows standard
fundamental LAN protocol. The User Ethernet Port defaults as a DHCP Server. Setting the
computer as a DHCP client will enable the Communications Manager to assign the computer an
IP address. The user can also manually set up the computer's TCP/IP properties (e.g. IP
address 192.168.1.105, subnet as 255.255.255.0) to connect with the Communications
Manager as shown in the figure below. The example shown is for Windows XP and varies
between Windows versions (Vista, Windows 7). This procedure is NOT necessary unless the
intent is to set up the computer's Ethernet port to something other than a default configuration.

-4 Local Area Connection Properties

General | Advanced I

2lx

Internet Protocol (TCP/IP) Properties |
Connect using: General | Alternate Configuration |
Internet Protocol (TCP/IP) Propetties 2ix|

| B8 Broadcom Netitreme 57xx Gigabit C Configure. . |

You can get [P settings assigned autamatically if your netwark, supparts

this capability. Otherwise, you nesd to ask your network administrator for General |

This connection uses the following items:

E File: and Printer Sharing for Microsoft Metworks ;I

the appropiiate IP settings

€% Obtain an IP address automatically
" Use the following IP address:

‘You can get IP settings assigned automatically if your netwark supports
this capabilty. Dtherwise, pou need to ask your netwark administratar for
the appropriate [P settings,

P addiess I " Dbtain an IP addess automatically
1 Use the following IP addiess:
Subnet mask:
Instal... | Urirstall I Properties I IF address: 152 16& . 1 108
Default gatevsy: . .
r~ Description Subnet mask: 255 .255.285 . O

Transmission Control Protocol/Intemet Pratocal. The default
wide area network pratocol that provides communication
across diverse interconnected networks.

" Obtain DNS server address automatically

192 . 168 . 1 1

Default gateway:

—(% Use the following DMS server addresses:

Prefemed NS server l— 1 Obtain DNG server addisss automaticaly
™ Show icon in notification area when connected —% Usa the following DNS server addresses:—————————————————
. " Al 5 Altemate DNS sarver: . .
[v Motify me when this connection has limited or no connectivi Preferred DMS server: i i
Alternate DNS server

Advanced |
Cancel

Cancel

0K |
Advanced.

Cancel I

Figure 4-1 User Computer Setup
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4.3 STARTING THE WEB USER INTERFACE (WEBUI)

To access the Communications Manager, enter "https://" and the unit's IP Address in the
browser address window as shown in Figure 4-2. It is necessary to preface the IP address with
"https://". The front panel Ethernet port's default address is 192.168.1.100.

"File Edit View History Bookmarks Tools Help [N

« T Tome—

Figure 4-2 Communications Manager Web User Interface Start Up

4.3.1 Web Login

The WebUI's opening page will appear as shown below. Click on either Login highlighted to
bring up the login screen.

Click to Login

Figure 4-3 WebUI Opening Screen
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The WebUI's Login Page will appear. Enter the appropriate Username and Password, and
then click on the Login button

LI amiia G
= W L

o bave reached Tw Saleran Gysiems Comems Manager web based rser interface. Through this easy o uee web oo, you can condguee, conirol, and oimerse e ornce by chriong
e appropiaie bk a0d bulions thioughasd the vyilen

= Yeid iy ankec! & ByEleem ared o he et Bbave. Bnd Tan choote & mom A seletbon o the Mot thal aspean 12 T el B you feed holp, poo may Felam o B page by
chching on P Home” ink above and sslecting e “WieblLt Troubleshoot™ ink from the el

PiaEsn Loghn i bign Liing the Camm Mansger WabLll
Webt1 - togn X

Username admin

Password Z-I--um-um-l

togn | cancel |

Figure 4-4 WebUI Login Page

The login confirmation can be viewed in two locations. A pop up window will appear briefly to
verify the User Name and Password was accepted. Login status is also continuously displayed
in the upper right corner and includes Logout interactive text to conclude the session.

£ #%a HBHLIE

3 | A4 4 BB B
Yeu have reached he Saleiran Sysiems Comms. kianager web bassd usar mlevlacs  Theoug® the easy ID use web ool, yiss can configure, ool sed cbaane i deveee by cheiong
e approprialn lnks and bufiom Broughoul Be §yshem
Yiou Mty Melect & WySOET Arad Fromm Hhe Mend above. BN hen Shoose & Mone apecile ssiezton from ihe menu Tl sppean i he s el B, 0 Ml Pt B0 TS Dage By
chehing on B Home'" sk sbavn and telsching T "Wkl Troublsahost™ ink om S ek

Logged imto Comms Manager as admin, logout Comms Manager WebUl
Wekome admin, you are now logoesd in

Figure 4-5 WebUI Login Confirmation
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4.3.2 Web Ul Welcome Page

The WebUl's Welcome Page will appear, as displayed in Figure 4-6. To the left of the page is the Web
Ul Navigation Menu. Each menu item has a list of sub-menu items. The Site Information is listed on the
top of the page for easy reference. Login status is listed on the upper right corner of the page.

Site Name: Safetran Systems | ATCS Address: 7.620.100.100.03
Milepost 1234 | DOT Number 1234564 Logged into Comms Manager as admin, logout I

irterned Bxgphorer Crashes

W indemed Expiorer crashes whess ihe login bulon i prested 'you may need 10 apply & Wendows upaaie ioes Mcmsos

For more nloregion 3000t hs update please wad e Il | reouess iRma Sooes

HOME

P TROUBLESHOOT

Figure 4-6 WebUI Welcome Page
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4.3.3 WebUI Troubleshooting

In the unlikely event of an Internet Explorer failure, an application download is available via the
Internet. Click on the Troubleshoot interactive text to bring up the Troubleshooting page as shown in

Figure 4-7.

—

2 | SAFETRAN o

For o nkormation about tha updale please

H Intemet Exploner Crashes
W indermal Exploner craahes whin e logm bulion 4 or

HOME
P WELCOME

d po may need 10 apply & Windowt update from Mecroaoh

VRS ariema 3ot

[ T —

Download Center

LY Prusiaty ]
== Windaonws Scrgt

BEHE®

Figure 4-7 Troubleshooting Page
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4.3.4 Non-Vital Configuration
The WebUI is one method to configure the Communications Manager. The WebUI navigation
menu shows a list of configuration sub-menus as shown in Figure 4-8.

N« NLYRE S WO WTEAL CONNG
This i the Moe-vitsl Configuration page. Fro  Wanages giner confguraton opons
P RHAL D IHPUT
Chrapcmes whath oplong po ekl B o oo rapi] hedp yoas TUry mEbE in the home page by Chokong on the Tagme” ik ahees and selecing the
Wbl Teeajbiesbant” s o= fras ol ¥ KICS MOUTER

P DL L0 WTEREO EITY
b DCCODE LUNE

P AGHOSHC L0

b DGATRL BPUT

b EFHESIET

P EVENT LG

b Oes

b EODULE S

b RELAY OUTFUT

b SEREAL POMT

b MITE #iFO

LI "L

b OWEASSD

¥ CHUANCHE P S SO

Figure 4-8 Non-Vital Configuration Menu

4341 Analog Input

Click on the Analog Input, from the list of configuration sub-menus to bring up the Analog Input
Configuration Page.

IO WTTAL Do

it & mOUTEN

¥ GO, L VRO Ty
¥ D0 OO LSl
 imasmcnte L
e,

o

* Evand uoa

i ey

¥ O L

¥ iy CeTret

B g T
LA L L)

L

b wma

P OWRAES

B CHANTE W, B D

Figure 4-9 Configuration Menu — Analog Input
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The Analog Input Configuration Page has a tab for each of the four analog inputs. Click on the
desired input tab to bring up the configuration dialog box.

AlCre  MlTwo | AlThes  AlFor

R keh Dt
Al Ore AlTwo  AlThree | Al Four

e ¢ Sefreh pDelndt

AlOne | AlTwo  AlThree || AlFour

= et TyRefesh o Default

Figure 4-10 Analog Input Configuration Page

Click on the Refresh button to re-populate the dialog boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

= 1l “ZRefresh i Default

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

ESEVEI iijismrd] . 5
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The figure and chart below details the Parameters, Range, and Default settings as well as a

description for the four Analog Inputs.

PP

>

» Home » Non Vital Config » Analog Input
Al One (*) Al Two Al Three Al Four
E*‘a e pl Discard f- "-'_1 o Default
Name Resolution:
. -

elclc

Figure 4-11 Analog Input Parameters

Table 4-1 Analog Input Parameters and Descriptions

Parameter | Range Default Description
a | Name 0 to 10 characters BATT X Up to 10 characters long and used to
(where X is describe the input in event reports.
the input
number)

b | Resolution 0.1V to 36.0V 0.5V Specifies the change in voltage required
before an event will be logged into the
event log. The voltage is calculated as
the average of the number "Samples to
Average".

c | Sample 100 — 60000 milliseconds | 100 ms Specifies the number of consecutive

Period samples to average together to
determine the voltage present on the
input. A list of the last "Samples to
Average" samples is kept as the voltage
readings are taken. At each sample
period, the list of voltage readings is
averaged together to determine the
voltage value.

d | Average 1 - 64 samples 10 Specifies the number of voltage

Count samples to average together to
calculate the input voltage.

e | Re-read 100 — 60000 milliseconds | 500 ms Specifies the time between voltage

Period samples.

f | Re-read 0.0V (off) to 36.0V 0.2V The voltage difference required to log

Resolution another event after the re-read
comparison is performed.
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4.3.4.2 ATCS Router

Click on ATCS ROUTER, from the list of configuration sub-menus to bring up the ATCS Router
Configuration Page.

Figure 4-12 ATCS Router Sub-Menu

The Communications Manager will learn ATCS routes from received messages, or in some
instances routes configured with external devices. The Route Timeout parameter establishes
the amount of time that an ATCS address has not been heard from before Communications
Manager removes the address from the route table. The route will be re-established when
contact with the address returns. The timeout can be set for up to 48 hours. Communications
Manager's routing table can be viewed from the Status Menu selection Route Table.

\‘ » Home » Non Vital Config » ATCS Router

u il Discarc %Reﬁed‘l o Default

Route Timeout (s):

300

Figure 4-13 ATCS Router Configuration Page
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Table 4-2 ATCS Router Configuration Parameters

Option Range Default Description
Route Timeout | 0 - 172800 seconds (up | 300 If messages are not heard
to 48 hours). A value of | seconds from an ATCS address for this
0 means the routes time period, the address is
never expire. removed from the route table
4.3.4.3 CDL Log Verbosity Level

The CDL Log Level can be configured in one of five levels:
e BASIC (level 1) - Operation and access information.
e ERROR (level 2) — Critical problems that may need immediate attention.
e WARNING (level 3) — Possible issues that may or may not need correction.
e INFO (level 4) — Helpful information about present operation.
e DEBUG (level 5) — For Siemens personnel.

The verbosity level of logging may be chosen such that any entry that has the same level or
lower will be added to the log. Higher leveled entries will not be added to the log. The default
verbosity level is Basic. The system log stores at least 1,000 entries.

Verbosity:

Infol by
\ Basic

Error

Warning

Info

Debug

Figure 4-14 Configuration Menu — CDL Log Verbosity
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4344 DC Code Line

The Communications manager supports a single code unit running a DC Code Line protocol.
The Communications Manager currently supports the K2 code line protocol and will support H
code and J Code in future releases.

The Communications Manager can operate in two modes; Protocol Conversion and Non-vital
Logic Controller.

e Protocol Conversion Mode

When the Communications Manager is acting as a protocol converter, it receives K2 indication
data on the Code In input (analog input 4 is disabled) and converts the indication data into an
ATCS indication message and delivers that message to the office system. The
Communications Manager creates an ATCS address for the unit when converting the data.
When the Communications Manager receives an ATCS control destined for the created
address, the Communications Manager will convert it from ATCS format into K2 format and step
out the control on the Communications Manager’s Code Out output 1.

When the Communications Manager receives an ATCS recall, it will NOT send a K2 recheck
frame but will instead briefly toggle the RLY1 output. RLY1 must be wired into the K2 code unit
to trigger it to send an indication. The recheck method prevents the Communications Manager
from delivering stale control data in a K2 recheck frame. The user may set the duration RLY1 is
on to trigger the indication.

Because an ATCS office system expects an indication message from a location once per
minute, the Communications Manager will resend the last received indication from the K2 code
unit once per minute. That will prevent the office from going into code fail. However, the
Communications Manager can periodically recheck the K2 code unit to ensure it is still
operating. If the Communications Manager does not receive any indications (response from a
recheck or otherwise) for the configurable Recheck Period plus 5 minutes, it will stop sending
the periodic indications to the office. The office will time out the location and report code fail. If
Periodic Rechecks are not enabled, the Communications Manager will always send the once
per minute indication from its last received data.

In this mode of operation the Communications Manager and the K2 code unit are each
independently addressable by the office system.
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. Non-Vital Logic Controller Mode

When the Communications Manager is in this mode of operation, it does not directly send the
K2 indication to the office system or deliver an ATCS control to the code unit. Instead, it copies
the indication data received from the K2 code unit into the “| bits” of the ladder logic bit map.
That allows the ladder logic program to operate on the data to create the indication sent to the
office. The Communications Manager will also copy data from the “O bits” of the ladder logic bit
map into the control stepped out to the K2 code unit. That allows the ladder logic program to
operate on the ATCS control data before delivering it to the K2 code unit.  This mode of
operation allows the ladder logic program to perform local or remote control of the location using
a ULCP, for example, and is similar to a CM/GEO combination.

In this mode, the Communications Manager will still perform a periodic recheck of the K2 code
unit, if configured to do so. Executive bit EO005 will be set if the Communications Manager has
received responses to the periodic rechecks and will be clear if the Communications Manager
has not received a response from the K2 code unit. The Communications Manager will clear
the EO005 bit if has not received an indication from the code unit for the configured Recheck
Period plus 5 minutes. The ladder logic can choose to stop indications (using the Indicate
Enabled executive bit) or set a bit in the indication messages sent to the office, if the code unit is
offline.
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e DC Code Line Settings

The DC Code Line screen has three modes, None, K2, and H. H is not functional at this time
and will be available along with Mode J in a future release.

B ERREE
FOWEAED
¥ CHANGE PRSSWORD

Figure 4-15 DC Code Line Modes

Selecting None on the DC Code Line Mode menu will disable DC Code Line.

SO ————— I

\ ' General 'i Stations | I
:L;J Save gl Discard %S Refresh % Default

D¢ Code Line Mode:
_Nl:lne ‘f’
I Tracing Enabled

Figure 4-16 DC Code Line Disabled
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The K2 DC Code Line Mode screen will display the user programmable parameters as shown in
Figure 4-17.

General (*] | Suanoes (%)
EHsave o tmewd Feovire g Detaut
DT Code Ling Hode
o w
+ Tracing Enabled
R Condibon Max (ms): RX Condition Min (ms):
[ Lo 250
X Long Puls Max (mal:  RX Long Puse Min (me)
400 il

R Short Pulie Max (mele R0 SRt Pulse Wn (Ml

0 Ll

oL Cdeout M () ROl Chedrot s (e Tx Clawout Length {ma)
1500 &0 1008

R et Max (s RX St Min (mrel T Rast Length (ms):
] 1] 5

TH Conditaen Length (mé]: TX Long Pubs Length (mel: T Shor Pube Langth ()

IS0 350 1260

Figure 4-17 DC Code Line Mode K2 General Parameters

Click on the Stations tab to display the Station parameters as shown in Figure 4-18.

Figure 4-18 DC Code Line Mode K2 Stations Parameters
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The following are the user configurable settings for the DC Code Line functions:

Table 4-3 DC Code Line Settings

Setting Range Description
DC Code Line Mode | NONE or K2 Sets the DC code line mode and protocol. If
(H and J will be set to NONE, no DC code unit is supported and

available in the future)

analog input 4 and relay output 2 operate as
normal. If setto K2, the CM will attempt to
communicate with a K2 code unit relay output 2
will be disabled and instead will operate as 2
DC code outputs. Analog input 4 will be
disabled and will operate as the DC code input.

Tracing Enabled Yes or No If enabled, the CM will log the timing of each
change of the DC code input into the diagnostic
log. This can be used to find the proper range
of times for the K2 settings.

K2 Specific Settings

RX Condition 10 - 5000 | The range of time the CM will accept for the

Min/Max (ms) milliseconds conditioning period of a K2 indication. If it is not
within the expected range, the CM will discard
the received data.

RX Long Pulse 10 - 5000 | The range of time the CM will accept for a Long

Min/Max (ms) milliseconds Pulse.

RX Short Pulse 10 - 5000 | The range of time the CM will accept for a Short

Min/Max (ms) milliseconds Pulse.

RX Clearout 10 - 5000 | The range of time the CM will accept for the

Min/Max (ms) milliseconds clearout period.

RX Rest Min/Max 10 - 5000 | The CM doesn't currently use these settings

(ms) milliseconds and will immediately be able to receive another
indication after the completion of the first.
These are reserved for potential future use.

TX Condition Length | 10 - 5000 | The length of time the CM will hold the

(ms) milliseconds conditioning period.

TX Long Pulse 10 - 5000 | The length of time the CM will send a Long

Length (ms) milliseconds Pulse.

TX Short Pulse 10 - 5000 | The length of time the CM will send a short

Length (ms) milliseconds pulse.

TX Clearout Length | 10 - 5000 | The length of time the CM will send the clearout

(ms) milliseconds period.

TX Rest Length (ms) | 10 - 5000 | The length of time the CM will rest before

milliseconds sending another control.
Station Settings

ATCS Group 0-999 If set to 0, the CM will operation in “Non-vital

Number logic controller mode”. If set to a non-zero
value, the CM will operate in “Protocol
Conversion” mode and the created ATCS
address for the code unit will use the CM'’s site
ATCS address with the group number replaced
by this value.
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O Map Offset (bytes)

0-31

Only applicable if the ATCS group number is
set to 0. This is the offset in bytes into the O
map in the ladder logic bits. The CM will copy
these bits into the control sent to the code unit.
The number of bits is determined by the CTL
Data Length setting.

| Map Offset (bytes)

Only applicable if the ATCS group number is
set to 0. This is the offset in bytes into the |
map in the ladder logic bits. The CM will copy
the bits received from the code unit into the
map at this offset. The number of bits copied is
determined by the IND Data Length setting.

CTL Addr 0—-2147483647 The control address for the code unit, in
decimal.

CTL Addr Length 0-32 The length of the CTL Addr in bits.

(bits)

CTL Data Length 0-32 The length of the control data stepped out to

(bits)

the code unit (and number of bits to copy from
ladder logic bitmap, if enabled).

IND Addr

The indication address for the code unit, in
decimal.

IND Addr Length 0-32 The length of the IND Addr in bits.

(bits)

IND Data Length 0-32 The length of the indication data expected to

(bits) receive from the code unit (and number of bits
to copy into ladder logic bitmap, if enabled).

Recheck Relay On 100 — 10000 The number of milliseconds the CM will turn

Time (ms) milliseconds RLY1 on to trigger the code unit to step out an
indication.

Periodic Recheck Yes or No If enabled, the CM will periodically toggle RLY1

Enabled

to trigger the code unit to step out an indication.
The period is determined by the Recheck
Period setting.

Recheck Period

(minutes)

10 — 65535 minutes

If Periodic Recheck Enabled is yes, the CM will
perform the recheck on this interval.
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4.3.4.5 Diagnostic Log Configuration

e save Gl Discard &% g Defauit
Server IP: Verbosity:
0.0.0.0 Info

» Home = Hon Vital Config » Diagnostic Log /

FMessage Processng Loggng M Routing Logging

P seral Port 1 T/RX Logaing ¥ Seral Part 2 THYRX Logang

Seral Port 3 TW/RX Logping ™ Seral Port 4 TX)/RX Logging

M Ethamaet Port 1 TH/RX Logging P Ethernet Port 2 TH/RX Logging

FE"-:._-:--._-: Part 3 TH/RX Loegging FE'-:._-::-._-: Part & TH/RX Logang

1 Server IP:

When one or more Communication Managers are operating on a network, each
Communications Manager can be configured to forward all diagnostic events over the
network to a remote “Consolidated Logger” and continue to log events locally. The Logger
will maintain all of the events for every reporting Communications Manager.

Enter the IP Address of the remote Logger in the Server IP box. If"0", logging is handled
locally only.

2 | Verbosity:

BASIC (Level 1) - Operation and access information

ERROR (Level 2) — Critical problems that may need immediate attention
WARNING (Level 3) — Possible issues that may or may not need correction
INFO (Level 4) — Helpful information about present operation (Default)
DEBUG (Level 5) —If set to Debug, every event will be logged

The verbosity level of logging may be chosen such that any entry that has the same level
or lower will be added to the log. Higher leveled entries will not be added to the log. The
default verbosity level is Info. The system log stores at least 7,500 entries.

3 | Logging Options:
Checking the box next to each item will enable logging for that function. Only functions
selected will be included in the log.

Figure 4-19 Configuration Menu — Diagnostic Log
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4.3.4.6 Digital Input Configuration

Click on the Digital Input sub-menu to bring up the Digital Input Configuration page.

B e e Nl e i
[reE——
e

S | # 8 x aE N

e el ll

L ]

Figure 4-20 Configuration Menu — Digital Input

Each of the eight digital inputs can be configured with a Discrete or GFT algorithm as shown in
the figure below. An input configured with the "Discrete" algorithm logs the state of the 1/0
connected to that input as either OFF, ON, or TOGGLING. An input configured with the "GFT"
algorithm should be connected to an Siemens Ground Fault Tester. GFT inputs log the fault/no
fault state of each of the GFT's connected batteries as well as other status information related to

the GFT.

1-'-'-----“ e
Discrete o
Discrate

| GFT

= Home = Non vt Config = Degial tnpu

Cioee | OiTeo | DiTher Oifer  Difer 000
= o | Teacked el

) tiwme Algrtfar
e— BT 1 Dacrats -
On Debaunce; o Dabounce
O TRalm 10

Of Seven DB

» Home » Non Vital Conhg = Dwal mput

Ao ©Broes | DiTwo | OiThes || BFes | IR | DISx | BISewen | DUEGM
-{-:] it Sorwtesh pOeinit
Mo

BPUT 1 GFT b

Abgorithm:

Battery 2 Hame:
HBAT 2

Batteny 1 Hama:
BAT 1

Figure 4-21 Digital Input Configuration Page
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Click on the Refresh button to re-populate the dialog boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

“;Refresh J

g Default I

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

BSaue‘ il Discard]

The figure and chart below details the parameters for each Digital I/O port and their default
settings for a Discrete Algorithm.

\ Vital Config » Digital Inp
DIl One | DI Two Of Thres O Four DI Five DI Six DI Seven DI Bght
oRefresh g Default
(@— ) O
Parameter Range Default
a | Name 0 to 10 characters INPUT X
(where X is the input number)

b | On De-bounce 0 to 60000 milliseconds 100
c | Algorithm Discrete or GFT Discrete
d | On State Name 0 to 10 characters ON
e | Off De-bounce 0 to 60000 milliseconds 100
f | Toggle State Name | 0 to 10 characters TOGGLING
g | Off State Name 0 to 10 characters OFF
h | Toggle Period 0 to 60000 milliseconds 1000 milliseconds

Figure 4-22 Digital I/O Parameters — Discrete Algorithm
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The figure and chart below details the parameters for each Digital 1/0O port and their default
settings for a GFT Algorithm.

» Home » Non Vital Config » Digital Input
DIOne | DITwo | DIThree | DIFour | DIFive | DISk || DISeven | DIEght
= (ocard EhRefrecsh “yDefault
Marne: Algorithm: d
@\’ INPUT 1 GFT — O
Battery 1 Name: Battery 2 Name: ®
@—" BAT 1 BAT 2 +—
Parameter Range Default
a | Name 0 to 10 characters INPUT X

(where X is the input number)

b | Battery 1 Name

0 to 10 characters

BAT 1

c | Battery 2 Name 0 to 10 characters BAT 2

d | Algorithm Discrete or GFT Discrete
Figure 4-23 Digital /0O Parameters — GFT Algorithm

4.34.7 Ethernet Ports

Ethernet Ports include the Laptop Port located on the front panel's Local User Interface section and
four Ethernet ports located on the bottom of the unit. Click on Ethernet sub-menu on the Non Vital
Config menu.
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Figure 4-24 Ethernet Ports Configuration Menu

4-20
COM-00-08-13
Version No.: A.4

NOVEMBER 2009 (Revised AUGUST 2021)



WEB USER INTERFACE (WebUI)

e Laptop Ethernet Port

The Laptop Ethernet Port has the following user configuration parameters.

Parameter Range Default Description
a | DHCP Configuration | Server Enabled Server Enabled Set DHCP as a Server,
Client Enabled Client, or Disables DHCP
DCHP Disabled
b | Laptop IP 0.0.0.0 - 192.168.1.100 Sets address for IP,
Laptop Gateway 255.255.255.255 | 192.168.1.1 Gateway, and Network
Laptop Network 255.255.255.0 Mask
Mask

Figure 4-25 Ethernet Ports — Laptop Port

NOTE

The internal DHCP server always assigns the IP address to the
attached client. Therefore, it is not recommended to change the IP
address, gateway, and network mask of the laptop Ethernet port from
the defaults if the DHCP server is enabled.
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. Ethernet Port1 -4

The four Ethernet Ports can be configured as None (no path type or protocol) or as an ATCS/IP

Protocol and either an Office Primary, Office Backup 1, Office Backup 2, or an Office
Backup 3.

Ligtts | PortOrs | Port Twa [®) | PotThies | FortFor  DAE

Esave G omcard &% g0t

Lpteg  PriOre | PortTwe(*) | FoiThes | PotFos - 068

|-'-1-:...T Womed 54 e
[ T g

Figure 4-26 Ethernet Port 1 — 4 Path and Protocol Selection

NOTE

If a protocol parameter is selected, then a path type parameter must
also be selected and vice-versa. Selecting the ATCS/IP Protocol will
require also selecting one of the Office path types or the unit will
revert to no path type and no protocol (Protocol: None and Path
Type: None) when saved. If an Office path type is selected and
Protocol is set to None, the unit will default the Protocol to ATCS/IP.
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o Ethernet Port 1 — 4 ATCS/IP Office Configuration

The following diagram and chart displays and describes the user configuration options for the

ATCS/IP Protocol.
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Table 4-4 Ethernet Port 1 —4 ATCS/IP Configuration Parameters

Option

Range

Default

Description

Path Recovery
Time

0 - 3600 seconds

300 seconds

The amount of time a path must
successfully deliver messages with no
losses before the path can be considered
"Operational” again.

Path Test Period

0 - 7 Days

60 seconds

The time between attempts to send a test
packet on a path in the "Failed", "In
Recovery", or "Operational State", If the
"Path Test Period" is set to zero the path
will not be tested.

Path Fail Count

The minimum number of test packets that
do not receive a response, causing a path
to change from "In Recovery" to "Failed"
state.

RSSI Value

61 - Office Primary
51 - Office Backup
1
41 - Office Backup
2
31 - Office Backup
3

Defines the RSSI value the office protocol
will attach to the end of all ATCS RF_INFO
packets transmitted on an office path. If the
user sets the value to 0, the
Communications Manager will not attach
an RSSI value.

Operational Traffic
Only

Yes = Checked
box
No = Empty box

No

If checked, the Communications Manager
sends only controls and indication on the
path. All other messages are discarded.

Circuit ID

0.0.0 (disabled)

0.0.0 (disabled)

Used by OCG to uniquely identify this path

Routing Region
One

0.0.0.0 -

255.255.255.255
or symbolic name
(e.g. google.com)

0.0.0.0 (disabled)

The Destination IP Address to send route
requests to.

Routing Region
Two

0.0.0.0 -

255.255.255.255
or symbolic name
(e.g. google.com)

0.0.0.0 (disabled)

The Destination IP Address to send route
requests to should the first routing region
not solicit a response.

OCG Port

0 - 65535

5361

The UDP port number to use for route
requests

Path Value

0-255

72

A byte included in the layer 2 message
header that indicates the type of path. This
value is used by the OCG to manage
connections.

Route Search Time

0 - 65535
seconds

15 seconds

If no office route update message has
been received the amount of time to keep
requesting a route update message until
one is received. This will only occur for the
number of tries configured before it gives
up and discards the message.

Route Search Tries

0-255

The maximum number of tries for sending
a route request message without receiving
a route update message before discarding
the message. A value of 0 will cause
Communications Manager to not retry
route requests.

Route Refresh
Time

0 - 65535
minutes

5 minutes

The amount of time between re-requesting
the route update message in order to
refresh the existing route table. A value of
0 means the route is not refreshed.

COM-00-08-13
Version No.: A.4

4-24

NOVEMBER 2009 (Revised AUGUST 2021)




WEB USER INTERFACE (WebUI)

e DNS Configuration

The Ethernet ports support use of up to three DNS Servers. The figure below displays the DNS
configuration screen.

B L e vt fesimans ik e
e e

————

O - [ P 4w oB B
= BAFETRAM —— I

Laptop Port One Port Two Port Three Port Four DS

& (5 D “Refresh iDefault

MNameServer 3:
192.168.2.1 192.16%. 3.1 192.168.4.1

MameServer 1: MameXgrs

Port Three || PortFour | DNS (*)

=|Save (JjDiscard ¢ fault

lameSenver NameServer 3:

192.168.2 192.168.5.1]

Save Discard Refresh Default (*) Indicates
change is
pending

Refresh - Refreshes screen
Save - Saves changes entered in dialog boxes
Discard - Discards changes made in dialog boxes
Default - Restores default settings
Figure 4-28 DNS Server Configuration
Table 4-5 DNS Configuration Parameters
Parameter Range Default Description
Nameserver 1 0.0.0.0 - 192.168.2.1 IP address of DNS server
255.255.255.255
Nameserver 2 0.0.0.0 - 192.168.3.1 IP address of DNS server
255.255.255.255
Nameserver 3 0.0.0.0 - 192.168.4.1 IP address of DNS server
255.255.255.255
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4.3.4.8 Event Log Configuration

To configure the Event Log parameters click on the Event Log sub-menu on the Non Vital
Config menu.
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Figure 4-29 Configuration Menu — Event Log

The Event Log configuration has one parameter, Server IP.

Server IP: When one or more Communication Managers are operating on a network,
each Communications Manager can be configured to forward all events over the network
to a “Consolidated Logger” while continuing to log locally. The Logger will maintain all of
the events for every reporting Communications Manager. The Consolidated Logger can
be another Communications Manager.

Enter the IP Address of the Consolidated Logger in the Server IP box.

Server IP: Valid IP Address (Default is 0.0.0.0) If O logging is performed locally only.

o save O Discard G Refresh 3 Default
Server IP:
0.0.0.0

Figure 4-30 Event Log Configuration Page
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4.3.4.9 GPS
Click on the GPS sub-menu to bring up the GPS configuration window.

Figure 4-31 Configuration Menu — GPS

NOTE
NOTE . . . o
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

o DNS Configuration

The GPS Configuration screen and descriptions are listed below.

\ » Home » Non Vital Config » GPS

=y save ool 5 Refresh g Default

Sats for Time: Time Difference (s):
4 5
Option Range Default Description
Sats For Time 1-4 4 The number of satellites that must be in view

before the Communications Manager will set its
date/time from the GPS receiver's date/time
information.

Time Difference | 1 - 300 5 The number of seconds the GPS receiver's
seconds | seconds | date/time and the system's present date/time must
differ before the Communications Manager will set
the date/time from the GPS.

Figure 4-32 GPS Configuration
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4.3.4.10 Modules

To configure the Module parameters click on the Modules sub-menu on the Non Vital Config
menu.

Figure 4-33 Configuration Menu - Modules

e Module Configuration

The Modules Configuration window shows installed Echelon® modules. Expanding the module drop
down menu will display the parameters for each installed Echelon® module.

ERR it o -
I-. Temitt g Detad
i Wt w
=

. @ " -

& Echelon® Service Button

—

Expand or Collapse Window

Figure 4-34 Module Configuration
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e Module Editor

The following figures show the various module configurations supported by the Communication
Manager.

P save (3 Discard S Refresh g Default
Module Type: Madule Mame:
None ¥ |[None 1

Figure 4-35 No Module Installed

Save () Discard > Refresh g Default
pdule Type: Module Narme:
GEO v!|[ce0 2
TCS Address: Indication Offset;
7.620.100,100.03 o
ndication Size: Control Offset:
1 |o
ontrol Size:
1

Figure 4-36 GEO

Save () Discard =5 Refresh i Defaulk
Fodule Type: Module Mame: | BOms |
uLcP v lucP 3 s
fndication Holdoff: ont e 200ms
S0ms E o e
Fwitch Offset: Led Offset: 2
0 0

Figure 4-37 Universal Local Control Panel (ULCP)
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Save l,{j_'l Discard “» Refresh ‘g Default
Module Type: Module Mame:
| PANEL IO /| [PanEL 10 4
Input Size: Input Offset;
9 I |
Output Offset: Indication Holdoff; ;,f: =
o | S0ms v | e—]o
Control Delivery: S0
| S50ms x| =
i

Receive Mode: ETX List: Stream

DTMF Ordy ¥ FeFSF1FBO0 FE00000000 DTMF Onily
[rata Charreld: Vioice Charmel:

1 1
Tone Length {ms): - Torks Spek ek BELL 202 12008P5 ¥
2ol a0
Kery U Deday (esh: Key Down Delay (ms): BELL i 150805

200 | 250
Tx Fek Moda: Bx ‘

BELL 202 1200805 | BELL 202 1200BPS

Figure 4-39 VHF Communicator (VHFC)
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=] save i Discard

iy Default

N T

Map Offset Recehe Man Size

Figure 4-40 Remote CM/SEARIII

The following are the user configurable settings specific to the Remote CM/SEAR II:

Table 4-6 Remote CM/SEAR Il Configurable Parameters

Setting Range Description
ATCS Address Type 7 ATCS Address | The ATCS address of the remote unit.
Send Map SO1 (X bits) or SO2 (Y | The CM will copy the bits from this area of
bits) the bitmap into the messages it sends to the
remote unit.
Send Map  Offset| 0-31 The offset into the selected Send Map for the
(bytes) bits to send to the remote unit, in bytes, and

starting at O.

Send Map Size (bytes)

The number of bytes of ladder logic bits to
send in the message to the remote unit.

Receive Map

SI1 (A bits) or SI2 (B
bits)

The area of the ladder logic bit map the CM
will copy received bits from the remote unit
into.

Receive Map Offset|0-31 The offset into the selected Receive Map for
(bytes) the bits copied from messages received from
the remote unit.
Receive Map Size|0-32 The number of bytes of ladder logic bits
(bytes) copied from the message from the remote
unit.
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4.3.4.11 Relay Output

To configure the Relay Output click on the Relay Output sub-menu on the Non Vital Config
Menu.

Figure 4-41 Configuration Menu — Relay Output

The Relay Output page has tabs for the two relay output configurations.

» Home = Non Vital Config » Relay Output
Qutput One | Output Two

Ecave iliscard FyRefrash iy Default

MName: Duty Cycle:

RELAY 1 1]

Open State Name: Closed State Mame:

OFF ON

Tn:nggle State Name: Toggle Perod:
TOGGLING 1000

Figure 4-42 Relay Output Configuration Page

Click on the Refresh button to populate the relay output boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

=l Save i Discard Refresh o Default
St | %

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

Save| |JpiDiscard| |“sRefresh Default
[Esave |ciiscard| 2 o
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The figure and chart below details the parameters for each Relay I/O port and their default
settings.

Output One Output Two

“Refresh iDefault

MName: Duty Cycle: ( : )
=~ ‘___

RELAY 1 Ju

Open State Name: Closed State Name:
OFF ON ®

Toggle State Name: Toggle Per

TOGGLING 1000

[Fh

L

D
o
5

F
@

LT
|

Parameter Range Default

a | Name 0 to 10 characters RELAY X
(where X is the input number)
b | Duty Cycle 0 to 100 percent 50
c | Open State Name 0 to 10 characters OPEN
d | Closed State Name 0 to 10 characters CLOSED
e | Toggling State Name 0 to 10 characters TOGGLING
f | Toggle Period 0 to 60000 milliseconds 1000
Figure 4-43 Relay I/O Parameters
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43412 Serial Ports

The Serial Ports are configured by clicking on the Serial Port sub-menu on the Non Vital Config
Menu.
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Figure 4-44 Serial Port Menu

e Laptop Port

The first tab is the Laptop Port. The following screen and chart detail the user configurable
parameters.

Laptop Port Part D %) Pork T Pert Three Port Four

= B o | S Retresh g Dt

Biad Rate Fiywe Contnd

:f;:.:-.ll‘n: . ':'Ic:hll:"- . Farity:

8 |1 > | None g
Parameter Range Default
Baud Rate 1200, 9600, 57600, | 9600

or 115200
Flow Control None or Hardware None
Data Bits 7 o0r8 8
Parity None, even, or odd | None
Stop Bits lor2 1
Figure 4-45 Serial Laptop Port Parameters
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e Serial Ports 1-2 (Full-Feature) — Field Path Type

The following are configuration options for full-featured serial ports 1-2 when the Path Type
configuration parameter is selected as "Field". With Path Type set to "Field", this allows for nine
protocol configuration parameter selections.

Lasteg Poit rmouri‘ll PartTen | PartTies | PortFour
B Gl 5 abvisn Lgtp Pt | PortOme (") PotTes  PortTeee St Four
< o . £ .H:‘:A.G il Cmewrs & et
E i) o 2 L2 wd Liptes Port | PortOas [*) @ PortTen  FortTheee | Bamfour
i i . e jmmcars il gOrinit
Gen/ATCS Office Lo A420,140,100.01.41 e
Portt | PortDee(*)  PeiTes | PorTe Part Fous I i :
e SenEys (N ATCSHHDLC ADM
Rl Racs e Lipto Port | PotOme(™)  PotTes  PwtTres | PotFor
B | M i 1o : b 1_”3"“‘" i Decaed ll‘-‘_ . pleten = Lot | PortOng | Port Two[®) | PortThoos - Porfowr
- ! [Faie - .. - = .,.:“_ = = i - e meard G et
ATCSHDLC Ul
CN2000A
LptmpPort | PortOme (7} | PortTeo | PortThee | PortFor CN2000B
H"—I-' ot o el Laolep Fort | PortOme(®) PotTes | PortThvee  PoviFour
: = Hare Gt g4 poeini -
»: ‘hene 2 (mena P Eaed ROk a [F Port One {*) | Porf Tes Part Thies Port Four
e 2 . i d e teead 3% P
e — = ) i | Bl | &
i -
G5H 5 - P e =
Dumb Terminal X
Diagnostic Text -
BCMDiag
Figure 4-46 Serial Port 1-2 Field Path and Protocols
4-35
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)

Version No.: A.4



WEB USER INTERFACE (WebUI)

e Serial Ports 1-2 (Full-Feature) — Office Primary/Office Backup 1,2, or 3 Path Type

The following are configuration options for full-featured serial ports 1-2 when the Path Type
configuration parameter is selected as "Office Primary/Office Backup 1, 2, or 3". With Path
Type set to "Office Primary/Office Backup 1, 2, or 3", this allows for the following protocol
configuration parameter selections.

Gen/ATCS Field b : ;

Genisys Field

ATCS/HDLC POLL

Figure 4-47 Serial Port 1-2 Office Primary and Backup 1, 2, & 3 Paths and Protocols

4-36
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

e Serial Ports 3-4 (Partial-Feature) — Field Path Type

The following are configuration options for partial-featured serial ports 3-4 when the Path Type
configuration parameter is selected as "Field". With Path Type set to "Field", this allows for

seven protocol configuration parameter selections.

LicterPerl | PortOme(*]  PartTwn | BertThee | PortFor
Lagrog Part Port Onaer (*)  PortTeo Fort Threw Fortfour
[ = R gDt y
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a3 = | s - e Svssd 44 g lefai
Gen/ATC S Office
powo pat | Rtcem | pevtims (1], [ Wt | Pt s Genisys Office CN2000A
ez S acard & poriit .
Baud Rt o Laptog ot Port One (%) Fort Twe PotThee Porifor
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Figure 4-48 Serial Port 3-4 Field Path and Protocols
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. Serial Ports 3-4 (Partial-Feature) — Office Primary/Office Backup 1,2, or 3 Path Type

The following are configuration options for partial-featured serial ports 3-4 when the Path Type
configuration parameter is selected as "Office Primary/Office Backup 1, 2, or 3". With Path
Type set to "Office Primary/Office Backup 1, 2, or 3", this allows for two protocol configuration
parameter selections.

. ot O () ot Vo || Bt Tt | Pord o hr et Pert One [} | PotTes wriThooe || PertFo

e Hoors 04 Einit

Gen/ATCS Field Genisys Field

Figure 4-49 Serial Port 3-4 Office Primary and Backup 1, 2, & 3 Protocols
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e Site Info
Click on the Site Info selection in the Non Vital Config menu to bring up the Site Info
configuration page.
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Figure 4-50 Site Info Configuration Menu

The Site Info configuration window is shown in the figure below. The following table lists and
describes all of the available user options.

T L —————
- -«'-u_‘.‘-‘:;- -__ » Home » Hon Vital Config » Site Info ::;;“ d %_I
e - = save G Dncad G Refresh s Defait Extain

= y Site Name: Miapost: Cantral
Safetran Systems 123.4 Mauntain
0OT Humber: Time zone: Paciic
5 M 1234560 Paciic e |ﬁ Aaska
Sa ATCS Addrese: S#e CAD Address: ARk E
1 — - Arzona (Mo DST)
1.620.777.100.01 2.620.00.0000
- Hewfoundand
Indication Holdoff (s} Indication Refresh Perod (s): : S
= Auis Weshemn
o {60 Aus Central
Path Selection Mode: Path Selechon Mode: Aus Central (Ho DST)

Primary/Backup 8 i . Aus Eastern LS
Aus Eastern (Mo DST) 19
Redundant

Figure 4-51 Site Info Configuration
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Table 4-7 Site Info Configuration Options

Parameter Range Default Description

Site Name 1 - 20 Characters Safetran Communications Manager
Systems site name

Milepost 0 - 20 Characters 000.0

DOT Number: 1 - 7 Characters 000000A

Time zone: GMT, EASTERN
EASTERN,

CENTRAL,
MOUNTAIN,

PACIFIC,

ALASKA,

ATLANTIC,

ARIZONA (NO DST),
NEWFOUNDLAND,
AUS WESTERN,

AUS CENTRAL,

AUS CNTRL (NO DST),
AUS EASTERN,

AUS EASTERN (NO

DST)
Site ATCS 7.000.000.000.00 - 7,620.100.100.01 | Communications Manager
Address 7.999.999.999.99 ATCS address
CAD Address 2.000.00.0000 - 2.620.00.0000 Office Dispatch ATCS

2.999.99.9999 address
Path Selection Primary/Backup or Primary/Backup | Determines the method
Mode Redundant Communications Manager

will use to send messages
Indication 0 (no refresh) - 600 60 seconds Time interval for sending
Refresh Period seconds locally-generated indications
Indication 0 (no holdoff) - 10 0 seconds
Holdoff seconds
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4.3.4.13 SNMP Configuration

Select the SNMP sub-menu on the Non Vital Config menu to bring up the SNMP configuration
window.
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Figure 4-52 SNMP Configuration Menu

The SNMP configuration window is shown in the figure below. The following table lists and
describes the user options. The SNMP trap can be disabled by entering 0.0.0.0 as the IP
Address.

ELe— [’;ji Save (1 Discard %o Refresh ‘o Default
' '. Primary Destination IP: Primary Destination Port:

\ 10.232.48.155 162 '
Backup 1 Destination IP:  Backup 1 Destination Port:
:10.232.48.155 .151 !
Backup 2 Destination IP: Backup 2 Destination Port:
Backup 3 Destination IP:  Backup 3 Destination Port:

0

Figure 4-53 SNMP Configuration Options

4-41
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

Table 4-8 SNMP Configuration Parameters

Destination Port

Option Range Default Description
Primary 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the primary path.
Primary 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the primary path.
Backup 1 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 1 path.
Backup 1 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the backup 1 path.
Backup 2 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 2 path.
Backup 2 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the backup 2 path.
Backup 3 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 3 path.
Backup 3 0 - 65535 162 The destination IP Port Number to send

SNMP Traps when the currently active
path is the backup 3 path.

NOTE

COM-00-08-13
Version No.: A.4

NOTE

SNMP Traps can be disabled by setting the Destination IP addresses
to the default value (0.0.0.0).
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4.3.4.14 WAMS Configuration

Click on the WAMS sub-menu on the Non Vital Menu to bring up the WAMS Configuration

window.
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Figure 4-54 WAMS Configuration Menu

The WAMS Configuration window is shown in the figure below. The table describes the user

configurable parameters.

- RARETRAN

» HOmMe » Non vital !:ggn!’: g » Wams

| ) S Refresh ' Default

[FhwvaMs Messaging

WAMS Address:

2.620.01.9100

Alarm Retry Time (s5):

75

Figure 4-55 WAMS Configuration Window

Table 4-9 WAMS Configuration Parameters

Parameter Range

Default

Description

WAMS Address | 2.RRR.NN.DDDD

2.620.01.9100

When sending unsolicited messages to
WAMS, the Communications Manager
will send them to this destination ATCS
address.

0 - 65535
seconds

Alarm Retry
Time

75 seconds

When Communications Manager
sends an alarm to WAMS it will wait
the retry time for WAMS to
acknowledge. If WAMS does not
acknowledge within the retry time
Communications Manager will send
the alarm again.

COM-00-08-13
Version No.: A.4
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4.3.4.15 WSA/S2 Configuration

Click on the WSA/S2 sub-menu on the Non Vital Menu to bring up the Westrace Freight
configuration window.
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Figure 4-56 WSA/S2 (Westrace Freight) Configuration Menu

The WSA/S2 configuration window in shown in Figure 4-57. Table 4-10 details the WSA/S2
parameters and the setting limits.

Mis Posts  000.0 DOT Humber; 000000
» Home » Hon Yl Conlg » WIASS
= Dot Refesh i Defalt
Ehwnafs Enabled
WhASST Destination IP; VWEATSD UDP Port:
101633198 3800
Sesson B Addrass 1D
1 1
Loss Of Comms Timeout (ms): Trangmt Rate (ms) .u.
e L0
Input Oeffest: Ingiit S
0 12
Cutput Offset: Output SEs;
] 12
Figure 4-57 WSA/S2 Parameters
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Table 4-10 WSA/S2 Parameters

Parameter Name Range Default Description

WSA/S2 Enabled Yes or No No Set to Yes to enable the WSA/S2 protocol
functions.

WSA/S2 UDP Port 0..65535 3800 The UDP port number used to send and
receive WSA/S2 messages.

WSA/S2 Destination IP <IPv4 Address> | 192.168.1.1 | The IP address of the Westrace Freight
unit.

Session ID 1..255 1 An identifier associated with the
session. Must match the ID provided in
WTFR.

Address ID 1..62 1 The WSA/S2 address of the WTFR.

Loss of Comms Timeout 100..30000 (ms) | 5000 (ms) If no WSA/S2 messages are received

in 100 ms within this timeout, the Comms Manager
increments will declare the session as “failed”.

Transmit Rate 100..30000 (ms) | 1000 (ms) The rate at which the Comms Manager

in 100 ms will transmit WSA/S2 control messages
increments to the destination system.

Input Offset 0..28 0 Offset, in bytes, into the input logic
states (“I” bits) of the ladder logic bitmap
to copy the received WSA/S2 logic states.

Input Size 4,6,8,12, 16, 4 The size, in bytes, of data to copy from

or 32 the received WSA/S2 logic states.
Selected from drop down menu.

Output Offset 0..28 0 Offset, in bytes, into the output logic
states (“O” bits) of the ladder logic
bitmap to copy the sent WSA/S2 logic
states.

Output Size 4,6,8,12, 16, 4 The size, in bytes, to copy the sent

or 32 WSA/S2 logic states. Selected from drop
down menu.
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4.3.4.16 Change Password

A password may be set up in conjunction with a CDL application to limit access to system
parameters. A default password (772) is programmed into the Communications Manager. This
password is not used unless incorporated into a CDL program. To change the password, click
on CHANGE PASSWORD on the Non-Vital configuration menu.

b ETERNET

b EVENT LG
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Figure 4-58 Change Password Sub-menu

The Change Password screen will appear as shown in the figure below.

\ » HOME » NON Vial Conig » Ghangde Password
= B J Desca

Old Passward: Hew Password: Reenter Password:

Figure 4-59 Change Password Screen
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Using the procedure outlined in the figure below, a new password will be saved into the
Communications Manager.

ES&'\!’E ﬁl’.\scad

0Old Password:

Geakting Password configuration...

g configuation parsmetess was
il

® Enter Old Password {

Password

Saving configuration parameters was

@ Enter Mew Password succassful
® Reenter New Password
@ Click onthe Save lcon

® Communications Manager retrieves the password information

® Communications Manager verifies the new password has been saved

Figure 4-60 Change Password Procedure
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4.3.5 Logs

The WebUI Logs Menu provides sub menus to the Diagnostic Log, Event Log, and CDL Log.

Thes i e LOGS Barde Frowm s, B (ou Com vl o COMaT Wanager vosd iog Nes
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Figure 4-61 Logs Menu

4.35.1 Diagnostic Log

Click on the Diagnostic Log sub-menu to bring up the Diagnostic Log page.
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Figure 4-62 Diagnostic Log Menu
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e Diagnostic Log — Basic View

The Diagnostic Log defaults to the Basic View (Figure 4-63).

Figure 4-63 Diagnostic Log — Basic View

Buttons provided at the top of the log display allow the user to view the first events in the log,
the last events in the log and to progress through the log one screen-full at a time using Next
and Previous buttons. A button is also provided to download the entire log contents to a PC.

@, p/@).@}@p

Basic w | (H)First (44)Previous (k) MNext (M)Last Download All Events
Selection Description
a | Search Level Basic, Advanced, Trace Events
b | First Events at the beginning of the log are displayed.
c | Previous Selects the previous group of events.
d | Next Selects the next group of events.
e | Last Events at the end of the log are displayed.
f | Download All Events Downloads all events to text file.
Figure 4-64 Diagnostic Log Basic View Navigation Buttons
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e Diagnostic Log — Advanced View

The Advanced view provides the same navigation buttons as the Basic view (Figure 4-65).
However, below these buttons are additional buttons for data entry fields that allow the log to be
searched within date and time parameters.

Figure 4-65 Diagnostic Log — Advanced View

In the Advanced Mode, dates can be entered either directly in the date fields or the calendar
icon at the right end of the date field can be selected to display a calendar. The time fields are
similar except that a drop down list provides a list of times or the time can be entered directly in
the field.

Diagnostic Log

Advanced v | 4)First| | «Previous| | (»Next| | m)Last|
o1/o01/08 |\(3| | 00:00:00 »| | [11/28/08 |3 [14:15:00 hed
= ST i) | -  [:e = -
=TT 1 S— TSR 2H i e —
Bow § o D D T T g '. J
|

Figure 4-66 Diagnostic Log Advanced View Navigation Buttons
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e Diagnostic Log — Trace Events View

The final selection from the view drop down list is Trace Events (Figure 4-67). Select this view
to see events as they are logged into the Diagnostic Log. This screen refreshes every 5
seconds so there is a short delay between the time the event occurs and it is displayed. As the
screen becomes full, the screen will scroll up to show new events.

o SAFETRAM

Figure 4-67 Diagnostic Log — Trace Events
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4352 Event Log

Click on the Event Log sub-menu to bring up the Event Log Page.

P DIACGHNODETIC LOG

¥ ool LOG

Figure 4-68 Event Log Menu

e Event Log — Basic View

The Event Log defaults to the Basic view.

Figure 4-69 Event Log Menu Basic View
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Buttons provided at the top of the log display allow the user to view the First events in the log,
the Last events in the log. The Next and Previous buttons navigate through events a screen
full at a time. A button is also provided to Download All Events in the log contents to a PC.

e PP PP S

Basic v First| | .44} Previous | | »)MNext| (W, Last Download All Events
Basic
Advanced :i ‘:: s f_ = o
Trace Events B 12:-36:51.5¢6 COMMGR Safetran Systems CPFU CEFG
Selection Description

a | Search Level Basic, Advanced, Trace Events

b | First Events at the beginning of the log are displayed.

c | Previous Selects the previous group of events.

d | Next Selects the next group of events.

e | Last Events at the end of the log are displayed.

f | Download All Events Downloads all events to text file.

Figure 4-70 Event Log Basic View Navigation Buttons
e Event Log — Advanced View

The Advanced view provides the same navigation buttons as the Basic view (Figure 4-71).
Below these buttons are additional buttons for entry fields that allow the log to be searched
within date and time parameters.

Figure 4-71 Event Log — Advanced View
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In the Advanced view, dates can be entered either directly in the date fields or the calendar
icon at the right end of the date field can be selected to display a calendar. The time fields are
similar except that a drop down list provides a list of times or the time can be entered directly in
the field.

Event Log
Advanced || |(W)First| |(«s)Previous| | (»)Next| (w)Last|
o1/01/08 (3 |oo:00:00 o | |11/28/08 |[3]|15:08:00 v

A N\

B ok s T
L gt Ty T iy

Figure 4-72 Event Log Advanced View Navigation Buttons

e Event Log — Trace Event View

Figure 4-73 Event Log — Trace Events
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4.3.5.3 CDL Log

The Communications Manager will generate a log of CDL program information. The CDL Log is

generated during the compilation of a CDL program. This function is only useful to the
Application Engineer writing CDL Logic.
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Figure 4-74 CDL Log

4.3.6 Maintenance

The Maintenance Menu can be accessed by clicking on the Maintenance menu.

Thb 5 o gnlEnancd (aje From the s21een g D30 Sereoe e Comers Manager's geraial nesds

Theoas whth Bhrve you would Fe 1o perk v il o your befl I you need eils, you My el i the fome page By cheking on the "Home™ ink above and sslscting the
E e s u

BAAINTEHANCE

¥ SOFTWARE UPDATE

¥ EY STEM TIME

b CONFIGLRATION

Figure 4-75 Maintenance Menu
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4.3.6.1 Software Upgrade

The following is the procedure for software upgrade using Web Ul. First, click on SOFTWARE
UPDATE. Then, follow the steps below.

0 [ SAPETRA - s e 7 @ Press BROWSE to software T
L . .x.-... o file.

ey i | | e
o i || 33 b g
o ||
e N
o || 28 b g
o || inw b
o || i b
oy it || b
o || b g
g
i

5] Pttt C0PPAGR oy
ey 1 Medm ] e e 10
gy _ife_i 1 il b

comp_ife_i | He b g

‘,'@ Locate file, highlight,
| and press OPEN.

Vi fom e 1 3
Fies ol [atrry

sl L

Clickon

UPLOAD crm_mef_111.1N gz
©O—s
@‘_‘—-—b Uploading em mef 1.11 _1N.tgz to Corms Manager. ..

The file will upload to .
Communications Manager Update Software
Software has been uploaded

<P
\-'u) successfuly,
Do you want to perform software upgrade?
Clickon YES to : ™ |

upgrade software.
g EAFETIRN o0 bwe: frteren Gt | 6105 v 74307 L
i [y Fary BT b SIS
..m..mnwhn.plﬁ

B = et 11 i

he Communications Manager
will monitor the upgrade

progress.
Retsnot Fusgusred
Mr~4 O bt 1o Teleor the
Comrmes Manager and complete the
i) ate
Communications B
Managerwill request OK
to Reboot when upgrade ®
is completed.
L . ] Please alow a minute or 50 for the
Communications Manager will reboot. { System to reboot then press the
Click OK to refresh your screen and bitrwser refresh
lagin. E
Figure 4-76 Software Upgrade Procedure
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4.3.6.2 System Time

The System Time can be set using Web Ul. Communications Manager derives its time source
from manual setting, network system time, or GPS if the receiver is enabled and a GPS antenna
is installed. First, click on SYSTEM TIME. Then, to manually set the time click on the Date drop
menu and either select the date from the calendar or manually type it in using the proper format.
Click on the Time drop menu and either select the time or type it in using the proper format.
Then, click Set Time to save the entry. To set Communications Manager to the Network Time,
simply click on Computer Time icon. The computer date and time will display in the Time
Window. Click the Set Time button to set the time.

= Home » Malnlenance = System Time

.-" P set Tee B Computer Tme %0 Comws Manager Time

Figure 4-77 Maintenance Menu — Setting System Time

4.3.6.3 Configuration

The Communication Manager's configuration can be downloaded and saved to a computer file.
Also, a configuration file can be uploaded and installed into the Communications Manager. The
following procedures detail the processes.

Eh\'g

Figure 4-78 Maintenance Menu — Configuration

4-57
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

e Downloading a Configuration File

Click on the Configuration sub-menu on the Maintenance menu. The following procedure is
used to download the Configuration file.

E - Home » Maintenance » Configuration

Upload iDownload k,@ Press the Download button

Lususissmia

Select a binary configuration file to upload or
press download to save the configuration file

Mo file selected.

Wou hve chosen 1o openc
& mcanfigbin
whach is: VLC media file [bin)
from: hitps://10.163.36
‘What should Firefox do with thes file]

Click Save and OK to O gpenwith [ VLC medss =l
download file. DereenThemall!
e . dTa OneClick! [W\ r
] @ Swve File
0 ptormatically for fibes e thig from Aow on.
Computerwillindicate the
download is complete. Click on [—]
arrow to view download file. E Lol

Click on the Arrow to show the
downloads. Verify the deszired

file was downloaded.
B - coogie

A mecenfig.bin
ﬁ 3.1 KB — 10153356 — X559 PM

Shever Al Downloads

Figure 4-79 Downloading the Configuration File
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e Uploading a Configuration File

The figure below details the Configuration Uploading process in order to save a new
configuration file to ECD (flash memory).

[ R —
- . T 1 -]

b =
_ » Home » Maintenance » Configuration |-
S Upload | Download

Select a binary configuration file to upload or
press download to save the configuration file

No file selected.

Press the Browse button

]

e i
s Select File and press

‘e -—the Open button b F— _' -
(D g R
» HOME » Maintenance » confiquration

@N-hﬂ] Download

Press the
Upload button Select a binary configuration file to upload or

press downioad to save the configuration fie

nvconfig.bin » Home » Mainienance » Conhiguration
Selecl a binary configuration file to upload or
Comms Managerwill display press downioad to save the configuration fie

S [arove. | ey

: Waiting for Comms Manager..

» Home » Maintenance » Configuration e B o
Dowrioad
Selact a binary configuration file to uplead or
press downioad 1o save the configuration fie Confiquration
rvconfig bin Successfuly adopted naw
Successfuly adopled new configuration configuration

Comms Manager will confirm new
configuration has been successfully installed

Figure 4-80 Uploading the Configuration File

4-59
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

4.3.7 Status

The Status Menu is accessed by clicking on the Status interactive text on the Menu. The Status

Menu has eleven sub-menus. Each sub-menu provides a live status screen for the application
selected.
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Figure 4-81 Status Menu

4.3.7.1 Status Menu - GPS

Selecting the GPS sub-menu will display the GPS information as shown below.

n o % & 8 B

Ces Namae: Safetran Syetems | ATCS Address: 7.620.777.100.01

Mie Post: 1234 | BOT Humber: 1234560
» Home » Slalus » GPS

burmbee of Bats 1%
Statwy Active

Hizury 20, Mingtes 39, Sacondy 35

Latitmde
Degrees M, Wnutes 527010, Dwvecton N

Lomgitude

Degrees 117, Unutes 34 40150, Dwecton W

Figure 4-82 GPS Status
NOTE

NOTE

The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.
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4372 Status Menu - I/O

Selecting the 1/0 sub-menu displays the Relay Out, Analog Input, Ground Fault Tester (GFT),
and Digital Input status as shown in the figure below.
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Figure 4-83 1/O Status

4.3.7.3 Status Menu — 1/O LED

Selecting the 1/0O LED sub-menu will display the Input and Output LED status information. The
I/O LED status provides information of the live status of the Communications Manager's Digital,
Analog, and Relay Output LEDs. The I/O LED status will identify the Input Name as well as
the LED indication state, whether it is ON, OFF, or TOGGLING.
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Figure 4-84 1/O LED Status

4-61
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

4.3.7.4 Status Menu - User LED

Selecting the User LED sub-menu will display the User LED live status. The User LED status will identify
the Input Name as well as the LED indication state.

& SAFETRAN - == - e i,
__'__: e User LED Status

T Input Mame State

z ULEDOA GREEN

- \‘ ULEDDZ GREEN

- ULEDD3 GREEN

ULEDD4 GREEN

ULEDOS GREEN

ULEDOS GRIEN

ULEDOT GREEN

ULEDOE GREEN

ULEDOS OFF

ULED1D OFF

ULEDH1 OFF

ULED12 OFF

ULED12 OFF

ULED14 OFF

ULED1S OFF

ULED1E QFF

Figure 4-85 User LED Status

4.3.75 Status Menu — Echelon®

Selecting the Echelon sub-menu will display the status of the 16 Echelon Nodes, listing the Slot
Number, Module Name, and Status. The figure below displays the Echelon screen.

| e — » Home » Status » Echelon _

& F e M- e & & @ B
S | SAFETRAN e i | iy Echelon Status I T——————
O T Slot Humber Module Hame Status
1 GEO1 0K
2 Not configured Bad
3 Mot configured  Bad
B Not configured Bad
5 Not configured  Bad
[ Mot configured Bad
T Not configured Bad
B Not configured Bad
9 Not configured  Bad
10 Mot configured Bad
" Not configured Bad
12 Mot configured  Bad
13 Not configured  Bad
14 Mot configured Bad
15 Not configured Bad
16 Mot configured  Bad

Figure 4-86 Echelon® Node Status

4-62
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)

4.3.7.6 Status Menu — WAMS

Selecting the WAMS sub-menu displays the WAMS Test Packet screen. Click on the Send
WAMS Test Packet button. A test packet will be sent to WAMS which will respond with an
acknowledge message. If the acknowledge is successfully received a message will be displayed
"WAMS Test Packet Status OK". If the acknowledge is not successfully received, a message
will be displayed "WAMS Test Packet Status NOK".

\ » HOME » Status » Wams

General
| Send Wams Test Packet |
Wams Test Packet Status NOK

Figure 4-87 WAMS Status

4.3.7.7 Status Menu - Path

Selection of the Path sub-menu displays the Communications Manager's path status
information and their operational status. The figure below shows the Path information screen.

B e i b et b
e Ly Bii] Cp—
E & & (L] L] #F 00 N

B BAFETRAM - PR —

yaiem Mode © PrinaryfBackup
yatem State - Operational (Primary)
imary Path Stale : Faded

ackup! Path State © Not Used
aciup2 Path Stale - Not Used
ackup3 Path State : Not Used

Enable/Cancel Manual Mode
Epermanent @ Timed

Path Type: Time [min]:
2 |60

Figure 4-88 Path Status
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4.3.7.8 Status Menu — BCM Diagnostics

The BCM Diagnostics selection on the Status Menu opens the BCM Diagnostics window which
consists of a list of buttons to interrogate and test the BCM module. Click on each button to view
the status of that function.

o SAFETRAN - s —
£ - s » HDME » SIAIUS » LM DEAgNOsIcs
E“-— General
o [Bergn)]
ety \ | Chent List: |
e Service Made |
et Syt Restart |
P B S AP e
i T T | IDésaible Tracng
—— | Error Riste Test |

| Pugh ToTabeOn

| Push To TalkeOFF |

| Communication Stats

| HOLC Serial Port Stats |

Enabie Tracng: Layer 1 Port 11
Enable Tradng: Layer | Port J2
| Enable Tracing: Layer 1RF Pert |

Bom Diag Status

Lt
~I0 Wer 1.11.00

Figure 4-89 BCM Diagnostics

4379 Status Menu — Alarms

The Alarms selection displays a list of alarms sent to WAMS or SNMP. The alarm list can be saved.
Alarms can be selected and disabled.

R
S P

Save Refresh

Disable the selected alarms
WAMS SNMP
" I current Mode =

Figure 4-90 Status Menu - Alarms
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4.3.7.10 Status Menu — Ladder Logic

Selection of Ladder Logic on the Status Menu brings up the Ladder Logic matrix. The matrix
consists of individual bitmap areas, each of which are 256 bits(32 bytes) big. If a ladder logic
program is installed, the program will process specific bitmap areas, resulting in updates to
various bitmap areas. The net result of a ladder logic program’s processing is the updating of
bitmap areas that cause output messages to be generated to office system or CDL engine.

The ladder logic matrix is dynamically updated as the input and output statuses that the bitmap
areas represent change. The matrix may also be manually changed by double-clicking on an
individual bit. This will cause its value to change from 1 to 0 or 0 to 1. Then, upon either a
dynamic or manual change to ladder logic matrix, ladder logic program will automatically
process the ladder logic matrix.

The bitmap areas represent the various functions used in the processing of input and output
data statuses. These functions include office indication bits, office control bits, GEO control bits,
GEO indication bits, executive bits, etc.

= SAFETRAM

Figure 4-91 Status Menu — Ladder Logic
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4.3.7.11 Status Menu — Relay Outputs

The Relay Output selection of the Status Menu shows the present status of the relay outputs.
The user can also change the relay output state to one of three selections, ON, OFF, and
TOGGLING. The figure below details the procedure to change the relay states. As a relay is
driven to the selected output state, the ‘Present State of Relays’ window will be update with the

new output state. For TOGGLING output state, the relay will be toggled according the relay’s
configured toggle rate.

b by s

Tt M bty

Change Relays State

Refayl: Relay2: Change |

W w

Present State of Relays

Reday1 State: Off

Relay2 State:Off

Change Relays Stabe
Re@yl:

Click on the pull down menu. Select
the desired relay state

O
=
OFF Click on the Change
T e A k”’/@ button to activate the
e Relay2: relay output selection,
o i ~
Present State of Relays
Reday1 StatecOff
Relay? State-Off Change Relays State
Relyl: Reby2: Change
> A
Present State of Relays
C g |Aslay] State:On
View the present relay Relay2 State: Off mm fiekws State r— :
output status ﬂ - — NG -
Relay Outputscanbeconfigumed o .\ crate of Relays
together orindividually. P ——
Figure 4-92 Relay Outputs — Change Relay State
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43712 Status Menu — Route Table

The Route Table selection of the Status Menu displays the ATCS route table. These routes are
placed in the table as ATCS messages are received from various stations using Ethernet ports,
serial ports, and the Echelon port. The Table lists the Address, Path Type, Port Number, and
Timer Setting.

& #a i e * LI B - N B

. BT » Home » Status » Route Table
\ % Refresh E Download

Figure 4-93 Route Table

4.3.8 Reports

Click on the Reports menu, two sub menus are available, Configuration Report and Versions
Report.

Thin it B Feports page From i screen s wyuiem seport

Lrooue which regor o would Lo b ge B Fap, you may mben fo T home page By clching on B THome” ek abowe and welecting the
Wetlll Troutdeshaod ink Foe fra el

REPORTS
* CONFYG REPOAT
¥ VERSION REPORT

Figure 4-94 Reports Menu
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4.3.8.1 Reports — Config Report

The first of the two sub-menus is the Configuration Report. To view the report information click
on the Config Report sub-menu. The report will appear on the screen. The Refresh button

updates the screen. The configuration report contains all the configuration parameters as they
are stored on ECD (flash memory).

I6teZ LT

Refresh

Download

Figure 4-95 Reports Menu — Config Report

Click on the Download button to Open the file or Save the file to the computer as shown below.

e .
e b b
vy e
[ [ S
]
T e
e e Ehired et
L
[ R [ e ———
® jetm

T B g 8, b o g e o e

s

y

Figure 4-96 Downloading Configuration Information
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4.3.8.2 Reports — Version Report

The second of the two sub-menus is the Version Report. To view the report information click
on the Version Report interactive text. The report will appear on the screen. The Refresh
button updates the screen. The version report will contain version numbers for executive
software, CDL program (if installed), ladder logic program(if installed), Linux kernel, FPGA,
CPLD, and hardware modules.

T Erbraty | Dot

Refresh
Download

Figure 4-97 Version Report

Click on the Download button to Open the file or Save the file to the computer as shown below.

Figure 4-98 Downloading Version Report
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4.38.3 Application

The Communications Manager is designed to support applications written in the CDL
programming language. The Application menu is used to upload and install CDL applications
and upload or remove ladder logic. The Application menu has three sub-menus for Site Setup,
Uploading Ladder Logic, and Upload CDL.

APPLICATION
* BiTH SETUP

¥ BPLOAD LADDER
LG

* uPLOAD COL

Figure 4-99 Application Menu

e Site Setup

The Site Setup sub-menu allows the user to run Site Setup with a CDL application that has
been previously installed as detailed in the Section above.

Figure 4-100 Applications — Site Setup Using CDL Application
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Click on ‘Start’ to run Site Setup.

» Home » Application = Site Setup

b Start

When Site Setup is completed the following screen will appear. Click on ‘Finish’. Note that
'‘Restart’ will run the Site Setup again.

= Home » Application = Site Setup

H @ Finish “=» Restart

The CDL file will be saved to ECD’s flash memory
Observe the following status window will appear in lower right corner.

Site Setup
COL compiled successfiuily

e Upload Ladder Logic

The Upload Ladder Logic selection is used to manage Ladder Logic files for uploading into the
Communications Manager.

L IOTESTL.LLE
IOTESTLLLW 273

o ErT = L
| _PERFGR Sze: g2 byt 314
'P‘ERFE'HI_B‘!"‘& modified: 2724/2011 155 PM | 3 4

——

1 Click on upper Browse button.

2 A Choose-file-to-Upload window will appear. Select the Ladder Logic File
with the .LLB extension.

3 Click the Open button.

Figure 4-101 Upload Ladder Logic Files — Select First File (LLB)
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e » AeERalan = L ey ..-:;:.I IZI
| TRET! LS 1y e -
- — e _ [ 10TESTLLLS 2

i | B Ve HOTESTLLLW FIr.

T P L TS W Fae
B - |- PERFUH Size B2 byt 3111
iy PERFOR Date modified: 2/24/2011 1:55 M | 3.1,

4 Click on lower Browse button.

5 A Choose-file-to-Upload window will appear. Select the Ladder Logic File
with the .LLW extension.

6 Click the Open button.

Figure 4-102 Upload Ladder Logic Files — Select Second Files (LLW)

» Home » Application » Upload Ladder Logic

IOTEST1.LLE
Upload | < ]

7 Click on the Upload button.

Figure 4-103 Upload Ladder Logic Files - Upload
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Communications Manager will display the uploading progress.

» Home » Application » Upload Ladder Logic

IOTEST1.LLB

Browse.. | IOTEST1.LLW
Upload |
Remove Ladder Logic |

Haiting for Comms Manager...

Figure 4-104 Upload Ladder Logic Files — Uploading in Progress

Communications Manager will display a message that the upload was successful.

» Home » Application » Upload Ladder Logic
rowse.. | IOTEST1.LLE
Browse. | IOTEST1.LLW
Upload |
Remove Ladder Logic |

Files uploaded successfully

I

Figure 4-105 Upload Ladder Logic Files — Files Uploaded Successfully
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e Remove Ladder Logic

CAUTION

REMOVING LADDER LOGIC FILES WILL AFFECT PERIPHERAL
|A CAUTION EQUIPMENT USING LADDER LOGIC. ENSURE LADDER LOGIC
IS NOT REQUIRED BEFORE DELETING FILES.

To remove an existing Ladder Logic file click on the Remove Ladder Logic button.
Communications Manager will remove the previously installed Ladder Logic file.

1 Click on the Remove Ladder Logic button.

Figure 4-106 Remove Ladder Logic Files

Communications Manager will confirm the removal of the Ladder Logic files and listed the file
names that were deleted. At this point the Ladder Logic engine will not be running.

» Home » Appiication » Upload Ladder Logic
[ Browse. | IOTEST1LLE
[ Browse.. | 10TEST LLW

Uplowd
[Remove Ladder Loge
iotestl. llb file deleced
orestl.llw File deleced
All ladder logic files have been delated successfully.The laddarlogic sngine 18 BOT Zunning
Figure 4-107 Ladder Logic Files Removed
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e Upload CDL

The Upload CDL selection uploads a CDL application file into the Communications Manager.

'-——-_.*_ » Home » Application » Upload COL

E Mo file selected

Figure 4-108 Upload CDL Application File

The following procedure details uploading the CDL into Communications Manager:

Click on Application from WebUI's main menu. Select ‘Upload CDL’. Observe the following
window.

Select ‘Browse’ and select file from list of CDL files.

= » Home » Application » Upload COL

2 upioad

E IOTEST1.cd

Figure 4-109 Browse CDL List

Click on ‘Upload’.

o SAFETRAM - =
_.. » HOME » ApQICanon » Upioad Gl
- = 2 [Upioad]

[ Bmwu_j IOTEST 1cdl

E Waiing for Comms Manager

Figure 4-110: Upload CDL File
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When uploading is finished observe the following window and click on ‘Click here to run site

setup’

» Home » Application » Upload CDL

| T— 2 [Upload]
| Browse.. | 10TEST cdl

CDL transfered successfuly.

E Click here to run site setup

Figure 4-111 Run Site Setup

Click on ‘Start’
» Home » Application = Site Setup

M) Back (M) Mext @ Start

Click on ‘Finish’.
» Home » Application » Site Sefup

“ Back @ Finish %2 Restart

The CDL file will be saved to ECD’s flash memory
Observe the following status window will appear in lower right corner.

Site Setup
COL compiled successfiuily
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4.3.9 Web Ul Logout

To logout of a Web Ul session, click on the logout interactive text in the upper right corner of
the page as shown in the figure below.

You have rasched Ta Saliran Sysiess Comm Manager web bassd user interizce. Theough this sany 1o use web tocl, you can configuee. control g obsene B device by clcking
T ap{roprisie knky and hutions. Troughout T sysism

N
You mary sebert @ wyshem ares from the meny above. and then choose & mone speciic seiscion fom e men fal sppearn o e =8 Hy o Peip. ¥ My PR B e page Sy
chiineg o The “Home" fnk sbove and seleciing T “Webll! Troubleshos!” kn fom the el

Logged into Comms Manager as admin, logout

Figure 4-112 Web Ul Logout

A window will appear verifying the logout procedure is complete, as shown in the figure below.

You hive macted e Saletran Syatems Comms Manager web Sased et inlevisce Thiough th easy 1o use web Ioci, yin can configurs. control, and obsarve this device by cliciing
e appropraile bk and butions. Proughout e Tytem

Yodi ey sakect 8 FyRem ared from e mend aD0re. ang Fen Chooss 3 Mone 1pe fi seiecion from he menu Tat Jppean o the e® I PO e PablD. FO MYy reRET 0 eS page Dy
heking o7 e Home” nk above and selecing Tae "Webl)) Troubleahool” ini Fom e let

Please Login 0 begin waing e Comma kianager WebUl

Comms Manager WebUl
Goodbye admin, You have been
logged out.

Figure 4-113 Web Ul Logout Confirmation

4-77
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



WEB USER INTERFACE (WebUI)
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SECTION 5
LOCAL USER INTERFACE

5.0 LOCALUSER INTERFACE

The Communications Manager comes equipped with a 2X20 Alphanumeric Vacuum Fluorescent
Display (VFD) and a 5 x 5 matrix keypad for configuration, option selections, and data entry.

Ethernet

Figure 5-1 Local User Interface Display and Keypad

5-1
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4



LOCAL USER INTERFACE

5.1 LOCAL USER INTERFACE KEYPAD

The Local User Interface keypad is provided for local navigation through the Communications
Manager Menus and data entry. The Keypad Key functions are detailed in Figure 5-2.

2008-DEC-02 15:06 Shortcut
SITE NAME: Safetran /Keys

Clear
Alarms

Status

Versions

\Action Keys

7

Direction Keys

@ TEXT KEYS - These keys operate in the same manner as a Cell Phone
Keypad. Letters and numbers cycle as the key is pressed.

© SHORTCUT KEYS - These keys are shortcuts to specific menus.
© ACTIONKEYS - These keys Enter, Exit, or Cancel an entry.

© DIRECTION KEYS — These keys move through the menus horizontally and
vertically. Pressing an action key enters or exits the entry or menu.

Figure 5-2 Local User Interface Keypad Functions
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52

LOCAL USER INTERFACE MENUS

The Local User Interface provides access to all of the Communications Manager menus from
the front panel. Set up and configuration functions can be performed locally without the need of
a computer or other external interface.

521

Shortcut Keys

Shortcut keys provide direct access to key menus. The following details the available shortcut
keys and their respective function.

5.2.2

MENU — Opens the Main Menu which contains all sub menus. Press Menu from any sub
menu to return to the Main Menu starting point.
SITE SETUP — Open Site Setup Menu.
DIAG — Open the Diagnostic Log.
VIEW ALARMS — Open the Alarm Log. (Future Use)
CLEAR ALARMS — Resets alarms in all applications.
VERSIONS - Opens the Display Version Menu which details the current versions of
o Software Version, Build Date, and ID number
CDL Name and Version
Ladder Logic Name, Revision, ID number, and Checksum
Linux Kernel Version
FPGA Version
CPLD Version
Top Assembly Part Number, Serial Number, and Revision
Carrier Part Number, Serial Number, and Revision
STATUS — Opens Status display menu for:
o Digital Inputs
0 Analog Inputs
0 Relay Outputs
o GPS Info

O O0OO0OO0OO0O0O0

USER TEST - Trigger CDL function if programmed.

Test Keys

These keys function in the same manner as most cell phone keypads. Entering text for Site Info
or naming inputs and outputs can be performed using the text keys. Each key steps through the
letters and numbers associated to that key.

5-3
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5.2.3 Direction Keys
The Action keys provide the following functions:

e CANCEL - Cancels the entry, exits all menus, and returns to the Home Information
display screen.

e ENTER - Enters the Menu or Data Entry information.

e EXIT — Exits to the top of the current menu. Repeat entry will cycle back up through the
menu structure to the Home Information display.

5.3 MENU STRUCTURES

The following Menu Structure displays provide the path of each Menu and Sub-menu.
Configuration, Function, and Data options are listed for each entry. Structure for the Main Menu
will be detailed first, followed by details of the Menu using the Shortcut keys.
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5.3.1 Menu

2008-DEC-03 09:12 |
SITE NAME: Siemens |

—» See Section 5.3.1.1

v

SET DATE/TIME > |—> [ 8
) EXIT
f % —» See Section 5.3.1.2

ENTER
< SET MANUAL PATH > w—>

v

EXIT

g

f —» See Section 5.3.1.3
N\ ENTER
< VIEW REPORT > >

v

EXIT

g

$ —» See Section 5.3.1.4
ER

ENTI
< TRACE EVENTS ﬂ—’
) EXIT

v

g

4 —» See Section 5.3.1.5
) ENTER
< CHANGE SETTINGS >|~%

v

EXIT

6 J
* % —» See Section 5.3.1.6

N\ ENTER
< MONITOR 1/0 >

v

) EXIT

—» See Section 5.3.1.7

*
N—p [

v

£< APPLICATION >

J EXIT

* é —» See Section 5.3.1.8

v

J EXIT

N\ ENTER
[< WAMS TEST > |

g
E

—» See Section 5.3.1.9

.
< ITE SETUP > |—» [

v

EXIT

% % —» See Section 5.3.1.10

< SYSTEM RESET  |—» [

v

EXIT
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53.1.1 Set Date/Time
[ SET DATE/TIME > ]: ;
— [ SET DATE/TIME
NO >
A
_— SET DATE/TIME ]
B < YES
GMT>, [ SET TIME ZONE J_’_>

<EASTERN>, T-ZONE: <PACIFIC>
<CENTRAL>, l
<MOUNTAIN>,
<PACIFIC>,
<ALASKA>, l
<ATLANTIC>, '

SET DATE -
<ARIZONA (NO DST)>, VEAR: 2009 —>
<NEWFOUNDLAND>, ¢
<AUS WESTERN>,
<AUS CENTRAL>,
<AUS CNTRL (NO DST)>, l
<AUS EASTERN>,
<AUS EASTERN (NO DST) SET DATE _>

MONTH: JAN >
JAN >, < FEB >, < MAR >, ¢
< APR >, < MAY >, < JUN >,
< JUL >, < AUG >, < SEP >, l
<OCT >, <NOV >, < DEC
[ SET DATE ] -
DAY: 05
SET TIME
HH:MM:SS 14:45:00
5-6
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5.3.1.2

Set Manual Path

[ SET MANUAL PATH >

ENTER

)

<
<«

] ENTER

v
[ PATH SELECTION
OVERIDE: NO >

PATH SELECTION
OVERIDE: <PERMANENT.

[

PATH SELECTION

>] ﬁ[ PATH: PRIMARY >

g

*

PRIMARY>, <BACKUP 1>,

PATH SELECTION
OVERIDE: <TIMED

[

=
<BACKUP 2> <BACKUP 3
PATH SELECTION ﬁ_’[
PATH: PRIMARY >

PATH SELECTION
TIMEOUT:0060 [Iminl

=

5.3.1.3

PRIMARY>, <BACKUP 1>,

<BACKUP 2> <BACKUP 3

View Report

[< VIEW REPORT >

J

i m

v

[ EVENT LOG >

u—>[< DIAGNOSTIC LOG

ENTER

See Section 5.3.1.3.1

COM-00-08-13
Version No.: A.4

EI<— I

ENTER >
.

See Section 5.3.1.3.2
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e EventLog

EVENT LOG u EVENT LOG EVENT LOG u EVENT LOG
VIEW: ALL > VIEW: < 24HR > VIEW: < 2WK > VIEW: < SEL RANGE
A

t v 1 i T I
Vot |t ot |

[2008—N0V—07 7:04:57] [zoos-oec-m 7:07:58] [2008—N0V—24 15:07:29] [ EVENT LOG ]

COMMGR CPU INIT Svst CPU Al BATT 1 13.17V CPU CFGM Configurati VIEW: < SEL RANGE
A A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH-MM:SS 08:00:00

P
<

y

2008-Aug-07 21:12:37) >
COMMGR Safetran CPU J
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e Diagnostic Log

DIAGNOSTIC LOG u[ DIAGNOSTIC LOG DIAGNOSTIC LOG u DIAGNOSTIC LOG
VIEW: ALL >
. <

VIEW: < 24HR > VIEW: < 2WK > VIEW: < SEL RANGE
A A

t v T 3 1 ¥ |
e e
! t ! t ! t | t

[ Nov25 09:11:47 ] [ DecO8 09:10:44 ] [ Nov25 09:11:47 ] [ EVENT LOG
COMMGR CPU 10MO DEBUJ | CPU DLOG BASIC Diaan) |CPU IOMO DEBUG Closi) \VIEW: < SEL RANGE

J

A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH:MM:-SS 08:00:00

<&
<

y

y

[2008—Aug—09 13:29:05) >
COMMGR CPU INIT Svst)

5314 Trace Events

[ < TRACE REPORT > ]:

|

2008-Dec-08 13:51:21
CPU GPS Receivina NM

EXIT

v
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5.3.15

Change Settings

[< CHANGE SETTINGS > |

J

—— See Site Info Page 5-12

) ENTER
—

v

EXIT

(.

[ SITE INFO >
ENTER
3 B
el

——  See Serial Ports Page 5-13

[< SERIAL PORTS

\%

) > ENTER

v

EXIT

-

v )
>
A

—— See Ethernet Ports Page 5-27

ENTER
< ETHERNET PORTS >
EXIT

v

J

v

Y

A &

— See Logging Options Page 5-30

[< LOGGING OPTIONS

) ENTER
—

v

EXIT

v

A

B &

.

——  See Digital Inputs Page 5-32

£< DIGITAL INPUTS

) > ENTER

v

EXIT

-

—— See Analog Inputs Page 5-34

N
ENTER
—>

v

EXIT

5 B

O &
[< ANALOG INPUTS >

v 4

@ B

—— See Relay Outputs Page 5-35

[< RELAY OUTPUTS

N
ENTER
—>

v

EXIT

v

3

@ B

——» See DC CODE LINE Page 5-36

[< DC CODE LINE

N
> > ENTER

v

EXIT

—— See DNS Page 5-39

ENTER
—

v

EXIT

COM-00-08-13
Version No.: A.4
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v o4

B &

Continued from previous page

—— See SNMP Trap Handling Page 5-40

)

<SNMP TRAP HANDLI NG>\—>

ENTER

v

EXIT

v 4

o &

—— See Modules Page 5-41

\4

v

{ < MODULES > |—> [ 8
EXIT
N L]
g 4 —» See WAMS Page 5-47
< WAMS >\_> ENTER
)
v A
g A ——» See WSA/S2 Page 5-48
ENTER
< WSA/S2

——> See ATCS Router Page 5-48

v

v

v

v

< ATcs ROUTER > >0
v 7y g
; g ——>»  See GPS Page 5-48
v \ ENTER
[< GPS >
EXIT
e |
; 4 —» See Advanced Page 5-49
[< ADVANCED ﬂ—» SR
J EXIT
o El
g 4 — »  SeePassword Page 5-51
[< PASSWORD ﬂ—» S\TER

G E

——>»  See Restore Defaults Page 5-51

RESTORE DEFAULTS

'SR
N

N
ENTER
—>

v

EXIT

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

e Sijte Info

[ SITE INFO > 1

J

_»[ SITE INFO J
Press [down] to cont) <

EXIT

v
—

y

[ SITE INFO: NAME

~——/

EXIT

v

EXIT

v

Siemens
v
[SITE INFO: MILEPOST 1
123.4 P,
v
SITE INFO: D.O.T. 1
123456A )
¥

[SITE INFO: ATCS

EXIT

v

—/

ADDR
v

[SITE INFO: CAD ADDR 1

EXIT

v

2.620.00.0000 J

i

[SITE INFO: PATH SEL ]QEQ[SITE INFO: PATH SEL]

PRIMARY BACKUP >
v

SITE INFO: INDICATION
REFRESH PERIOD: 060

[

EXIT

v

< REDUNDANT

v

SITE INFO: INDICATION
REFRESH PERIOD: 060

£

v v
EITE INFO: INDICATION] EITE INFO: INDICATION]
OLDOFF:00 OLDOFF:00 F.TE INFO- ‘
‘ * »Press lexitl to cont
5-12
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LOCAL USER INTERFACE

e Serial Ports

[ < SERIAL PORTS > |

J‘ ——» See Laptop Serial Port Page 5-14
-

v

v N
. [LAPTOP SERIAL PORT >
ENTER >
d

l § — —» See Note
< SERIAL PORT 1 > —

\4

)
l —>» See Note

v

ENTER
< SERIAL PORT 2 >

; |

—» See Note

N — ENTER

[< SERIAL PORT 3 >

v

) EXIT

l —>» See Note

v

ENTER
[< SERIAL PORT 4 1—’

Py, EXIT

NOTE

NOTE Serial and Ethernet Ports can be configured using several paths and
protocols. The following menus describe various options relative to
each path and protocol combination.
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LOCAL USER INTERFACE

e Laptop Serial Port

[LAPTOP SERIAL PORT >

J

W . [LAPTOP SERIAL PORT 1
> [BAUD RATE: <115200

v

1200> <9600> <57600> <115200

}

EXIT

\4

DATA BITS 8>
8><7

[LAPTOP SERIAL PORT

N—/

}

EXIT

LAPTOP SERIAL PORT 1
PARITY NONE > )i

NONE> <ODD> <EVEN

|

STOP BITS 1>

EXIT

v

v

[<LAPTOP SERIAL PORT

1> <2

l

EXIT

v

[LAPTOP SERIAL PORT 1
FLOW CTRL NONE > }

NONE> <HARDWARE

5-14
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Path Type: NONE)

[ SERIAL PORT 1 > |

J

v

_» SERIAL PORT 1 }
RALID RATF- <115200 y, EXIT

1200> <9600> <19200> <38400> <57600> <115200

SERIAL PORT 1 1

DATA BITS 8> J >
B -

SERIAL PORT 1 1

PARITY NONE > >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

STOP BITS 1> >
ﬂ 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

SERIAL PORT 1 w
EXIT

v

PATH TYPE: NONE > )}
NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

5-15
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Path Type: FIELD)

J

[ SERIAL PORT 1 > |

v

_»[SERIAL PORT 1 w
BAUD RATE: <115200 J EXIT

1200> <9600> <19200> <38400> <57600> <115200

SERIAL PORT 1 1

DATA BITS 8> ) >
B

SERIAL PORT 1 1

PARITY _NONE > J >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

STOP RITS 1> ) >
ﬂ 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

v

SERIAL PORT 1 w
EXIT

PATH TYPE:< FIELD > }

ﬁ NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

v

SERIAL PORT 1 W
EXIT

PROTOCOL: GEN ATCS )

GEN ATCS OFFICE><GENISYS OFFICE><ATCS HDLC ADM>ATCD HDLC UlI>
<CN2000A><CN2000B><BCM DIAG><DUMB TERM><DIAGNOSTIC TEXT

5-16
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LOCAL USER INTERFACE

e Serial Ports 1 -4 (Protocol: GEN ATCS OFFICE)

FERIAL PORT 1

EXIT

4

SERIAL PORT 1 1

v

PROTOCOL: GEN ATCS

EXIT

[SERIAL PORT 1 1
POLL RNG STRT:001

\4

SERIAL PORT 1
EXIT

STATIONS:01

~

v

EXIT

SERIAL PORT 1
SHORT DLY:01000

~——

SERIAL PORT 1 W

v

LONG DLY:010000 EXIT

v

SERIAL PORT 1
EXIT

RETRY COUNT:005

~—

v

EXIT

[SERIAL PORT 1 1
RESP FAIL CNT:-005 )
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LOCAL USER INTERFACE

e Serial Ports 1 -4 (Protocol: GENISYS OFFICE)

FERIAL PORT 1

EXIT

4

SERIAL PORT 1 1

v

PROTOCOL: GENISYS OF

EXIT

[SERIAL PORT 1 1
POLL RNG STRT:001

v

SERIAL PORT 1
EXIT

STATIONS:01

~

v

EXIT

SERIAL PORT 1
SHORT DI Y-N1000

~——

SERIAL PORT 1 W

v

LONG DLY:010000 EXIT

\ 4

SERIAL PORT 1
EXIT

RETRY COUNT:005

~—

v

FIELD ATCS ADDR 1
EXIT

7.620.100.100.01.01 )

ENTER

v
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LOCAL USER INTERFACE

Serial Ports 1 — 4 (Protocol: ATCS HDLC ADM)

FERIAL PORT 1

4—/

SERIAL PORT 1 1

y

EXIT > ‘r

PROTOCOI -ATCS HDIC A

m
=
=

SERIAL PORT 1 1
RESPONSE TM:01000  ;

EXIT

\ 4

SERIAL PORT 1
RETRY COUNT:003

~—

EXIT

v

SERIAL PORT 1 1
LINE MODE:RS232>

RS232><RS422

SERIAL PORT 1 1

EXIT

v

TX CLOCK: INTERNAL
INTERNAL><EXTERNAL

EXIT

v
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Protocol: ATCS HDLC Ul)

FERIAL PORT 1

4—/

EXIT

SERIAL PORT 1 1

PROTOCOI -ATCS HDIC U

m
=
=

SERIAL PORT 1 1
FIRST STATION:001 7

~—

EXIT

\ 4

SERIAL PORT 1
STATIONS:01

[SERIAL PORT 1 w

EXIT

v

RESPONSE TM:01000

SERIAL PORT 1 1

EXIT

v

RETRY COUNT:003

EXIT

\4

SERIAL PORT 1 1
LINE MODE:RS232> )

ﬂ RS2325><RS422

SERIAL PORT 1 1

EXIT

v

TX CLOCK: INTERNAL
INTERNAL><EXTERNAL

EXIT

v
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LOCAL USER INTERFACE

Serial Ports 1 — 4 (Protocol: CN2000A & CN2000B)

FERIAL PORT 1

4—/

SERIAL PORT 1 1

EXIT

PROTOCOL :< CN2000A >

SERIAL PORT 1
POLL RNG STRT:001

1

m
=
=

J

SERIAL PORT 1
STATIONS:01

~—

EXIT

EXIT

\4

SERIAL PORT 1
SHORT DLY:01000

v

SERIAL PORT 1
LONG DLY:010000

EXIT

v

[ FIELD ATCS ADDR
7.620.100.100.01.01

W

EXIT

v

J

EXIT

v

ENTER

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

[SERIAL PORT 1

4—/

Serial Ports 1 — 4 (Protocol: BCM Diag)

[SERIAL PORT 1 1

PROTOCOL :<BCM DIAG> )

EXIT

ENTER

—

[SERIAL PORT 1

4—/

Serial Ports 1 — 4 (Protocol: Dumb Terminal & Diagnostic Text)

v

SERIAL PORT 1 1
PROTOCOL :<DUMB TERM

J

EXIT

EXIT

\4
—>

DUMB TERMINAL ><DIAGNOSTIC TEXT

SERIAL PORT 1 W
SSH PORT:10021

J

v

SERIAL PORT 1
SSN TIMEOUT:010

——

EXIT

v

ENTER

EXIT

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

Serial Ports 1 — 4 (Path Type: Office Primary, Office Backup 1, 2, & 3)

SERIAL PORT 1 > |,
J 4
v
. [SERIAL PORT 1 1
ENTER _>
BAUD RATE: <115200 } >
ﬂ 1200> <9600> <19200> <38400> <57600> <115200
[SERIAL PORT 1 1
DATA BITS 8> ) >
Bl -
[SERIAL PORT 1 1
PARITY _NONE > J >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

STOP BITS 1> >
ﬂ 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

SERIAL PORT 1 W
EXIT

v

PATH TYPE:<OFFICE P )}
ﬁ NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

v

SERIAL PORT 1 W
EXIT

PROTOCOL: GEN ATCS J
GEN ATCS FIELD><GENISYS OFFICE><ATCS HDLC POLL
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Protocol: GEN ATCS FIELD)

FERIAL PORT 1

N

EXIT

v

[SERIAL PORT 1 1
PROTOCOL : GEN ATCS F

v

[SERIAL PORT 1
POLL ADDR:001

N———/

____J

EXIT

v

[SERIAL PdRT 1
FAIL TIME:01000 )

( )

o<
o >
ps)

EXIT

v

o g
om
o o
oo

7.000. -00.00
. J

P
SERIAL PORT 1

EXIT

v

\PATH RCOVR TIM:0300 )

EXIT

v

PATH TEST PERIOD
-0000

—

e
SERIAL POR

EXIT

v

o A
=

\PATH FAIL CNT:005

e
SERIAL PORT 1

EXIT

EXIT

v

| PATH RSSI:61 )

SERIAL PORT 1 1

v

OP TRAFIC: NO >

EXIT

\ 4

NO><YES
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Protocol: GENISYS FIELD)

FERIAL PORT 1

N

EXIT

v

FERIAL PORT 1 1
PROTOCOL: GENISYS F1 )

[SERIAL PORT 1

N———/

v

POLL ADDR:001

___J

m
=
=

v

[SERIAL PORT 1
FAIL TIME:01000 )

p
SERIAL PORT 1

EXIT

v

\PATH RCOVR TIM:0300 )

p
PATH TEST PERIOD

m
=
=

v

\_-0000 J

m
=
=

v

[SERIAL PORT 1 1
PATH FAIL CNT:006 /J

EXIT

v

SERIAL PORT 1 )
PATH RSS1:51 y,

EXIT

v

OP TRAFIC: NO > J;

NO><YES

[SERIAL PORT 1 1

EXIT

v
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LOCAL USER INTERFACE

e Serial Ports 1 —4 (Protocol: ATCS HDLC POLL)

N

»
—>

[SERIAL PORT 1

SERIAL PORT 1 )
PROTOCOL: ATCS HDLC J
ﬁ-»[SERlAL PORT 1 1
POLL ADDR:001 }
H_{SERlAL PORT 1 1
RESPONSE TM:01000 J
ﬁ—b[SERIAL PORT 1 1
RETRY COUNT:003 )
H—DEERIAL PORT 1 }
INE MODE: RS232> )
ﬁ—»[SERlAL PORT 1 1
TX CLOCK: INTERNAL> )
[SERIAL PORT 1 ]

PATH RCOVR TIM:0300

H—P[PATH TEST PERIOD ]
-0000
;

[SERIAL PORT 1 1
PATH FAIL CNT:-006 J

ﬁ-’[SERIAL PORT 1 )
PATH RSSI:61 )
ﬁ_,[SERlAL PORT 1
OP TRAFIC: NO > J
NO><YES

L?#???#?

/

LILE.
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LOCAL USER INTERFACE

Ethernet Ports

[ < ETHERNET PORTS > |,

J

— See Laptop Ethernet Port Page 5-28

ENTER > [

v

) ENTER
LAPTOP ETHERNET PORTH
)

l —» See Ethernet Ports 1-4 Page 5-28

[ < ETHERNET PORT 1 >~

ENTER

\4

D, EXIT

l —>» See Ethernet Ports 1-4 Page 5-28

v

J

' ENTER
< ETHERNET PORT 2 >[
|

l —» See Ethernet Ports 1-4 Page 5-28

[< ETHERNET PORT 3 >

) ENTER
—>

v

) EXIT

l —» See Ethernet Ports 1-4 Page 5-28

£< ETHERNET PORT 4

v

1 > ENTER
g

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

e Laptop Ethernet Port

[LAPTOP ETHERNET PORT >]:

ENTER

LAPTOP DHCP 1
= [DHCP: <SERVER>

ﬂ DISABLE> <SERVER> <CLIENT

EXIT >

o Ethernet Ports 1 —4 (DHCP Client Disable)

[ ETHERNET PORT 1 > |

)

N

[ ETH PORT 1 DHCP
DHCP CLIENT D'SABLE>J DHCP CLIENT DISABLE> <DHCP CLIENT ENABLE

ETH PORT 1 IP ADDR
192.168.002.100

y
ETH PORT 1 SUBNET ) H_V
é*{ {0.0.0.0- 255.255.255.255

] 0.0.0.0 - 255.255.255.255

255.255.255.000

ETH PORT 1 GATEWAY )
"[192_ 168.002.001 0.0.0.0 - 255.255.255.255
J/

[ ETH PORT 1 )
PATH TYPE: NONE J

NONE> <OFFPRIMARY> <OFFBACKUP1>
<OFFBACKUP2> <OFFBACKUP3

e Ethernet Ports 1 — 4 (DHCP Client Enable)

[
>

J

[ ETH PORT 1 DHCP ]
DHCP CLIENT ENABLE> J nhicp CLIENT DISABLE> <DHCP CLIENT ENABLE

[ ETH PORT 1 ]
_>

PATH TYPE: NONE
i NONE> <OFFPRIMARY> <OFFBACKUP1> <OFFBACKUP2>

[ ETHERNET PORT 1 > |

A

\4

<OFFBACKUP3

v
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LOCAL USER INTERFACE

e Ethernet Ports 1 —4 (Path Type: Office Primary, Office Backup 1, 2, & 3)

[ ETHERNET PORT 1 > |

)

ETH PORT 1 ]
> |PATH TYPE:<OFFICE PR J NONE> <OFFPRIMARY> <OFFBACKUP 1> <OFFBACKUP2> <OFFBACKUP3

..[ ETH PORT 1 }
0CG PORT:05361
N
{OCG CIRCUIT ID J
620.1.01
— ROUTING REGION 1 ]
192.168.003.002 J
e ROUTING REGION 2 ]
192.168.003.003 J
e ETH PORT 1 ]
PATH VALUE:072 J
.
e ETH PORT 1
ROUTE SEARCH TIME:00 |
e ETH PORT 1
ROUTE SEARCH TRIES:0

v

JITTIT

. { ETH PORT 1 ]
ENTER
RTE RFRSH
. { ETH PORT 1 1
ENTER
PATH RCOVR TIM:OBOOJ
ENTER ETH PORT 1 1
PATH TST PERIOD:0000
NTER ETH PORT 1
PATH FAIL CNT:006 )
e ETH PORT 1 |
PATH RSSI1:61

ETH PORT 1 ]
OP TRAFIC: <YES J NO><YES

—

| NI HNR
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LOCAL USER INTERFACE

e Logging Options

[< LOGGING OPTIONS > |,

J

EVENT LOG >

— See Event Log below
-

\4

ENTER > [

}

EXIT

——» See Diagnostic Log Page 5-31

ENTER

\ 4

[ < DIAGNOSTIC LOG |~

e EventLog

EXIT

[ EVENT LOG > M)

)

EVENT LOG SERVER IP |
= 000.000.000.000 J

v

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

Diagnosti

c Log

[ DIAGNOSTIC LOG > .

)

B

DIAG SERVER IP
00.000.000.000 J

N

B
3

COM-00-08-13
Version No.: A.4

DIAGNOSTIC LOG
VERBOSITY BASIC> JBASIC><ERROR><WARNING><INFO><DEBU
~

N

'

\
JOFF> <ON

DIAGNOSTIC LOG
MESSAGES OFF>

DIAGNOSTIC LOG |
ROUTING  OFF> JOFF> <ON

DIAGNOSTIC LOG |
SER PORT 1 OFF> JOFF> <ON
DIAGNOSTIC LOG |
SER PORT 2  OFF> JOFF> <ON

DIAGNOSTIC LOG |
SER PORT 3 OFF> |OFF><ON
DIAGNOSTIC LOG
SER PORT 4  OFF>
* OFF> <ON
DIAGNOSTIC LOG | H >
ETH PORT 1  OFF> JOFF> <ON
DIAGNOSTIC LOG | H_,
ETH PORT 2 OFF>  JOFF> <ON
DIAGNOSTIC LOG | H R
ETH PORT 3 OFF> |OFF><ON

é { DIAGNOSTIC LOG
ETH PORT 4  OFF> H >
| OFF> <ON

nEgen

[
»
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LOCAL USER INTERFACE

e Digital Inputs

J

[< DIGITAL INPUTS > |

v ——> See Digital Inputs 1 — 8 Page 5-33
N
. EDIGITAL INPUT 1 > — [
ENTER _>
o =
——» See Digital Inputs 1 — 8 Page 5-33

ENTER
—

v

N
< DIGITAL INPUT 2 >
EXIT

J

i ._> See Digital Inputs 1 — 8 Page 5-33
ENTER

v

< DIGITAL INPUT 3 >
EXIT

i ——>  See Digital Inputs 1 — 8 Page 5-33

v

ENTER
< DIGITAL INPUT 4 > |=>
EXIT

J

e — See Digital Inputs 1 — 8 Page 5-33
[< DIGITAL INPUT 5 > 1-’

v

J EXIT

; See Digital Inputs 1 — 8 Page 5-33

v

[< DIGITAL INPUT 6 ﬁ
J

—m
———  See Digital Inputs 1 — 8 Page 5-33
ENTER
< DIGITAL INPUT 7 ﬂ—’
——» See Digital Inputs 1 — 8 Page 5-33
ENTER
< DIGITAL INPUT 8 1
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LOCAL USER INTERFACE

e Digital Inputs 1-8

[ DIGITAL INPUT 1 > |

J

Y

[ DIGITAL INPUT 1 =2y
>

N
ALGORITHM: DISCRETE>J DISCRETE><GFT

\4

DIGITAL INPUT 1 EXIT
> INAME: INPUT 1

v

DIGITAL INPUT 1 EXIT
| OFF NAME: OFF

A\ 4

EXIT

DIGITAL INPUT 1 )
ON NAME: ON J

DIGITAL INPUT 1
TOG NAME: TOGGLING

\ A
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LOCAL USER INTERFACE

e Analog Inputs

[ < ANALOG INPUTS > |

J

ENTER

—— See Analog Inputs 1 — 4 below

v

v \
. [ ANALOG INPUT 1 > |—>
ENTER _>

J

[ < ANALOG INPUT 2 > |

EXIT

J

——» See Analog Inputs 1 — 4 below
ENTER
:
——»  See Analog Inputs 1 — 4 below

ENTER
< ANALOG INPUT 3 > r’

ENTER

EXIT

——» See Analog Inputs 1 — 4 below

v

v

[< ANALOG INPUT 4 =

e Analog Inputs 1-4

EXIT

[ ANALOG INPUT 1 > |

)

AME: BATT 1

[ ANALOG INPUT 1 ] »
! J
[ ANALOG INPUT 1 ] >
RESOLUTION: 05.0

v

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

e Relay Outputs

[ < RELAY OUTPUTS > |,

.
RELAY OUTPUT 1 > |~ [

J‘ — See Relay Outputs 1 — 2 below

\4

ENTER > [

EXIT

—» See Relay Outputs 1 — 2 below

Y

ENTER
< RELAY OUTPUT 2 |~
) EXIT |
e Relay Outputs 1-2
[ RELAY OUTPUT 1 > |

.
[ RELAY OUTPUT 1 EXIT
NAME: RELAY 1 )

\4

RELAY OUTPUT 1 ]
OPEN NAME :

EXIT

\ 4

é RELAY OUTPUT 1 )
CLOSED NAME: ON J

RELAY OUTPUT 1
TOG NAME: TOGGLING

\

EXIT

\ 4

J

EXIT

v

e DC Code Line - NONE

CODE LINE MODE |
NONE > J

DC CODE LINE

Y >

"[press [exit] to cont

5-35
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LOCAL USER INTERFACE

e DC Code Line —K2

[ CODE LINE MODE |

< K2 J‘

ENABLE TRACING ENABLE TRACING |
> NO > < YES J

[RX CONDITION MIN(MS)]
00000

_,[RX CONDITION MAX(MS) |
00000 J

RX LONG MIN (MS) |
00000 ]

RX LONG MAX (MS) |
00000 ]

_,[ RX SHORT MIN (MS) }

00000

RX SHORT MAX (MS) |
00000 )

RX CLEAROUT MIN (MS) |
ooooo

RX CLEAROUT MAX (MS)
00000

_>[ RX REST MIN (MS)

;?F?Fﬂﬂﬂﬂ

00000

a

RX REST MAX (MS)
00000

+“—

Continued Next Page

5-36
COM-00-08-13 NOVEMBER 2009 (Revised AUGUST 2021)
Version No.: A.4

[

"

d—

<



LOCAL USER INTERFACE

Continued from previous page

TX CONDITION MIN(MS) }
™ 00000 J

"[TX CONDITION MAX(MS)]
00000

_,[ TX LONG MIN (MS) |
00000 J

TX LONG MAX (MS) |
00000 J

TX SHORT MIN (MS) |
00000 ]

TX SHORT MAX (MS) |

ooooo )

TX CLEAROUT MIN (MS))
00000 )

OOOOO

TX CLEAROUT MAX (MS) ]

J

TX REST MIN (MS)
00000

;Fﬂﬂﬂﬂﬂﬂﬂ

00000

_’[ TX REST MAX (MS)

+—
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LOCAL USER INTERFACE

Continued from previous page

[

ATCS GROUP NUM |
000 J

CTL ADDR
| 0000000

{CTL ADDR LEN (BlTS)w
00 J

00

{ CTL DATA LEN (BITS) |

{o MAP OFFSET (BYTES)|
00

IND ADDR
0000000

]
)

*[ IND ADDR LEN (BITS) |
00 ]

m

IND DATA LEN (BITS) |

I MAP OFFSET (BYTES)

me

RCHK RLY ON TIME(MS)
00000

PERIODIC RECHECK |
> NO > J

ﬁ DC CODE LINE
* press lexitl to contJ

PERIODIC RECHECK
< YES

RECHECK PERIOD (MIN)
| 0000

DC CODE LINE |
press [exit] to contJ
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LOCAL USER INTERFACE

DNS
< DNS > L
J A
v
- [ NAME SERVER 1 1
ENTER >
192.168.002.001 ) >
[ NAME SERVER 2 |
> EXIT
192.168.003.001 _J -
{ NAME SERVER 3 | >
192.168.004.001
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LOCAL USER INTERFACE

SNMP Trap Handling

[<SNMP TRAP HANDLING> |,

J

S > &)oo.ooo-ooo-ooo

PRIMARY IP

N/

v

[SNMP TRAP HANDLING 1

EXIT

v

PRIMARY PORT:00162 ;

[ BACKUP 1 1P 1

EXIT

v

000.000.000.000 J

EXIT

v

FNMP TRAP HANDLING 1
BACKUP 1 PORT:-00162

EXIT

v

[ BACKUP 2 IP }
000.000.000.000

EXIT

v

[SNMP TRAP HANDLING 1
BACKUP 2 PORT:00162 ;

EXIT

v

[ BACKUP 3 IP }
000.000.000.000

EXIT

v

[SNMP TRAP HANDLING 1
BACKUP 3 PORT:00162 ;

EXIT

v

m
Z
m
o

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

e Modules
[< MODULES >
TR MODULES :
GATFWAY MODF>
[ MODULES ]_, ENTER
< SLOT 1
MODULES _,
< SLOT 2
4 1\
MODULES I EnTeR
L < sloT R )
4 1\
MODULES > B
< SLOT 4 )
'd 1\
MODULES L5 ENE
< SLOT 5 )
4 1\
MODULES B cvrer
< SLOT 6 )
4 1\
MODULES B cvrer
< SLOT 7 )
4 1\
MODULES > B
< SLOT 8 y,
4 1\
MODULES B cnrer
< SLOT 9 )
4 1\
MODULES B cvrer
< SLOT 10 )
4 1\
MODULES g cnrer
L < SI0T 11 )
( 1\
MODULES N enrer
__< SLOT 12 )
4 1\
MODULES g enrer
< SLOT 13 )
4 1\
MODULES | 5 EE
< SLOT 14 )
4 1\
MODULES _,
< SLOT 15 )
[ MODULES ]_,
< SLOT 16

COM-00-08-13
Version No.: A.4

GATEWAY NODE |
GATEWAY:001

J

5-41

SLOT 1: NONE See GEO Pg 5-42
TYPE: < GEO >

[ SLOT 1: NONE

See Panel I/0 Pg 5-43
TYPE: < PANEL 10 >

SLOT 1: NONE
TYPE: < ULCP >

SLOT 1: NONE

See VHFC Pg 5-45
TYPE: < VHFC

SLOT 1: NONE

See Remote Pg 5-46
TYPE: < REMOTE

]—> See ULCP Pg 5-44

NOVEMBER 2009 (Revised AUGUST 2021)



LOCAL USER INTERFACE

e Modules - GEO

[ MODULES )
J

SLOT 1 >

<
SLOT 1: NONE
TYPE: < GEO >

e [ SLOT1: Module 1
NAME :Module ), >
GEO ATCS ADDR w
7.620.100.100.03 P, >
SLOT 1: Module 1
IND OFFSET:00 b, >
SLOT 1: Module
IND QI7E-N1 ) >
N\
[ SLOT 1: Module
CTRL OFFSET:00 ) >
SLOT 1: Module 1
CTRL SIZE:01 b, >
~
5-42
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LOCAL USER INTERFACE

e Modules — Panel /1O

A

[ MODULES )
< soT1 > J

SLOT 1: NONE
TYPE: < PANEL 10 >

v
enren G SLOT1: Module 1
ACTION: CHANGE > ) EXIT »
ﬂ CHANGE><INSTALL (Modules Install (Panel /O, ULCP, VHFC Pg 5-47
SLOT 1: Module 1
NAME :Module ), >
SLOT 1: Module 1
INPUT SIZE:09 ) >
SLOT 1: Module
INPUT OFFSET:00 ) >
N\
SLOT 1: Module
OUTPUT OFFSET:00 | >
SLOT 1: Module 1
IND HOLDOFF 50 ms > | >
ﬂ 50 ms><100 ms><200 ms><500 ms><1 s><2 s
SLOT 1: Module 1
CTRL DELIVERY 50 ms | >
50 ms><100 ms><200 ms><500 ms><1s><2 s
5-43
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LOCAL USER INTERFACE

e Modules — ULCP

MODULES B
< sloT1 >

SLOT 1: NONE
TYPE: < ULCP >

v

v

o [A SLOT1: Module 1
-
CTION: CHANGE > J EXIT

CHANGE><INSTALL (Modules Install (Panel I/O, ULCP, VHFC Pg 5-47

v

[SLOT 1: Module 1
NAME :Module b, EXIT

v

SLOT 1: Module 1
IND HOLDOFF 50 ms > ; EXIT

50 ms><100 ms><200 ms><500 ms><1s><2 s

v

<
SLOT 1: Module
CTRL DELIVERY 50 ms ) EXIT

50 ms><100 ms><200 ms><500 ms><1s><2 s

v

N
SLOT 1: Module
SWITCH OFFSET:QO ) EXIT

SLOT 1: Module 1

v

LED OFFSET:QO EXIT

ENTER

v

5-44
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LOCAL USER INTERFACE

¢ Modules — VHFC

[ MODULES 1.
< soT1 > J
SLOT 1: NONE
TYPE: < VHFC >

v

ENTER
CTION: CHANGE > ] CHANGE><INSTALL (Modules Install (Panel I/O, ULCP, VHFC Pg 5-47

[ SLOT1: Module
A

v
‘P[SLOT 1: Module }

NAME :Modulle

v
{ SLOT 1: Module |
RES:EIVE MODE FRAMED>J FRAMED><STREAM><DTMF ON
SLOT 1: Module ]
QTYX | IQT-FOFKRF1FRNN J
\4
SLOT 1: Module W

ENTER _»[
ETX LIST:¥600000000 J
\4

ENTER _»[ SLOT 1: Module ]
DATA CHANNEL:1

ks ol

[

\4
ENTER _,[ SLOT 1: Module
VOICE CHANNEL:1

ENTER

P
<

SLOT 1: Module
TONE LENGTH:0250
SLOT 1: Module ]

B
TONE SPACE:0250
\4
*[ SLOT 1: Module |
KEY UP DELAY:0200> |
*[ SLOT 1: Module ]
KEY DOWN DELAY:0250 )
v
_{ SLOT 1: Module |
TX FSK MODE:BELL 202)
* BELL 202 1200bps><BELL202 150bps

ENTER _»L SLOT 1: Module ]
X FSK MODE: BELL 202

st ale e

p

v

BELL 202 1200bps><BELL202 150bps

5-45
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LOCAL USER INTERFACE

e Modules — Remote

»

[ MODULES P
< sloT4 > J i

SLOT 4: REMOTE CM/SE NONE><GEO><PANEL I0><ULCP><VHFC><REMOTE
TYPE: < REMOTE

WP [SLOT 4: REMOTE CM/SE
= INAME: Remote CM/SEAR

SNIER REMOTE ATCS ADDR ]
7.125.123.001.89

v
SLOT 4: REMOTE CM/SE] H_>
RCV MAP: SI1 > ]
SLOT 4: REMOTE CM/SE | ﬂ_,
RCV OFFSET:02 J
SLOT 4: REMOTE CM/SE} H_,
E H

ENTER
"[Rcv SIZE:03

SLOT 4: REMOTE CM/SE]
SND MAP:S02

ENTER _’[

v
| SLOT 42 REMOTE CM/S
SND OFFSET:00

| [SLOT 4: REMOTE CM/SE
SND SI1ZE:02

See Table 4-6 for configurable parameters specific to the Remote CM/SEAR |I.
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LOCAL USER INTERFACE

e Modules Install (Panel /O, ULCP, VHFC)

[ MODULES D
< sloT1 > )

SLOT 1: NONE
TYPE: < ULCP >
PANEL 10><ULCP><VHFC

v

L SLOT1: Module 1
CTION: < INSTALL ),
ﬂ CHANGE><INSTALL

[INSTALLING MODULE 581
HIT ECHLN SVC BUTTON; >
e WAMS

[ < WAMS > L

v

v
WAMS 1
"[press [down] to cont |
v

v

[WAMS w
ENABLED: < YES }

NO><YES

v

ENTER
"[ WAMS ADDRESS ]

2.620.01.9100

v

ALM RTRY TIM:00075 |

v

v
ENTER _> W_AMS
press [exit] to cont
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LOCAL USER INTERFACE

e WSA/S2

[ < WSA/S2 > L

J

* A/
WSA/S2 1
"[press [down] to cont |

B

v
[ WSA/S2
ENABLED: < YES }
NO><YES
- "[ UDP Port ]
PORT: 03800
e *[ DESTINATION IP |
. 192.168.001.001
: )
SESSION 1D
= ”[ 1D:001
e *[ ADDRESS ID ]
ID-01

‘: ENTER

[ " COMMS TIMEOUT ]
MS: 05000
v

‘P[ TRANSMIT RATE }

MS: 01000
v

_,[ INPUT OFFSET |
o J
>

0
== INPUT SIZE ]
4 )

e _,[ OUTPUT OFFSET |
00
_,[ OUTPUT SIZE |
4 > J

v

ener G WSA/S2
press lexitl to cont

LF UNEE R REREE @
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LOCAL USER INTERFACE

e ATCS Router

<«

v
e ATCS ROUTER )
TIMEOUT : 000300 )

[< ATCS ROUTER  >|_

v

v

e GPS

[< GPS >JL \

v GPS 1
" press ldownl to cont } EXIT >
v
[ GPS 1
ENABLED: < YES J EXIT >
NO><YES
GPS ] EXIT >

ENTER [
[SATS FOR TIME:4

GPS ) .
RCVR TIMEOUT:00005

v

GPS
ENTER
> TIME DIFF:005

ENTER G.PS
= |press [exit] to cont |

ENTER _’[

v

v

HEEED B

NOTE
NOTE . : : o
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.
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LOCAL USER INTERFACE

e Advanced

[ < ADVANCED > |

J

— See Advanced — Digital Inputs 1-8 Below

[ DIGITAL INPUTS >
ENTER >

A ENTER
—

\4

y EXIT

—» See Advanced — Analog Inputs 1-4 Page 5-50

[ < ANALOG INPUTS >

) > ENTER

v

) EXIT

—» See Advanced — Relay Outputs 1-2 Page 5-50

[ < RELAY OUTPUTS

) > ENTER

v

) EXIT

v

e Advanced — Digital Inputs 1 -8

[ DIGITAL INPUT 1 > |

)

[ DIGITAL INPUT
0

1
FF DEBOUNCE: 00100 J

) EXIT

\4

B

N

A\ 4

*[ DIGITAL INPUT 1 ]
ON DEBOUNCE: 00100

IGITAL INPUT 1 EXIT
PERIOD: 01000 J

COM-00-08-13
Version No.: A.4

v

-
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LOCAL USER INTERFACE

e Advanced — Analog Inputs 1 -4

[ ANALOG INPUT 1 > |

J

[ ANALOG INPUT 1 )
D

ECNIIITINN - NE N J

[ ANALOG INPUT 1 ]
SAMP_PERIOD: 00100

ANALOG INPUT 1 p
AVG COUNT: 10 J

[ ANALOG INPUT 1 )
RERD PERIOD: 00500

_’[ ANALOG INPUT 1 }

REREAD RES: 02.0

-~

ThREe

e Advanced — Relay Outputs 1 -2

J

[ RELAY OUTPUT 1 )
TOG PERIOD: 01000 J

[ RELAY OUTPUT 1 > |

RELAY OUTPUT 1
DUTY CYCLE: 50 %

i
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LOCAL USER INTERFACE

e Password

[ < PASSWORD > |_
J‘

v
*[ OLD PASSWORD |
772 ) 7727is default password | ek

v

v

ma *[ g PASSWORD J

. _,[ 123NEW PASSWORD J

e *[ NEW PASSWORD ]_H
MATCH

v

B >

v

v

e Restore Defaults

[ < RESTORE DEFAULTS |

)

NO><YES

RESTORE DEFAULTS | H—b
> NO > J
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LOCAL USER INTERFACE

5.3.1.6

Monitor I/O

[ < MONITOR 170 > |

J

[ PATH SELECTION > |—> [i5
ENTER _>
’
g 4 ——>  See Monitor I/O — Digital Inputs Pg 5-54
DIGITAL INPUTS >~ L1}
< >
[ v 7y g >
g 4 ——— See Monitor I/0O — Analog Inputs Pg 5-55
ANALOG INPUTS -
< >
[ =
g g —»  See Monitor /O — Relay Output Pg 5-56
RELAY OUTPUTS > |~ L1}
< >
Sl =
g 4 . W —>  See Monitor /O — GPS Info Pg 5-57
—
< GPS INFO >
S =
g 4 —— See Monitor I/O — Modules Pg 5-58

COM-00-08-13

—— See Monitor I/O — Path Selection Pg 5-53

v

J

ENTER
< MODULES
EXIT

5-53

Version No.: A.4

NOVEMBER 2009 (Revised AUGUST 2021)



LOCAL USER INTERFACE

e Monitor I/O — Path Selection

N l The following are examples only. Actual path is dependent on configuration.

J

Fperational Primary J

[ PATH SELECTION

Primarv/Rackiin

"~ PATH 1
Serl : Operational

é PATH 2 )
Ethl : Operational J

[ PATH 3 1
> _
Eth2 : Operational J

é { PATH 4 )
None : Not Used J

Ehddd
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LOCAL USER INTERFACE

Monitor 1/O — Digital Inputs

[ < DIGITAL INPUTS > |

J

A 4

EXIT

v

EXIT

v

EXIT

v

EXIT

v

EXIT

v

EXIT

v

m _’[ ON=1 OFF=- TOG=T 1
77777777 J
1:INPUT 1 1
OFF )
[ 21 INPUT 2 1
OFF J
3:INPUT 3 1

OFF
4ZINPUT 4 1
OFF )
[ 5 INPUT 5 1
OFF J
[ 6 INPUT 6 1
OFF J

EXIT

v

EXIT

v

EXIT

v

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

e Monitor I/O — Analog Inputs

[ < ANALOG INPUTS > |

J

= "[ 13.7 12.1 11.9 0.1

ALL ANALOG 1

Y

J

EXIT

\4

~ =
'—\
—/

EXIT

v

N
w
p
s
—
N
~—/

3:BATT 3 1

EXIT

v

11.9

4:BATT 4

EXIT

v

~—

COM-00-08-13
Version No.: A.4

0.1

EXIT

v
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LOCAL USER INTERFACE

e Monitor I/O — Relay Output

|
n

[< RELAY OUTPUT >
RELAY OUTPUTS

> [ VIEW RELAYS >

[

i
S
FF

[ < ALL RELAYS > }
0

1:0FF 2:
—m
1:RELAY 1
OFF

—
2:RELAY 2
OFF

—m

A

COM-00-08-13
Version No.: A.4

RELAY OUTPUTS

> g > g RELAY OUTPUTS
<R | sET ReLay outeuT 1 <R | ser reLay outeut 2 |17

A A
ENTER

l D E—

\ 4

OFF >
—@o @

[ RELAY OUTPUT 1 ]

[ RELAY OUTPUT 1 ]

< ON >

D ] | EXIT Tul ﬁ_’
RELAY OUTPUT 1
< TOGGLING

—E te B

5-57

A
ENTER

] '

[ RELAY OUTPUT 2 ]

-8 5 B
e ]
4m (BB

[ RELAY OUTPUT 2 ]

>

< TOGGLING
4 tg B+
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LOCAL USER INTERFACE

e Monitor I/O — GPS Info

[ < GPS INFO

>

1e

J

— GPS DATA STATUS
> ACTIVE

«——

NOTE

COM-00-08-13
Version No.: A.4

2

[

LONGITUTE
117 deg 34.37 E

|
J

v A

e

LATITUDE
34 deg 5.27 N

EXIT

v

v )

L &

L UPDATED (HH:MM: ssﬂ

23:19:15

EXIT

v

v

)

v 4

@ B

[

SATELLITES IN USE ]

10

EXIT

v

J

v

0

EXIT

Communications Manager Model 53475 Revision C3 and newer do

not have GPS available.

NOTE
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LOCAL USER INTERFACE

e Monitor I/O — Modules

1e

MODULES

[<

J

v
1:Radio 1/VHFC
”[< SLOT 1 >]u_________>n[

A

16:Radio 1/VHFC
< SLOT 16 >

1:Radio 1/VHFC |
COMMS: GOOD ]

v

EXIT

1:Radio 1/VHFC |
INSTALLED ]

5317 Application

v

EXIT

[< APPLICATION > |

\

APPLICATION
CDL ENGINE NONE >

AP

APPLICATION
REMOVE CDL? NO >

£

EXIT

J NONE><START><STOP

> g

[ APPLICATION ]
REMOVE CDL? < YES

v
APPLICATION

REMOVE LADDER? NO >

. CDL REMOVED!
Press [exit] to cont
APPLICATION

]4- [REMOVE LADDER?< YES

JUT

EXIT

{

v
o LADDER REMOVED!
Press [exit] to cont

i
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LOCAL USER INTERFACE

5.3.1.8 WAMS Test

[ < WAMS TEST > |

_,[ WAMS TEST ] |}'[ WAMS TEST )
4—

SEND TEST MSG? NO > n SEND TEST MSG? < YESJ

{ WAMS TEST
TEST PASSED
OR

[ WAMS TEST
TEST FAILED!

i1t}
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LOCAL USER INTERFACE

5.3.1.9

Site Setup

1,

TE INFO >

J

< SI
[$

S "[Press [down] to contJ <

v
—

SITE SETUP

EXIT

NO>

[ SET DATE/TIME J

ENTER

NO><YES [ < YES

SET DATE/TIME ]

EXIT

v

See Page 5-61

p
CALIBRATE BATTERIES

\ NO> J
CALIBRATE BATTERIES
2t NO><YES [ < YES ]
s 2
SITE INFO: NAME

L Safetran Svstems

EXIT

See Page 5-62

ENTER

( )
SITE INFO: MILEPOST

EXIT

v

J

123.4
(.

[

SITE INFO: D.O.T.
123456A

EXIT

H Iﬂl@l H

v

ENTER

[

SITE
ADDR

INFO: ATCS

.

EXIT

v

[SITE
2.620.00.0000 J

ENTER

INFO: CAD ADDR 1

.

EXIT

v

ENTER

[SITE
PRIMARY BACKUP >

EXIT

v

INFO: PATH SEL
< REDUNDANT

SITE
REFRESH PERIOD: 060

INFO: PATH SEL

J

B

ENTER

ENTER

INFO: INDICATIOﬂ FITE INFO:

INDICATION
REFRESH PERIOD: 060

ENTER

S
LOLDOFF:OO

ENTER

ITE INFO:

INFO: INDICATIOﬂ EITE
OLDOFF:00

COM-00-08-13

INDICATIO@

SITE INFO:

v ¥

F

plPress [exit] to cont

5-61

Version No.: A.4

NOVEMBER 2009 (Revised AUGUST 2021)



LOCAL USER INTERFACE

e Site Setup — Set Date/Time

B

GMT>,
<EASTERN>,
<CENTRAL>,
<MOUNTAIN>,
<PACIFIC>,
<ALASKA>,
<ATLANTIC>,
<ARIZONA (NO DST)>,
<NEWFOUNDLAND>,
<AUS WESTERN>,
<AUS CENTRAL>,
<AUS CNTRL (NO DST)>,
<AUS EASTERN>,
<AUS EASTERN (NO DST)

JAN >, <FEB >, < MAR >,
<APR >, < MAY >, < JUN >,
< JUL >, < AUG >, < SEP >,
<OCT >, <NOV >, < DEC

COM-00-08-13
Version No.: A.4

SET DATE/TIME
< YES

——
] A

v

ENTER

[ SET TIME ZONE
T-ZONE: <PACIFIC>

-

'

ENTER

SET DATE
YEAR: 2009

-

'

ENTER

SET DATE

[MONTH: JAN >

e

'

ENTER

[

SET DATE

]_> =S4 | —

DAY: 05
v

ENTER

[

SET TIME
HH:MM:SS 14:45:00

e

!

ENTE
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LOCAL USER INTERFACE

e Site Setup — Battery Calibration

n [CALIBRATE BATTERIES | ‘
< YES r

[ DISABLE AC POWER ]

Then press [Enterl

Settling .. 159
14.4 13.9 13.8 14.6

v
Wait while
batteries settle.

1 BATT 1 12.4v
[Enter] to accept

2 BATT 2 12.1V
[Enter] to accept

3 BATT 3 12.9v
[Enter] to accept

4 BATT 4 12.6V
[Enter] to accept

ENTER

ENABLE AC POWER o
Then press [Enter] >
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LOCAL USER INTERFACE

5.3.1.10 System Reset

J

[ < SYSTEM RESET |

SYSTEM RESET 1

EXIT

\4

ENTER [
ARF YOU SURF?  NO> )

v ¥
>
A

EXIT

v

ARE YOU SURE? <YES ;

ENTER

SYSTEM REBOOT
PLEASE WAIT. . .

[ SYSTEM RESET

COM-00-08-13
Version No.: A.4
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LOCAL USER INTERFACE

5.3.2 Shortcut Key — Site Setup

2009-Nov-03 03:27PM |

[

SITE: Safetran Sys J‘

SITE SETUP

\4

Press ldownl to cont]

a

EXIT

v

]

SET DATE/TIME
NO>

EXIT

ENTER

NO><YES

[

SET DATE/TIME
< YES

—

See Section 5.3.2.1

v

g
CALIBRATE BATTERIES
NO>

EXIT

.

J
ENTER NO><YE

CALIBRATE BATTERIES
< YES

—

°l

SITE INFO: NAME

See Section 5.3.2.2

| SIEMENS

ENTER

(SITE INFO: MILEPOST )

EXIT

\ 4

(123.4

J

ENTER

(SITE INFO: D.O.T.

EXIT

i I@I?II

v

123456A

ENTER

P
SITE INFO: ATCS

m
=
=

v

ADDR
.

ENTER

SITE INFO: CAD ADDR

|

EXIT

v

[
[

SITE INFO: INDICATIO
REFRESH PERIOD: 060

2.620.00.0000

ENTER

J

SITE INFO: PATH SEL
PRIMARY BACKUP >

ENTER

“]

ENTER

B

EXIT

SITE INFO: PATH SEL
< REDUNDANT

ENTER

FITE INFO: INDICATIO

J
“]

REFRESH PERIOD: 060

ENTER

SITE INFO:
+|Press [exit] to cont

F

EITE INFO: INDICATIOﬂ SITE INFO: INDICATION
OLDOFF:00 OLDOFF:00
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LOCAL USER INTERFACE

53.2.1

GMT>,
<EASTERN>,
<CENTRAL>,
<MOUNTAIN>,
<PACIFIC>,
<ALASKA>,
<ATLANTIC>,
<ARIZONA (NO DST)>,
<NEWFOUNDLAND>,
<AUS WESTERN>,
<AUS CENTRAL>,
<AUS CNTRL (NO DST)>,
<AUS EASTERN>,
<AUS EASTERN (NO DST)

JAN >, <FEB >, < MAR >,
<APR >, < MAY >, < JUN >,
< JUL >, < AUG >, < SEP >,
<OCT >, <NOV >, < DEC

COM-00-08-13
Version No.: A.4

Shortcut Key — Site Setup — Set Date/Time

[ SET DATE/TIME
< YES

]4_

'
l

SET TIME ZONE
T-ZONE: <PACIFIC>

-

4

ENTER

SET DATE
YEAR: 2009

-

v

ENTER

[

SET DATE
MONTH: JAN >

R

v

ENTER

SET DATE
05

[DAY:

]_> EXIT ([

v

ENTER

[

SET TIME
HH:MM:SS 14:45:00

-

'

ENTER
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LOCAL USER INTERFACE

Site Setup — Battery Calibration

COM-00-08-13
Version No.: A.4

[CALIBRATE BATTERIES y
< YES ] r

[ DISABLE AC POWER ]

Then press [Enterl

Settling .. 159
14.4 13.9 13.8 14.6

v
Wait while
batteries settle.

[1 BATT 1 12-4V]
TEnter1 to accept

-

[2 BATT 2 12. 1v]

FEnter1 to accept

o

[3 BATT 3 12-9V]
TEnter1 to accept

o

4 BATT 4 12.6V
[Enter] to accept

ENTER

ENABLE AC POWER
Then press [Enter]

ENTER (NS
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LOCAL USER INTERFACE

5.3.3 Shortcut Key - Diag

2008-DEC-23 15:31 |« Y
SITE NAME: Siemens T

EVENT LOG > ] > [< DIAGNOSTIC LOG ]

=y=|—» See Section 5.3.3.1

. ;

EXIT EXIT EXIT EXIT

[ DIAGNOSTIC LOG ]u DIAGNOSTIC LOG DIAGNOSTIC LOG ]u DIAGNOSTIC LOG }
>

ViEw- Al n VIEW: < 24HR > VIFW- < WK > VIEW: < SEL RANGE

) 1 v 1 7t
Vot |1 b1 b1

[ Nov25 09:11:47 ] [ Dec08 09:10:44 ] [ Nov25 09:11:47 ] [ EVENT LOG ]
COMMGR CPU 10OMO DEBU CPU DLOG BASIC Diaan CPU 10MO DEBUG Closi VIEW: < SEL RANGE
A A

ENTER DATE FROM [ENTER DATE FROM ] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH-MM:SS 08:00:00

P
)l

\ 4

[2008—Aug—09 13:29:05 R
COMMGR CPU_INIT Syst/
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5.3.3.1 Shortcut Key — Diag — Exit to Event Log

[ZOOS-DEC-ZS 15:31 }4—@ - T

SITE NAME: Siemens

EVENT LOG > ] > [< DIAGNOSTIC LOG ]

A

== —p See Section 5.3.3

i 1 j j

v B
EVENT LOG u EVENT LOG EVENT LOG EVENT LOG
VIEW: > > \/IFW- >
[l

ALL n VIEW: < 24HR <  2WK n VIEW: < SEL RANGE
t v t v ) v t

[2008-NOV-07 7:04:57] [2008-Dec-07 7:07:58] [2008-Nov-24 15:07:29] [ EVENT LOG ]

COMMGR CPU INIT Svst CPU Al BATT 1 13.17V CPU CFGM Configurati VIEW: < SEL RANGE
A A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO } [ENTER DATE TO } [ENTER DATE TO [ENTER DATE TO }
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH-MM:SS 08:00:00

<
<

y

[2008-Aug-07 21:12:37)
COMMGR Siemens CPU J

v
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5.3.4 Shortcut Key - Versions

[
»

2008-DEC-23 15:31 |
SITE NAME: Siemens |

N

v
SOFTWARE VERSION
ERSIONS| 1.1.35 J
* SOFTWARE DATE
= T

Dec 11 2009 18:00PS
SOFTWARE ID )
9V961-A01B J
* CDL NAME 1
u-> NOT AVAILABLE JCDL Name shown if installed

v [ CDL VERSION ]
>
u NOT AVAILABLE J

¢ CDL Version will be shown if installed

v LADDER LOGIC NAME |

u NO LADDER LOGIC J
v LADDER LOGIC REV
u" NO LADDER LOGIC

LADDER LOGIC 1D )
NO LADDER LOGIC J

ﬂ*[LADDER LOGIC CHEKSUM]

NO LADDER LOGIC J

I \
u->[,_ L ersionot JLinux version 2.4.26-ts11-5002 9v983-A018

inux version 2.4.26
* Build #002 Sep 22 2009
[ FPGA VERSION ]
>
>
CPLD VERSION )
1.2 J Carrier Card Firmware Versions
* [ TOP ASSY PART 1
>
u 53475

[ TOP ASSY SERIAL |
_>
= )

v

ol b ol b o o o s

<

+—

Continued Next Page
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N

TOP ASSY REVISION
C*

\

Continued From Previous Page

»

J

v
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[ CARRIER PART ]
>
= ssaze

CARRIER SERIAL
o3

N

CARRIER REVISION )
c2*

v
-
E
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5.3.5 Shortcut Key - Status

2008-DEC-23 15:31 |
SITE NAME: Siemens

—» See Page 5-53

v

v N
PATH SELECTION > |—> [
STATUS |md
v x g

4 ) > ENTER

EXIT

—» See Page 5-54

v

[< DIGITAL INPUTS >

J

v %

g * ENTER
[< ANALOG INPUTS >r’

EXIT

— See Page 5-55

v

J
v &

B El

[ < RELAY OUTPUTS >

) > ENTER

EXIT

—> See Page 5-56

v

J

v %

G &

) ENTER
—

EXIT

—» See Page 5-57

v

[< GPS INFO >

J

v 4

[ E

EXIT

—» See Page 5-58

v

ENTER
[< MODULES I—’

J
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SECTION 6
OPERATION AND MAINTENANCE

6.0 OPERATION AND MAINTENANCE
6.1 GENERAL

The Communications Manager operates transparently once setup and configuration is
completed. Monitoring of the Communications Manager is available locally or via the Web Ul
utility.

6.2 MAINTENANCE

Periodic housekeeping maintenance is advised, to remove dirt and debris on and around the
unit. Verify all connections are secure and wiring is not damaged. Keep mating connectors on
unused connections to avoid dirt and debris build up.

6.3 USER USB CONNECTOR

The User USB Connector is used to download logs and upload software upgrades and
configuration information. Use of a flash memory stick is ideal for this operation, or a computer
may be used as well.

2008-DEC-02 15:06
CITE NAME-
1 2 3 Site
.... ABC Setun
Clear
MNO Alarmg Iarm

Figure 6-1 User USB Connector
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6.3.1 USB Connector Operation

Inserting a USB Flash Memory Stick will automatically activate the USB port. Upon insertion of
the USB Stick the green LED will illuminate and the first of a series of interactive messages will
appear in the text window as shown in the figure below.

Interactive Messages
GET FULL EVT REPORT?
< YES

3 Site
Symbol DEF Setup

6 View
MNO Alarms

Clear
Alarms

(=
Py
-

(o]

ersiong Status

USB Error LED
USB Data LED

USB Active LED

=
. s
£l ™

> &

USB Flash Memory Port

Figure 6-2 USB Connector Operation

6.3.1.1 USB Port Interactive Menus

Inserting the USB Flash Memory Stick will activate a series of interactive menus for
downloading reports and configuration data, as well as uploading configuration data and
software upgrades. The following figures display the order in which the Menu text appears.
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Insert Flash Memory
Into User USB Port

GET FULL EVT REPORT
AT’[ NO >

—

< YES

[GET FULL EVT REPORT] g Eirer | BN

Event Report
Downloaded

B ]

[GET 24HR EVT REPORT]
NO >

GET 24HR EVT REPORT
< YES

] > ENTER S 2

Event Report
Downloaded

i v
GET 2WK EVT REPORT?
NO >

| Event Report Downloaded |

GET 2WK EVT REPORT
< YES

] > ENTER —

i v

[GET FULL DIAG REPORT]

NO >

| Event Report Downloaded |

Event Report
Downloaded

GET FULL DIAG
REPORT

'SR

] > ENTER —

Event Report
Downloaded

i v

[GET 24HR DIAG REPORT]
NO >

GET 24HR DIAG
REPORT

)

-

Event Report
Downloaded

B |

[GET 2WK DIAG REPORT]
NO >

[GET 2WK DIAG REPORT]_,H—;

< YES

Event Report
Downloaded

i \4

[ GET VERSION REPORT

—

NO >

GET VERSION REPORT
< YES

» ENTER —P

Event Report
Downloaded

i v

[ GET CONFIG REPORT
NO >

—

GET CONFIG REPORT
< YES

> ENTER —>

Config Report
Downloaded

| B |

CONTINUED NEXT PAGE
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CONTINUED FROM PREVIOUS PAGE

! l

UPGRADE SW?
NO >

[

UPGRADE SW?
< YES

SELECT UPGRADE FILE
Commgr nvmef 1.1.31r

m

[

A 4
PLEASE WAIT
i1iillcollll

REMOVE USB 1 AM
REBOOTING.

)

m-

GET CFG FROM CMGR? u
NO >

[

GET CFG FROM CMGR?
< YES

Config Data
Uploaded

> ENTER —>

PUT CFG TO CMGR?
NO >

[ B |

PUT CFG TO CMGR?
< YES

J

[

SELECT CFG FILE
NV--_bin

REMOVE USB 1 AM
REBOOTING.

- |

EXIT USB MENU?

[ NO >

g |

EXIT USB MENU?
< YES

J

ENTER 2008-DEC-03 09:12
SITE NAME: Safetran

i
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6.4 SOFTWARE UPGRADE

Software upgrades may be installed from a flash drive via the User USB Port. Ensure that the
USB drive file structure and file type locations are as indicated below.

safetran
= COMMGR
application

CMPath.cdl
CommsManager CNEOQ5.cdl
ctlind.llb

ctlind.llw

Configuration

nvconfig.bin
nvconfxxx.bin

Executive

cm_mef X.X.XXr.tgz
commgr_initfs X.X.XXr.tar.qgz
commgr-setup.sh

fpga

fpga vl 8.rpd

Figure 6-3 USB Drive File Structure
6.5 STATUS INDICATORS

The Communications Manager is equipped with a series of status indicators that provide a
visual of system operation as well as input and output status at a glance.

6.5.1 System Status Indicators

The Communications Manager has three System Status Indicators that provide the Health,
GPS, and ECD status as shown in Figure 6-4.

Bl Health

Figure 6-4 System Status Indicators

NOTE

NOTE

Communications Manager Model 53475 Revision C3 and newer do
not have GPS available.
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6.5.1.1 Health Status

Health status of the Communications Manager is provided by the Health LED. The Health LED
flashes 1 Hz to indicate good health. Bad health is indicated by an indicator flashing rate of 4
Hz.

6.5.1.2 GPS

GPS signal status is provided by the GPS LED. A flashing GPS LED indicates satellite signals
are being received. GPS information may be viewed using the Local User Interface (LUI) or the
Web Ul via a web browser. A steady indication occurs when GPS signals are not being
received.

NOTE
NOTE . : : o
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

6.5.1.3 ECD

The External Configuration Device (ECD) LED flashes periodically when data is being sent to
or received from the ECD.

6.5.2 Ethernet Ports Status

Each of the four Ethernet Ports has two LED indicators that provide active connection and data
transfer status as shown in Figure 6-5. Each port is equipped with a yellow LED indicator that
flashes when data is transferred through the port. A green LED represents the connection status
of the port. An active connection will illuminate the LED.

Figure 6-5 Ethernet Port Status Indicators
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6.5.3 Serial Port Status

Each of the four Serial Ports has LED indicators to provide a visual indication of the operation
as displayed in Figure 6-6. Each port is equipped with a data transmit (TX) and receive (RX)
LED. Ports 1 and 2 have a third LED to indicate if the port has been configured for RS-422
operation.

————————— R | AL e——————————————————

I TX [ RX g RS-422 B TX [ RX g RS-422 B TX [ RX B X[ RX

PORT 1 PORT 2 PORT 3 PORT 4

Figure 6-6 Serial Port Status Indicators

6.5.4 Relay/ Code Line Output Status

The Relay Outputs have LED indicators to provide the relay output status as shown in Figure
6-7. No indication represents an Open relay output (de-energized state). An illuminated LED
indicates the relay output is Closed (energized). A toggling relay output is indicated with a
flashing LED. The Relay 2 Output may also be configured for DC Code Line Output. The Code
Line LED will illuminate when the Code Line is active. Relay Output LEDs may be controlled by
a CDL program. Refer to the CDL reference manual for details.

3 RLY2
= RLY1 mCODE OUT

F1 H1 B1 Fl1H1l B1

|| Eﬁ ||

Figure 6-7 Relay / Code Line Output Status
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6.5.5 Analog Inputs/Code Line Input

There are four Analog Inputs available on the Communications Manager, with the fourth input
capable of being configured as a DC Code Line Input. Active inputs will illuminate the yellow
Status LED as shown in Figure 6-8 below. Analog Input LEDs may be controlled by a CDL
program. Refer to the CDL reference manual for details.

+
= ANALOG INPUT 1

+
_ ™ ANALOG INPUT 2

+
- = ANALOG INPUT 3

+ . CODEIN
= ANALOG INPUT 4

:
:
:
:
:
:
:
u-

Figure 6-8 Analog Inputs / DC Code Line Input Status
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6.5.6 User Defined Status

The Communications Manager is equipped with 16 User Status Indicators, displayed in Figure
6-9, that may be configured via the CDL software. These indicators may be configured to
indicate device status, alarms, etc. A label area is provided adjacent the indicators for local
identification of the device or condition being monitored.

ser10

Usger 7

User16

Figure 6-9 User Defined Status Indicator
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6.5.7 Digital Input Status

The eight Digital Inputs are equipped with LEDs to indicate input activity, as shown in Figure
6-10. A label area adjacent to the status LED is available for local identification of the input
source. Digital Input LEDs may be controlled by a CDL program. Refer to the CDL reference
manual for details.

DIGITAL
INPUT 1
DIGITAL
IN PUT 2
DIGITAL
IN PUT 3
DIGITAL
IN PUT 4

DIGITAL
IN PUT 5
DIGITAL
IN PUT 6

DIGITAL
IN PUT 7
DIGITAL
IN PUT 8

Figure 6-10 Digital Input Status and Identification
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6.5.8 Isolated Power Supply / Echelon®

The Communications Manager is equipped with a 12 VDC, 3 Ampere Isolated Power Supply
Output for use with non-vital equipment. A red LED illuminates when the power supply output is
enabled via software control. The default setting enables the output. An Echelon® connection
provided for interfacing with Echelon® Lon-Talk® network equipped devices. The Echelon®
connection is a non-polarized twisted-pair. A dual color (Green/Yellow) LED indicates
connection and data transfer.

+ 12vDC ISOLATED

- OUTPUT

= ECHELON

~/

Figure 6-11 12 VDC Isolated Power Supply / Echelon®
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SECTION 7
TROUBLESHOOTING

7.0 TROUBLESHOOTING

7.1 GENERAL

Operation of the Communications Manager in most cases will be transparent. If a problem
arises, the following table may be used for troubleshooting. Any questions may be directed to

Siemens Customer Service.

Table 7-1 Troubleshooting Chart

Problem

Possible Causes

Corrective Action

Green Power LED not
illuminated.

No power to the Communications
Manager

Check power supply input and
polarity.

12 VDC lIsolated Power Supply
LED is not illuminated.

An over current situation has
occurred.

Clear the over current and
reset the Communications
Manager.

12 VDC lIsolated Power Supply

Output Voltage is below 12 VDC.

Excessive Load or Short Circuit

Remove load and check output
voltage. If 12 VDC returns
verify load is under 3A.

Ethernet Port inoperative.

Parameters not properly set.

Check port settings.

Serial Port inoperative.

Parameters not properly set.

Check port settings.

No GPS information available. No satellite signal available. Check GPS Antenna
installation.

USB Error LED illuminates when | Flash Drive corrupted or Use a different USB Flash

attaching Flash Drive. inoperative. Drive.

Site ATCS Address changes
when Communications Manager
restarts.

When VHLC code unit performs

XID operation with Communications

Manager, if the ATCS provided in
XID message is different than the
current Site ATCS address, the
current Site ATCS Address is
overwritten with that contained in
the XID message.

This is normal behavior.

COM-00-08-13
Version No.: A.4
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Table 7-1 Troubleshooting Chart (Continued)

Genisys Office polling stops

When Communications Manager
receives an indication from a
Genisys code unit, indication is sent
to the office. Then,
Communications Manager
suspends polling until office replies
with an RF acknowledge,
Communications Manager resumes
polling. On the other hand, if after
60 seconds, no RF
acknowledgement is received, poll
automatically resumes.

This is normal behavior.
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7.2 REPLACING COMMUNICATIONS MANAGER UNIT

Replacing a Communications Manager unit is a quick and simple procedure. The following
procedure details exchanging a Communications Manager unit:

1. Verify connected equipment is shutdown and secured to enable disconnection from
Communications Manager.

2. Mark connector locations and remove all connectors as shown in Figure 7-1.

f

= |SAFETRAN

! §

&=

Figure 7-1 Uninstall Communications Manager — Unplug Connectors
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3. Remove unit to be exchanged and install new unit as shown in Figure 7-2 .

i

ations Maneges ™
— —-—
_— _—
—_— —_—
_— —
_— —_—
—_— —
| —
_— L d

Figure 7-2 Uninstall Communications Manager — Remove and Replace Unit

4. Install GPS antenna cable as shown in Figure 7-3

5. Install Power/ECD connector as shown in Figure 7-3 (do not connect any external
equipment at this time) and allow Communications Manager to boot up.

Figure 7-3 Re-install Communications Manager — Connect Power and GPS
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6. Verify using Keypad and display (LUI) Site configuration information has been transferred to
the replacement unit. Note: Configuration information is stored in the ECD and automatically is
loaded at unit start up.

7. Once Communications Manager's operation and configuration are verified, power down
Communications Manager and insert the peripheral equipment connectors taking care to
return connectors to their proper location.

1
X

WW T

Figure 7-4 Re-install Communications Manager — Re-connect Peripheral Equipment

8. Power up Communications Manager and perform necessary tests to verify system is operating
properly.

—

i

Figure 7-5 Re-install Communications Manager — Returning System On-Line
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