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COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5


http://www.usa.siemens.com/rail-manuals

DOCUMENT HISTORY

Version

Release
Date

Sections
Changed

Details of Change

A

Jan 2010

Initial Release

A1

May 2012

Sec 1

Sec 2

Sec 4

Sec 5

Pg 1-12 Sec 1.7.1.7 DC Code Line

Figure 1-9

Table 1-1

Pg 1-13 Sec 1.7.1.8 Code Line Input

Figure 1-10

Table 1-2

Pg 1-14 Sec 1.7.1.9 Analog DC Code Input Connector
Figure 1-11

Pg 2-8 Sec 2.1.10 Remote CM/SEAR ||

Pg 4-11 Sec 4.3.4.4 DC Code Line

Sec 4.3.4.4.1 Protocol Conversion Mode

Pg 4-12 Sec 4.3.4.4.2 Non-Vital Logic Controller Mode
Pg 4-13 Sec 4.3.4.4.3 DC Code Line Settings

Figure 4-15, Figure 4-16,

Pg 4-14 Figure 4-17, Figure 4-18

Pg 4-15 Table 4-3

Pg 4-30 Sec 4.3.4.10.11 Module Editor (Add Remote
CM/SEAR), Figure 4-35, Figure 4-36, Figure 4-37

Pg 4-31 Figure 4-38, Figure 4-39
Pg 4-32 Figure 4-40, Table 4-4

Pg 5-35 Sec 5.3.1.5.8 DC Code Line (User parameter
“NONE")

Pg 5-36 Sec 5.3.1.5.9 DC Code Line (User parameter
“KZH)

Pg 5-41 Sec 5.3.1.5.12 Modules (Add Remote
CM/SEAR 1)

Pg 5-46 Sec 5.3.1.5.12.5 Modules Remote CM/SEAR
Il parameters

A2

Jul 2014

All

Convert to Siemens Format

A3

Aug 2017

Sec 4

Sec 5

Pg 4-44 Sec 4.3.4.16 WSA/S2 Configuration Menu
Figure 4-56, Figure 4-57

Pg 4-45 Table 4-10
Pg 5-48, WSA/S2 Local User interface Menu

COM-00-08-13
Version No.: A.5

iii
NOVEMBER 2009 (Revised JANUARY 2023)




A4 Aug 2021 Sec 1 Pg 1-10 Sec 1.7.1.3 Remove Figure 1-6,
Add Table 1-1
Pg 1-11 Add Table 1-2
Sec 3 Pg 3-32 Sec 3.2.1.28 Add GPS Note
Sec 4 Pg 4-27 Sec 4.3.4.9 Add GPS Note
Pg 4-60 Sec 4.3.7.1 Add GPS Note
Sec 5 Pg 5-40 Sec 5.3.1.5 Add GPS Note
Sec 6 Pg 6-5 Sec 6.5.1 Add GPS Note
A5 Jan 2023 Sec4.3 Added software version information to address IP
address and web browser compatibility.
iv
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5




Table of Contents

Section Title Page
1.0 GENERAL DESCRIPTION ...ttt ittt ettt e sttt e e e sttt e e s ssteeeessnteeaeaanteeaessnteeeesanneeeesanseeaesas 11
R N €1 Nt SRR 11
1.2 DEFINITIONS AND ACRONYMS ..ottt ettt e e e st e e e et e e e e sara e e e e snbaeaeeanes 1-2
1 T T 0 RPN 1-5
1.4  APPLICABLE DOCUMENTS ...ttt ettt st e e e et e e e e nte e e e eneee e e eneeeeennnes 1-5
1.5 ORDERING INFORMATION .....ooiiiiiiiii ettt ettt e ettt e e e e e e e e e nee e e e eneeeeeeneee 1-5
1.6 SPECIFICATIONS ... .ot e e et e e e et e e e e ettt e e e e tte e e e eabeeeeesreeesasreeeeannes 1-6
1.7  TERMINATIONS, INDICATIONS, AND CONTROLS .......oooiiiiiiiee e seee e saeee e 1-8
1.7.1 Connector Termination DesSCrPtioN .............ooiiiiiiiiiiiic e 1-9
1.7.1.1 Power ConNECIOIECD [1] .uuriiiieeiii ittt e et a e e e e e snreaeeeaeas 1-9
1.71.2 Digital Input ConNECTOrs [B] [6] .. .vveeeeireiieeiiiieeeiiiie ettt e et e e e e e sneeee e 1-9
1.71.3 GPS Antenna ConNECTOr [4] .....ooo i e e 1-10
1.71.4 Serial ConNNECLOrS [7][8] ... uvureriiieeieiiiiiie ettt e e et e e e e et eas 1-10
1.71.5 Ethernet POMS ... 1-11
1.7.1.6 REIAY OULPULS ...t e e e e s e e e s eeeeas 1-12
1.71.7 DC Code Line OUIPUL .......uuuiiiiiiii e 1-13
1.71.8 DC Code Line INPuUt CONNECLOT ........couiiiiiiiiiie ettt 1-14
1.7.1.9 Analog Input/DC Code Ling CONNECION ........ccoicuiiieiiiiiiee e 1-15
1.7.1.10 Echelon® / Power Output CONNECION ..........ccceiuiiueeeieeeeee et 1-16
2.0 APPLICATIONS ...ttt ettt e ettt e e ettt e e sttt e e e aatte e e e aasteeeesnsseeeeannseeeesnnseeaesnneeaean 2-1
2.1 APPLICATION OVERVIEW .....oooiiiiii ettt ettt e et a e e ae e e s enae e e e area e e e 2-1
2.1.1 ATCS NEIWOTK ...ttt e et e e et e e e e st e e e este e e e enteeeeeneeeeeennes 2-2
21.2 L] @ I Y o] o] fox=1 1 To] o NN TSR 2-3
213 CN2000A and CN2000B AppliCatioNn..........cceiiiiiiiiiiee e 2-4
214 Ground Fault Tester SUPPOIT..........eiii e 2-4
21.5 AV 1O T o] o T o SRR 2-5
2.1.6 21041V Y o] o] o= 11 1o] o U ET RO US 2-6
21.7 Universal Local Control Panel (ULCP) Interface ..........cccoveeeeeeiiicciiiiieee e 2-7
21.8 Local Panel I/O INtEIFACE ......cevvieiieeeeee e 2-7
219 VHF Communicator Application ...........oooo e 2-7
2.1.10 Remote Communications Manager/ SEAR 1 .........oooiiiiiiiiiie e 2-8
3.0  INSTALLATION AND CONFIGURATION......ciiiiitiiiieiiie ettt e st e e st e e e e sneeeeeennes 3-1
3.1 INTERCONNECTION OVERVIEW .......ooiiiiiiiiie ettt e snaae e 3-1
3.1.1 IVIOUNTING et e ettt e e e rab e e s aab et e e e anbe e e e e rnbeeeeeas 3-2
3.1.2 POWET CONNECLONS. ... ..eiiiiiiiiie ettt e e e e e e st e e e snteeeessntaeaeesnseeeeans 3-3
3.1.21 Power Conductor Wire Preparation.............oocccuiieiiie it 3-4

%
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



3.1.2.2 Installing EMI Filter on Power Cable ...........cooiiiiiiiiiie e 3-5
3.1.3 Digital and Analog /O CONNECHONS.........ccccuiiiiiiiiiee e e e e 3-7
3.1.3.1 Connector Wiring ProCEAUIE ...........ceuiiiiiiie ettt a e 3-7
3.2  USER CONFIGURATION ...ttt ettt ettt e sttt e e sttt e e sttt e e e st e e e saaeeeesnsaeeeesnsseeeeannseeeeennnneas 3-8
3.2.1 Path Selection MOUES...........uiiiiiiiiie e e e e 3-8
3.2.11 Primary/Backup MOGE ..........oooiiiiiiie e 3-9
3.21.2 Redundant MOde ... 3-10
3.21.3 =T AT E= 1 1T Yo 1= S 3-10
3.21.4 Path Configuration for WCP ... 3-10
3.2.1.5 Guidelines for ATCS AdAreSSiNg ......ccoiuuiiiiiiiiiie i 3-14
3.2.1.6 General ADdress GUIAEINES...........ueiiiiiiiiie e 3-15
3.21.7 Communications manager Site AdAreSS ...........covciveeiiiiiee i 3-15
3.21.8 Guidelines fOr RSSI ValUES ......oooeiiiiiieeee e 3-16
3.21.9 Site Setup Configuration OPLioNS ...........ooiiiiiiiiiiie e 3-17
3.2.1.10  Serial Port Configuration OPioNS ..........ccuuiiiiiiiiiie e 3-18
3.2.1.11 Ethernet Port Configuration OptioNS...........cccccuiiiiiiii e 3-21
K 0 e D | N 1S3 @] o) o 3 -SSR 3-23
3.2.1.13 EChEION® OPLONS. .....cuiieieiiciicteeiece ettt ae st ne e 3-23
3.21.14  Gen/ATCS Field Protocol OptioNS.........ccccuuiiiiiiiiiiieceeeee e 3-23
3.21.15 Gen/ATCS Office Protocol OptioNnsS ..........coiiioiiiiiiee e 3-24
3.2.1.16  Genisys Office ProtoCol OPtiONS..........cooiiiuiiiiiiie e a e 3-24
3.2.1.17  ATCS/HDLC ADM OPLONS .....uviieeiiiiie ettt eeee et e et e e et e e e e e e e e enaeeeeenees 3-25
3.2.1.18  ATCS/HDLC Ul OPLIONS ...eciiiiiiiiieiiiiie ettt ete e et e e et e e s sateee e s enraeaeeanes 3-25
3.2.1.19  ATCS/HDLC POLL OPLiONS......eiiiiiiiieeiiiiieeestiie e e sieee e sieeeesssteeeessnteeeessnseeeeesnseeeesanes 3-26
3.2.1.20  Office Path OPLiONS......coouiiiiiieie e 3-26
3.2.1.21 CN2000A & CN2000B ProtOCOIS ......cccocuueiieiiiiiieiiiiee ettt eaeee e e 3-27
3.21.22 Dumb Terminal OPLiONS........cooi et e e 3-27
3.2.1.23 Diagnostic TeXt OPLIONS. ......eiiiiiiiicciieeie e e e e e e e eeae s 3-28
3.21.24 (D] To T1e= T[0T o101 A @] o] 1] oIS SRR 3-28
3.2.1.25  Analog INPUt OPLiONS ......eeeiiiiie e 3-29
3.2.1.26 Relay OULPUL OPLIONS .....oiiiiiiiie it e e e e e e 3-30
3.2.1.27 Diagnostic Logging OPtiONS..........uiiiiiiiiiiiiiiie e 3-31
3.2.1.28  GPS Configuration OPLioNS ...........uviiiiiiiiiicieie e a e 3-32
3.2.1.29  SINIMP TS ..uveieeiiiiieeeiieiee e eteee e e eteeeesantaeeessntaeeessstaeeesanteeaesanteeaesanseeeesanseeeesansaneesanes 3-32
B.2.1.30 WS A/S 2 . e e e e e e e eare e e e e aaeaeeannes 3-34
4.0 WEB USER INTERFACE (WEDUI) ....eeiiiiiiiiie ittt ettt sttt e e ettee e st e e e eneeas 4-1
g I €1 N =t SRS 4-1
4.2 USER COMPUTER SETUP ...ttt ettt ettt e e nre e e e e nre e e e 4-1
4.3 STARTING THE WEB USER INTERFACE (WebUI) .....coiiiiiiiieiiiiie et 4-2
4.3.1 For Software Version 1.19.4Y and Earlier..............ooevveeveeiiiiiiiiiiiieeeeeeeeeeeeeeeeeeeeeeeeeeeees 4-2
4.3.2 For Software Version 1.20.1AA and Later..........cccoviiiiiiiiniiiiiee e 4-2
4.3.3 L AT/ o 38 o T | o S 4-2
434 Web Ul WEICOME PAGE ......oooiiiiiieiieii e 4-4
Vi
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



435
43.6

4.3.6.1
4.3.6.2
4.3.6.3
43.6.4
4.3.6.5
4.3.6.6
4.3.6.7
4.3.6.8
4.3.6.9
4.3.6.10
4.3.6.11
4.3.6.12
4.3.6.13
4.3.6.14
4.3.6.15
4.3.6.16
437

43.71

4.3.7.2

43.7.3
43.8

4.3.81

4.38.2

43.8.3
4.3.9

4391
4392
4393
4394
4395
4.3.9.6
4397
4398
4.3.9.9
4.3.9.10
4.3.9.11
43.9.12

4.3.10
4.3.10.1
4.3.10.2
4.3.10.3

COM-00-08-13
Version No.: A.5

WebUI TroubleShOOtiNg ......ccoiueiiiii e 4-5
NoN-Vital ConfiGUIratioN...........ccoiuiiiiiiii e 4-6
F g F=1 oY TN [T o | PR UPPPRRRP 4-6
2 T (o 11 (= SRR 4-9
CDL LOG VErbOSItY LEVEL ......uvviiiiieeiiecieeeee et a e 4-10
[ L@ 7o Yo [N N T O ST 4-11
Diagnostic Log Configuration ..............ooiiiii i 4-17
Digital Input Configuration .............cooiiiiiiieiie e e 4-18
(LY 1= Qo Ty £ S 4-20
Event Log Configuration ............ocueeiiiiiiiie i 4-26
L] PSP 4-27
1o o 131 = TR 4-28
[RN=TE= 1Y O 11 1 o | TSRO 4-32
S T=T 4 =TI o ) o £ S 4-34
SNMP ConfIQUIation ........coii it e e e nee e e e eneee 4-41
WAMS CoNnfiQUIratioN .........ccooiiiiiiiiiie e 4-43
WSA/S2 Configuration..........c.uuviiiiiei i a e e 4-44
L0 g F= T aTo TSI = LTS T o] o S 4-46
0T 1SS 4-48
(D] E=Te ] glo 1= i3 I o T PSPPSRI 4-48
Y=Y o) 3 oY PRSP 4-52
L0 0 I I o SRR 4-55
=TT Y (=Y g =T Lo S 4-55
SOfWAIrE UPGrade ... .coooeieiieiieii e 4-56
Y ES C=T 1 T I 1= SRR 4-57
1070141 1o VL= 11[o] o [P PRSPPI 4-57
S = LU SR 4-60
Status Menu - GP S ... e 4-60
StAtUS MENU — 1/O ...t 4-61
Status Menu — /O LED...... .. e 4-61
Status Menu - USEr LED ........oooiiee e 4-62
Status Menu — ECNEION®..........c.ooiiiiieeee et 4-62
Status Menu — WAMS ... e e e 4-63
Status MenU - Path ..o e 4-63
Status Menu — BCM DiagnOStiCS ......ccoiuiiiiiiiiiiie i 4-64
Status MenNU — AlGIMS ... e e e e e e e e e e e 4-64
Status Menu — Ladder LOGIC. ....c.eiuuiiiiiiiiiee it seieee ettt e st neee e 4-65
Status Menu — Relay OUIPULS..........eiiiiiiiii e 4-66
Status Menu — Route Table .........cc.eeiiiiiii e 4-67
=T 0 To ] o £ O 4-67
Reports — Config REPOM ........cooiiiiiii et 4-68
Reports — Version REPOI ..o 4-69
Y o] o] o= 1 11 o PP PPPPR 4-70
Vi

NOVEMBER 2009 (Revised JANUARY 2023)



4.3.11 WED UL LOGOUL......eiie e et e 4-77

5.0 LOCAL USER INTERFAQCE ... ittt ettt ettt e et e e s mte e e smeeeene e e emeeeeenneeennes 5-1
5.1 LOCAL USER INTERFACE KEYPAD......ccciittitiiiiie ettt siee e st e saee e asaeeaesnsaeaesnseeeeenneeas 5-2
5.2 LOCAL USER INTERFACE MENUS ...ttt e 5-3

5.2.1 SNOMCUL KEYS ...t e e e e e e neeeas 5-3
5.2.2 TESE Y S .ttt 5-3
523 [T =Ter (o] o T (o) TP 5-3
5.3  MENU STRUCGTURES ...ttt e st e sttt e s st e e e snae e e e snseeeeeannneeeesnneeas 5-4
5.3.1 1= o T PO PUPPRPPRRRN 5-5
5.3.1.1 St DAte/TIME ...ttt 5-6
5.3.1.2 Set Manual Path ..o 5-7
5313 VIEW REPOIT ... 5-7
5314 LI = LTSI A=Y o £ SRR 5-9
5.3.1.5 Change SettiNgS ... ..coiiiiiiii e e 5-10
5.3.1.6 17 FoT a1 o] 1 SR 5-53
5.31.7 Y o] o] o= 1 11 o PR PPPPR 5-59
5.3.1.8 LN S T = RSP 5-60
5.3.1.9 ST LIS T=Y (U o SR 5-61
5.3.1.10 SYSIEM RESEL ...oiiiiiee ettt e 5-64
5.3.2 Shortcut Key — Site SetUP.......ueiiiiiiii e 5-65
5.3.2.1 Shortcut Key — Site Setup — Set Date/Time ........cooceeiiiiiiiii e 5-66
5.3.3 S aTe] g (oTT L NGV I 1 - o PSR 5-68
5.3.3.1 Shortcut Key — Diag — EXit t0 EVENt LOG ..oooiuiviiiiiiiiiiee e 5-69
5.34 ShortCUt KEY = VEISIONS ...ttt e a e e 5-70
5.3.5 Shortcut Key - STatus........ooo i 5-72

6.0 OPERATION AND MAINTENANCE ... ittt e et e e sae e e smeeeenaeeeenneean 6-1
Lt T €1 = Ny USRS 6-1
6.2 MAINTENANQ E...... .ottt e st e e st e e e s be e e e e e nteeeeasnseeeeeanseeeeeanseeeeeannee 6-1
6.3 USER USB CONNECTOR .....ctitiiiiieiie et eee ettt e see et e sete e e steeesneeesmeeeesaeeesnseeaeeeeanseeanneeannneens 6-1

6.3.1 USB Connector OPeration ..........oo e a e e e e eneeeee s 6-2
6.3.1.1 USB Port INTEractive MENUS .........cooiiiiiiii ettt e e e nneeee e 6-2
6.4  SOFTWARE UPGRADE ...ttt ettt e e st e e et e e s e e e eateeeeeeaeeeeanreeeaneeaanneens 6-5
6.5  STATUS INDICATORS ...ttt ettt e et e e st e e e st ee e e e st e e e aansteeeeanseeeeeanneeeeeannes 6-5
6.5.1 System Status INAICALOrS .........ooiiiiiii e 6-5
6.5.1.1 [ [T 1L TS = (1 LS 6-6
6.5.1.2 L] PR 6-6
6.5.1.3 0 I SRRSO 6-6
6.5.2 Ethernet Ports STatus..........oouioiii e 6-6
6.5.3 Serial POrt STAUS ....eeiiiie e 6-7
6.5.4 Relay / Code Line Output Status ..........ooiiiiiiiiiiii e 6-7
6.5.5 Analog INnputs/Code Line INPUL ......cooiiiiiiiie e 6-8
viii
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



6.5.6 User Defined StatUs........c..uiiiiiiee et e e
6.5.7 Digital INpUt STAtUS.......eeeiiie s 6-10
6.5.8 Isolated Power Supply / ECheloN® ..........c.ooouiiiiiecieieeeee e, 6-11
7.0  TROUBLESHOOTING ....cooiitiiie ittt ettt e e e e st e e e e st e e e e st e e e e nbe e e e enteeeeeneeeeeannee 7-1
A T €1 =1\ = PSSR OPPPRRO 7-1
7.2 REPLACING COMMUNICATIONS MANAGER UNIT ...oooiiiiiiieiiiee e 7-2

ix
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



List of Figures

Figure 1-1 CommuNiCatioNS MaNAGET ............uiiiiiiiiii ettt e e s e e e neee e e ennee 1-1
Figure 1-2 Termination, Indicator, and Control LOCAtIONS...........ccueveiiiiiie i 1-8
Figure 1-3 Power CONNECIOIECD .........ooiiiiiiiiiiii et e b e e e 1-9
Figure 1-4 Digital INPUt CONNECIOT .........uiiiii i e e e e e e e e e e e e r e e e e e e s e ennnrees 1-9
Figure 1-5 GPS ANtenna CONNECION ......ccoiiiiiii it 1-10
Figure 1-6 Ethernet RJ-45 Orientation and Pin-0Ut ...............coooiiiiiiiiiie e 1-11
Figure 1-7 Relay Output (De-8NErgize€d)...........cccuiiiiiiiiieeiiiiie et e nae e e 1-12
Figure 1-8 DC Code LiNe OULPUL .......eeiiiiiiee e e 1-13
Figure 1-9 Analog Input/DC Code Line Input Connector — Code Line Enabled ...........c.ccocveveiiienennnee. 1-14
Figure 1-10 Analog Input/DC Code Line Input Connector — Code Line Disabled ...........cccccceeiiiiieennne 1-15
Figure 1-11  Echelon® / Power OUtpUL CONNECIOT ...........c.covieeeieceeeceecte e eee et eee et ete e ete e eeeereenes 1-16
Figure 2-1 Equipment and Network INterfaces ...........oo oo 2-1
Figure 2-2  Office ATCS NEWOTK ....ooiiiiiiieiie e e e e e e e e 2-2
Figure 2-3 GEO SyStEM OVEIVIEW.........eiiiiiiiiie ettt st e e st e e st ee e e s ssee e e e s seeeessneeeeaeneeeeeennes 2-3
Figure 2-4 CN2000A & CN2000B APPHCALION .......eeiiieiieiiie ettt e e enee e e e seeee s 2-4
Figure 2-5 Ground Fault TESTEN ......c...eeiiiiiie et e e e e e e e e e et ee e e e e e e e nnneees 2-4
Figure 2-6  VHLC Support APPHCAtION........o.oo i e e e e e e e e 2-5
Figure 2-7 BCM APPICALION ....cooiiiiieiee et e e e e e e abre e e e neee e e ennee 2-6
FIQure 2-8 ULCP INTEITACE .....eiiiiiiiiie ettt sttt e e et e e s et e e e e nnte e e e ennteeeeenneeeeeennes 2-7
Figure 2-9 53406 Panel I/O INTErfaCE. ........ouuiiiiiiiie e 2-7
Figure 2-10 VHF Communicator INterface .............eeiiiiiiiiieee et 2-7
Figure 3-1  INterconNECtioN OVEIVIEW .........ouiiiiiiiiiii ettt 3-1
Figure 3-2 Mounting Communications ManAgQEr.............cccuiiiiiiiee i e e 3-2
Figure 3-3 Power and ECD CONNECION .........uuiiiiiiiie ittt st e e e e et e e e enee e e e eneeeeeennes 3-3
Figure 3-4 Power Conductor Wire Installation ..o 3-4
Figure 3-5 Clamp-0on EMI FIilEI (OPEN) ...oiiiuiiiiieiiieee ettt et e e e enee e e e nneee e e ennes 3-5
Figure 3-6 EMI Filter Installation (ShoWing Wire [00PS) .......c.uueiiiiiiiiiiiei e 3-5
Figure 3-7 EMI Filter INSTalled .........c..eeiieiiie e e e e e e e e e e e e e e e e e e eanneees 3-6
Figure 3-8 Cage Clamp Wire INStallation ............cueeiiiiiiii e 3-7
FIQUIe 3-9 Path MOOES....... .ttt e ettt e e e e e e e bt e e e nneee e e ennee 3-8
Figure 4-1  User COMPUIET SEIUD ....ccoiuiiiiiiiiiii ettt st e e e e st e e s et e e e e nnee e e s enneeeeeenneeeeeannes 4-1
Figure 4-2 Communications Manager Web User Interface Start Up ..........ccoociiiiiiiiiiiiiee e 4-2
Figure 4-3 WebUI OPENING SCIEEN........ooiiii ettt e e e e e e e e e s ae e e e e e e s e eanreaeeeaeeeseannseens 4-2
Figure 4-4 WebUI LOGIN PAQE .......cooiiiiiiiiiiiii ettt e e e 4-3
Figure 4-5 WebUI Login ConfirmMation ............ccciiiiiiie it e e e ae e e e e e e e annnees 4-3
Figure 4-6 WebUI WeICOME PAgE .........uiiiiiiiieiieie ettt e e et e e e e e e e 4-4
Figure 4-7 TroubleShOOtiNg Page ........eeiiiiiiiii e e e 4-5
Figure 4-8 Non-Vital Configuration MENU .............euiiiiiiiiiie e 4-6
Figure 4-9 Configuration Menu — Analog INPUL.......cooiiiiiiii e 4-6
Figure 4-10 Analog Input Configuration Page............cooiiiiiiiiiiii et 4-7
X
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



Figure 4-11
Figure 4-12
Figure 4-13
Figure 4-14
Figure 4-15
Figure 4-16
Figure 4-17
Figure 4-18
Figure 4-19
Figure 4-20
Figure 4-21
Figure 4-22
Figure 4-23
Figure 4-24
Figure 4-25
Figure 4-26
Figure 4-27
Figure 4-28
Figure 4-29
Figure 4-30
Figure 4-31
Figure 4-32
Figure 4-33
Figure 4-34
Figure 4-35
Figure 4-36
Figure 4-37
Figure 4-38
Figure 4-39
Figure 4-40
Figure 4-41
Figure 4-42
Figure 4-43
Figure 4-44
Figure 4-45
Figure 4-46
Figure 4-47
Figure 4-48
Figure 4-49
Figure 4-50
Figure 4-51
Figure 4-52
Figure 4-53
Figure 4-54

COM-00-08-13

ANAlOg INPUL Parameters..........ooi i 4-8
ATCS ROULET SUD-IMENU......ciiiiiiiiiiiee ettt et a e s e e e sneee e e anneeas 4-9
ATCS Router Configuration Page .............oiiiiiiiiiiii e 4-9
Configuration Menu — CDL Log VErboSity .........ccuiiiiiiiiiiiiiiiiie e 4-10
[T O @7 [N N[ TN 1V (o o =SS 4-13
DC Code Line DIiSabIed .........cc.eeiiiiiiiee ettt e e e e e e 4-13
DC Code Line Mode K2 General Parameters ............cocoiuiiiiiiiiiee e eee e sieee e 4-14
DC Code Line Mode K2 Stations Parameters...........cccoooiiiiiiiiii e 4-14
Configuration Menu — DiagnoStic LOG ....ccoocuviiiiiiiee et 4-17
Configuration Menu — Digital INPUL.........oooiiiii e 4-18
Digital Input Configuration Page...........ccccuuiiiiiiii it 4-18
Digital I/O Parameters — Discrete Algorithm............cccooiiiiiiiiiie e 4-19
Digital I/O Parameters — GFT AlGOrithm............ooiiiiiii e 4-20
Ethernet Ports Configuration MenU ...............oooiiiiiiiiiiie e 4-20
Ethernet Ports — Laptop PoOrt ... 4-21
Ethernet Port 1 — 4 Path and Protocol Selection............cccocviiiiiiiiiicnic e 4-22
Ethernet Port 1 — 4 ATCS/IP Configuration............ccccoeiiiiiiiiiiiee e 4-23
DNS Server Configuration ...........oooiiii e 4-25
Configuration Menu — EVENT LOG ......cuuiiiiiiiiie ettt et e e e sneeee e 4-26
Event Log Configuration Page............cooiiiiiiiiiiieeiee e 4-26
Configuration MenU — GPS.........ciiie e e e a e e e e 4-27
GPS CONfIGUIALION........eiiiiiiiiie ettt e e s aab e e rareee e 4-27
Configuration Menu - MOAUIES .........c.uiiiiiiiii e 4-28
1V ToTe (U1 F= @07 a1 e 01 =1 i o] o NSRS 4-28
I [o TV (o To (U] 1= g =1 2= =Y o S 4-29
GO ettt a et 4-29
Universal Local Control Panel (ULCP) ........cooiiiiiiiiiiiiie e 4-29
T T=I 1 L TR 4-30
VHF Communicator (VHFQ) ...t e ettt e e e e e e e et e e e e e e e e eanaa e e eeaeeeanes 4-30
REMIOTE CIMSEAR 1l ettt ettt et e e ettt e e e et et e e ee e e e e et e e e e eeeeeeeeaaaeeeeen 4-31
Configuration Menu — Relay OULPUL ... e 4-32
Relay Output Configuration Page............c.ooiiiiiiiiiii e 4-32
Relay 1/O Parameters .........oo oot 4-33
SEIAl PO IMBNU ...ttt e e e ettt e e e et e e e snt e e e e anbeeeeeanteeeeeanseneeaas 4-34
Serial Laptop Port Parameters ...........oooi i 4-34
Serial Port 1-2 Field Path and Protocols .............cccoiiiiiiiiiicee e 4-35
Serial Port 1-2 Office Primary and Backup 1, 2, & 3 Paths and Protocols......................... 4-36
Serial Port 3-4 Field Path and ProtoCoIS ... 4-37
Serial Port 3-4 Office Primary and Backup 1, 2, & 3 Protocols............cccoocveveiviiiee e 4-38
Site Info Configuration MENU ...........oouiiii e 4-39
Site INfo CoNfIQUIAtIoN ........ooiii i e a e e e 4-39
SNMP Configuration MENU...........cooiiiiiiiii e 4-41
SNMP Configuration OPLioNS ...........uiiiiiiiiiieee e e a e e 4-41
WAMS Configuration IMENU .........ccuuiiiiiiiiiie ittt e e s eee e s nee e e e eneeeeeenees 4-43
xi

NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



Figure 4-55
Figure 4-56
Figure 4-57
Figure 4-58
Figure 4-59
Figure 4-60
Figure 4-61
Figure 4-62
Figure 4-63
Figure 4-64
Figure 4-65
Figure 4-66
Figure 4-67
Figure 4-68
Figure 4-69
Figure 4-70
Figure 4-71
Figure 4-72
Figure 4-73
Figure 4-74
Figure 4-75
Figure 4-76
Figure 4-77
Figure 4-78
Figure 4-79
Figure 4-80
Figure 4-81
Figure 4-82
Figure 4-83
Figure 4-84
Figure 4-85
Figure 4-86
Figure 4-87
Figure 4-88
Figure 4-89
Figure 4-90
Figure 4-91
Figure 4-92
Figure 4-93
Figure 4-94
Figure 4-95
Figure 4-96
Figure 4-97
Figure 4-98

COM-00-08-13

Version No.: A.5

WAMS Configuration WINAOW .........ccooieiiiiiiiie e 4-43
WSA/S2 (Westrace Freight) Configuration Menu...........cccooeiiiiiiiii e 4-44
WSA/S2 ParameEters ........ooiiiiiiiiiiiiitie ittt 4-44
Change Password SUD-MENU............ooiiiiiiiiiiiee e a e e 4-46
Change PasSWOrd SCrEEN ........c.uuiiiiiiiii ettt e et e e e anbeee e 4-46
Change PasswWord ProCEAUNE..........oouiiii it e e e sneeee e 4-47
[0 o L= 31 /[T o T ST 4-48
D] E=Te] alo RS i o3 Mo To I 1V [=T o U PSPPSR 4-48
Diagnostic LOg — BASIC VIEW .......euiiiiiiiiiieieeee ettt e e et ae e e 4-49
Diagnostic Log Basic View Navigation ButtonsS.............occcciiiiiiii e 4-49
Diagnostic Log — AdvanCed VIEW ........ccoooiiiii i 4-50
Diagnostic Log Advanced View Navigation Buttons ..., 4-50
Diagnostic Log — Trace EVENES.........oii e 4-51
EVENTLOG IMENU ...ttt e e e e e e e e e e e e s ae e e e e e e e e annreaneeeens 4-52
Event Log Menu BasiC VIEW .......coooiiiiiiiiiii et 4-52
Event Log Basic View Navigation Buttons ...............cccc 4-53
Event Log — AdVANCEA VIBW..........oiiiiiiiiiiiieee ettt e e e e ea s 4-53
Event Log Advanced View Navigation BUuttons ... 4-54
Event Log — Trace BEVENTS ... 4-54
O | o Yo SRS 4-55
MaINtENANCE IMENU ..o e 4-55
Software Upgrade ProCEAUIE ..........oouiiii it 4-56
Maintenance Menu — Setting System Time. ... 4-57
Maintenance Menu — Configuration .............oooiiioiiiiie e 4-57
Downloading the Configuration File .............oooiiiiiii e 4-58
Uploading the Configuration File ............cccuviiiiiiii i 4-59
STATUS IMBNUL ...ttt e b e e e aab e e e e aab e e e e s anreee e 4-60
GPS SHALUS ...t 4-60
T IS = (1= SRR 4-61
[/O LED SHAUS....ceeieiieiiiie ettt ettt e e st e e sne e e e neeene e e emeeeenneeeenneeennnan 4-61
USEI LED SHatUS ... eiiiie ettt e e e et e e e et e e e e nte e e e e neeeeeennee 4-62
EChelon® NOGE STALUS ........ccueiuiiiiiieiecieceee et ese e 4-62
WAMS STALUS ...ttt st e rne e 4-63
Path STAtUS ... et e e nre e e e e 4-63
101V = To ] o 1o PR 4-64
STATUS MENU = ALGIMNS ..ot e et e e e st e e e s sabe e e e s sneeeeeeanteeeesansaeaeaas 4-64
Status Menu — Ladder LOGIC. ......uueiiiiiiiieiiiiee et 4-65
Relay Outputs — Change Relay State ...........oovveiiiiiiiiieee e 4-66
ROULE TADIE ... e s 4-67
REPOMS MENU ...ttt e et e e e e e e bt e e e e nree e e nnee 4-67
Reports Menu — Config REPOM..........ciiiiiiiie e 4-68
Downloading Configuration INformation .............coo e 4-68
VEISION REPOIT ... .. e e e e s e e e e e e e e st eeeeaeesssaansraeeaaaeeeanns 4-69
Downloading Version REPOM ... 4-69
Xii

NOVEMBER 2009 (Revised JANUARY 2023)



Figure 4-99  APPlCAtioN IMENU ........oiiiiiiie et et nb e e e e e e e 4-70

Figure 4-100 Applications — Site Setup Using CDL Application .........cccccooiciiieiiiiiei e 4-70
Figure 4-101 Upload Ladder Logic Files — Select First File (LLB).........ccooiiiiiiiiiiiiecieee 4-71
Figure 4-102 Upload Ladder Logic Files — Select Second Files (LLW).........cccooveeeeeiiiiiiiiieeee e 4-72
Figure 4-103 Upload Ladder Logic Files - Upload ...........ooouiiiiiiiiiiiii e 4-72
Figure 4-104 Upload Ladder Logic Files — Uploading in Progress .........ccoccoceiiiieeiinnie e 4-73
Figure 4-105 Upload Ladder Logic Files — Files Uploaded Successfully ...........cccccooviiiiiiiiieiniieneeee 4-73
Figure 4-106 Remove Ladder LOGIC FileS......c.ouiiiiiiiie e 4-74
Figure 4-107 Ladder LogiC FilesS REMOVEQ...........oooiiiiiiiiiieee et e e 4-74
Figure 4-108 Upload CDL Application File.......... ..o 4-75
Figure 4-109 Browse CDL LiSt.......cccuuiiiiiiie ettt e e a e e e e e e e e e e e e e e eannrees 4-75
Figure 4-110: Upload CDL File ......coooiiiiiie ettt et e e et e e e et e e e e nee e e e enaee e e e 4-75
Figure 4-111 RUN SIE SELUP ..o et e e e 4-76
Figure 4-112 WED Ul LOGOUL.......coiieeie ettt e e e e e e et e e e e e e e s annraeeeeaeeeeennnnrees 4-77
Figure 4-113 Web Ul Logout Confirmation ............coooiiiiiiiiiiii e 4-77
Figure 5-1 Local User Interface Display and Keypad .............oooviiiiiiiiiiiiiiie e 5-1
Figure 5-2 Local User Interface Keypad FUNCHONS ...........oooiiiiiiiiiie e 5-2
Figure 6-1 USEr USB CONNECION .....ccoiuuiiiiiiiiiii ettt sttt e et e e e bt e e e e e nee e e e nnree e e ennee 6-1
Figure 6-2 USB ConNECtOr OPEration .........c..uiiiiiiiiiieiiiiii et seiee e sttt e e st e e e s nte e e s eneeeeeeneeeeeennes 6-2
Figure 6-3 USB Drive File StrUCIUIE .......cooiiiiii e e 6-5
Figure 6-4 System Status INAICAtOrS ........ooii i e e e e e 6-5
Figure 6-5 Ethernet Port Status INAiCators. .........c.ueoiiiiiii e 6-6
Figure 6-6 Serial Port Status INAICAtOrS ..........coiiiiii e 6-7
Figure 6-7 Relay / Code Line OUPUL STatUS .........eiiiiiiiieieciie e e 6-7
Figure 6-8 Analog Inputs / DC Code Line INput Status...........cooiiiiiiiiiii e 6-8
Figure 6-9 User Defined Status INAiCator.............vvviiiii i 6-9
Figure 6-10 Digital Input Status and [dentification ... e 6-10
Figure 6-11 12 VDC Isolated Power SUpply / EChEION® ..........ccovoiiieiriieeeeeteeee et 6-11
Figure 7-1 Uninstall Communications Manager — Unplug COonNECIOrS...........cceovcvieveeiciieee e 7-2
Figure 7-2 Uninstall Communications Manager — Remove and Replace Unit ............cccccooiiiiiiiinenee 7-3
Figure 7-3 Re-install Communications Manager — Connect Power and GPS.............cccccovviiveeeciee e 7-3
Figure 7-4 Re-install Communications Manager — Re-connect Peripheral Equipment........................... 7-4
Figure 7-5 Re-install Communications Manager — Returning System On-Line............cccccvieeiiiiiinnnee. 7-4
Xiii
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



List of Tables

Table 1-1: RJ-45 ConNNECLOr PiN-0UL ...t e e e e e s et er e e e e e e e e snnrneeeeeens 1-10
Table 1-2: DB-25 CoNNECOr PiN-OUL..........uiiiiiiiiie ittt e et e e e s e e e sseeeeesnneeeas 1-11
Table 1-3: DC Code Line Output Front Panel LED INdiCators .........c..ooviiiiiiiiiiiiieeiieeereee e 1-13
Table 1-4: DC Code Line Input Front Panel LED Indicators...........ccccceoiiiiiiiiiiie e 1-14
Table 2-1 Communications Manager [/O DeSCrIPHONS .........oouiiiiiiiiiii e 2-9
Table 3-1 Primary Path: WCP Recommended SettingsS ..........cccovviiiiiiiiiiiceee e 3-11
Table 3-2 Any Backup Path (when a WCP is used as Primary Path) ..........cccccccoiiiiiiiiiee e, 3-12
Table 3-3 Primary Path (Not a WCP) Recommended Settings.........coooiiiiiiiiiiiiieee e 3-12
Table 3-4 Backup Path WCP Recommended Settings .........cccvviiiiiiiiiiiiiiecee e 3-13
Table 3-5 Site Setup Configuration Parameters ... 3-17
Table 3-6 Serial Port Configuration SUMMAIY ..........cuiiiiiiii e e 3-18
Table 3-7 Serial Ports 1 — 4 Parameters. ... .. .ot a e e e e e as 3-18
Table 3-8 Full-featured Port — Path Type: FIELD .......coooiiiii e 3-19
Table 3-9 Partial-featured Port — Path Type: FIELD ..........cooiiiiiiiiiiie et 3-19
Table 3-10 Full-featured Port — Path Type: Office Primary, Office Backup 1,2, 0r 3........cccovviveennnnen. 3-19
Table 3-11 Partial-featured Port — Path Type: Office Primary, Office Backup 1,2,0r 3 .........ccevveee.. 3-20
Table 3-12 Full-featured Port — Protocol: ATCS/HDLC ADM, Ul, or POLL ....ccoooiiiiiiiiiiiieeeeeeeeee 3-20
Table 3-13 Laptop Serial Port OPtionS........cooi it e e 3-20
Table 3-14 Ethernet POrt OPLiONS ........cooiiiiiiiieee e e e et e e e e e e areeeaeas 3-21
Table 3-15 Ethernet Port Options — DHCP Client Disabled............ccoiiiiiiiiiieeee e 3-21
Table 3-16 ATCS/IP Office OPLiONS ....ccciiiiieiee e e e e e et e e e e e e e snraaeeeae s 3-22
LI o L= S B 11 S T @ o) o g T SO 3-23
Table 3-18 Echelon® Configuration OPLIONS ..........c..cveueiueieeeeieeeeeereeeeeeseeseeseesteeeesreereessesreereeereaneens 3-23
Table 3-19 Gen/ATCS Field Protocol OPliONS ..........c.uuuiiiiiiiieeccieieeee e 3-23
Table 3-20 Gen/ATCS Office ProtoCol OPtioNS .........ooiiiiiiiiiiie e 3-24
Table 3-21 Gen/ATCS Office Protocol OPtioNS ............uveiiiiiiiiiiiieeee e 3-24
Table 3-22 ATCS/HDLC ADM Configurable OplionsS ...........ooceiiiiiiiiiiiii e 3-25
Table 3-23 ATCS/HDLC Ul Configurable OptioNS...........coiiiiiiiiiiiiiiiee et 3-25
Table 3-24 ATCS/HDLC POLL Configurable Options ..........cocuiiiiiiiiiiiiie e 3-26
Table 3-25 Office Path Configurable Options Primary Office and Backup .........c.cocoociiviieiiiiiiecenneen. 3-26
Table 3-26  CN2000A & CN2000B Configurable OptionS ...........cooiiiiiiiiiiiiieiiiee e 3-27
Table 3-27 Dumb Terminal Parameters........ ..ot e e e e e e e e sneeeeeeeens 3-27
Table 3-28 Diagnostic Text Parameter OptionS............uueiiiiiiiiiciiiee e 3-28
Table 3-29 Digital Input Configuration OPiONS...........oiiiiiiiiii e 3-28
Table 3-30 Digital Inputs — Algorithm: DISCrete ..........uvviiiiiieiiice e 3-28
Table 3-31 Digital Inputs — AlGOrithm GFT........ooiiiiiie e 3-29
Table 3-32 Analog INPUL OPLIONS ......eiiiiiiii ettt e e e e e e snneeas 3-29
Table 3-33 Relay OUIPUL OPLIONS ...cooiiiiiiieeee e e e e e e s e e e e e e e e snrnaeeeae s 3-30
Table 3-34 Diagnostic LOgging OPtiONS .......coiuiiiiiiiiiii ittt 3-31
Table 3-35 GPS Configuration OPLiONS ..........ooiiiiiiiiiieee e e e e e e e snraaeeee s 3-32
Xiv
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



Table 3-36  SNMP Trap Configurable OPtONS ..........oiiiiiiiiie e 3-33

Table 3-37 WSA/S2 ParametersS........coiiiiiiii it ee ettt e st e sttt e e e st e e e snste e e e anssaeeessseeeeanneeas 3-34
Table 4-1 Analog Input Parameters and DesCrptioNS ..........oo i 4-8
Table 4-2 ATCS Router Configuration Parameters .............ccooiciiiiiiii i 4-10
Table 4-3 DC Code LINE SELNGS .....oeeiiiiiiiiiitiiei e 4-15
Table 4-4 Ethernet Port 1 — 4 ATCS/IP Configuration Parameters ............ccoceeiiiiiiinieieee e, 4-24
Table 4-5 DNS Configuration Parameters ............oocuiiiiiiiiiiiiiie et e e e 4-25
Table 4-6 Remote CM/SEAR Il Configurable Parameters. ... 4-31
Table 4-7 Site Info Configuration OPLIONS .........coiiiiiiiiiiiic e e 4-40
Table 4-8 SNMP Configuration Parameters ...........c..ooiiiiiiiiiii s 4-42
Table 4-9 WAMS Configuration Parameters............cccuviiiiiiiiiiicieeee ettt 4-43
Table 4-10 WSA/S2 ParametersS........ooi i iiiiiie ettt eete e ettt e sttt e e sttt e e e sttt e e e snsteeeesnsseeeeansseeeeanneeas 4-45
Table 7-1 Troubleshooting Chart ... e e e e e rneeee e 7-1
XV
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



NOTES, CAUTIONS, AND WARNINGS

Throughout this manual, notes, cautions, and warnings are frequently used to direct the reader’s
attention to specific information. Use of the three terms is defined as follows:

WARNING

INDICATES A POTENTIALLY HAZARDOUS SITUATION WHICH,
IF NOT AVOIDED, COULD RESULT IN DEATH OR SERIOUS
INJURY. WARNINGS ALWAYS TAKE PRECEDENCE OVER
NOTES, CAUTIONS, AND ALL OTHER INFORMATION.

CAUTION

REFERS TO PROPER PROCEDURES OR PRACTICES WHICH IF
[A CAUTION| | \OT STRICTLY OBSERVED, COULD RESULT IN A POTENTIALLY
HAZARDOUS SITUATION AND/OR POSSIBLE DAMAGE TO
EQUIPMENT. CAUTIONS TAKE PRECEDENCE OVER NOTES
AND ALL OTHER INFORMATION, EXCEPT WARNINGS.

NOTE

NOTE

Generally used to highlight certain information relating to the topic
under discussion.

If there are any questions, contact Siemens Industry, Inc. Application Engineering.
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ELECTROSTATIC DISCHARGE (ESD) PRECAUTIONS
Static electricity can damage electronic circuitry, particularly low voltage components such as the
integrated circuits commonly used throughout the electronics industry. Therefore, procedures
have been adopted industry-wide which make it possible to avoid the sometimes invisible
damage caused by electrostatic discharge (ESD) during the handling, shipping, and storage of
electronic modules and components. Siemens Industry, Inc. has instituted these practices at its
manufacturing facility and encourages its customers to adopt them as well to lessen the likelihood
of equipment damage in the field due to ESD. Some of the basic protective practices include the
following:

¢Ground yourself before touching card cages, assemblies, modules, or components.
eRemove power from card cages and assemblies before removing or installing modules.

eRemove circuit boards (modules) from card cages by the ejector lever only. If an ejector lever is not
provided, grasp the edge of the circuit board but avoid touching circuit traces or components.

eHandle circuit boards by the edges only.

eNever physically touch circuit board or connector contact fingers or allow these fingers to come in
contact with an insulator (e.g., plastic, rubber, etc.).

«When not in use, place circuit boards in approved static-shielding bags, contact fingers first. Remove
circuit boards from static-shielding bags by grasping the ejector lever or the edge of the board
only. Each bag should include a caution label on the outside indicating static-sensitive contents.

eCover workbench surfaces used for repair of electronic equipment with static dissipative workbench
matting.

eUse integrated circuit extractor/inserter tools designed to remove and install electrostatic-sensitive

integrated circuit devices such as PROM’s (OK Industries, Inc., Model EX-2 Extractor and Model
MOS-40 Inserter (or equivalent) are highly recommended).

eUtilize only anti-static cushioning material in equipment shipping and storage containers.

For information concerning ESD material applications, please contact the Technical Support Staff
at 1-800-793-7233. ESD Awareness Classes and additional ESD product information are also
available through the Technical Support Staff.
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GENERAL DESCRIPTION

SECTION 1
GENERAL DESCRIPTION

1.0 GENERAL DESCRIPTION

1.1 GENERAL

The Communications Manager is a multifunction communication, monitoring, and control device
able to perform non-vital control point functionality as well as communication protocol
conversion and message routing. It provides simple user interfaces for monitoring and
configuration. For control point applications, it provides a minimal signal input capability with
built-in logic execution which can be communicated over the user's network. As a
communication protocol converter it supports a wide range of modern and legacy
communication protocols and provides inter-message protocol conversion communications. As
a message router, it provides configurable and automatic routing capabilities within many
different kinds of networks as well as provides network redundancy support.

NOTE

Configuration of the Communications Manager is performed via the
web browser or the front panel display and keypad.

Communications Manager"” @) | SAFETRAN
R-LINK Enabled
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Figure 1-1 Communications Manager
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1.2 DEFINITIONS AND ACRONYMS

COM-00-08-13
Version No.: A.5

ATCS

BCP

CAD

CDMA

Codeplug

CTC

DNS

ECD

Echelon®

GEO®

GPS

Advanced Train Control System. A system wide specification
for nodes and communication protocols in a train control
network.

Base Communications Package. A communications package
containing a control unit and a radio which provides RF
coverage for several WCP locations and locomotives in an
ATCS RF network.

Computer Aided Dispatch. An automated system for
processing dispatch business and automating many of the
tasks typically performed by a dispatcher. Abbreviated CAD
(not to be confused with computer-aided design which is also
known as CAD) is application software with numerous
features and functions.

Code Division Multiple Access. A protocol used in cellular
telephony.

This is a configuration file that stores the values of all
configurable parameters. This is the common language used
by customers familiar with our Wayside Communications
Package. This file is also known as the "config file" or the
MCF.

Centralized Traffic Control. This is also known as CAD for
Computer Aided Dispatch. This is the system in the office
used to control and monitor the railroad signaling system.

Domain Name Server

External Configuration Device. A memory device that
contains the configuration settings of the unit. The device is
external to the unit such that the unit can be replaced without
re-configuring anything in the system.

Trademarked by Echelon corporation. We often refer to the
physical twisted pair interface as the Echelon interface as it
uses transceiver technology designed and licensed by
Echelon Corporation.

Geographic Signaling System. Siemens vital signaling and
control product line.

Global Positioning System

Internet Protocol

1-2
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OCG

PPS

SEAR I

SNMP

TCP

UbDP

ULCP

VHFC

WAMS

WCC/FPD

WCCMaint

Office Communications Gateway. Software that runs on a PC
that performs similar functions to the WCC/FPD.

Pulse Per Second. This is a clock signal provided by GPS
receivers that is synchronized across the GPS system. It is
commonly used by communications equipment to
synchronize the time divisions among multiple radios in a co-
located communications system.

Siemens Event Analyzer Recorder Il. A Siemens product
used as an event recorder for crossings and the wayside.
The SEAR Il also performs the non-vital logic control function
at GEO based interlockings.

Simple Network Management Protocol.

Transmission Control Protocol. A transport layer protocol
commonly used on top of IP. TCP is a connection oriented
protocol providing reliable and in-order delivery of a stream of
bytes.

User Datagram Protocol. A transport layer protocol commonly
used on top of IP. UDP is a connectionless protocol that does
not guarantee reliability of ordered delivery of messages.

Universal Local Control Panel. A Siemens product used for
local control of an interlocking. It is commonly installed with a
SEAR Il at GEO locations.

VHF Communicator. Siemens Six Channel VHF Voice/Data
Radio unit.

Wayside Alarm Management System. The WAMS system is a
suite of software created by Siemens Systems used to
monitor the status of wayside installations and manage
alarms and other information for the wayside installations.

Wayside Cluster Controller/Field Protocol Device. The
WCC/FPD is often referred to as the Packet Switch. This
equipment manages clusters of base stations and other
communications links to the field. The WCC/FPD is installed
in the office.

Software that runs on a PC used to configure and manage a
network of WCC/FPD equipment. WCCMaint is often used to
manage other communications equipment as well such as
WCPs and BCPs.
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WCM

WCP

Wayside Communications Module. A smaller version of the
WCC/FPD for use in field installations. The WCM provides
protocol conversion and network access through a variety of
interface protocols.

Wayside Communications Package. A communications
package containing a control unit and a radio which provides
access to the railroads ATCS RF network using a variety of
interface protocols.
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1.3 SCOPE

This manual serves as the installation and operation guide for the Siemens Communications Manager.

WARNING

THE COMMUNICATIONS MANAGER IS A NON-VITAL PRODUCT.
CAUTION MUST BE TAKEN WHEN INTERFACING THE
COMMUNICATIONS MANAGER TO ANY VITAL SIGNAL OR
CROSSING EQUIPMENT AS THE COMMUNICATIONS MANAGER
CANNOT BE USED TO PERFORM, EITHER DIRECTLY OR
INDIRECTLY, ANY VITAL FUNCTIONS. ENSURE THE
COMMUNICATIONS MANAGER IS INSTALLED PER
MANUFACTURER’S INSTRUCTIONS, AND/OR ALL EQUIPMENT
INTERCONNECTIONS ARE IN COMPLIANCE WITH RAILROAD
PROCEDURES AND SPECIFICATIONS.

1.4 APPLICABLE DOCUMENTS

The following documents will provide additional information in conjunction with this document:

Siemens Echelon® Handbook (Doc. No.: COM-00-07-09)

Siemens SEAR Il Installation & Operation (Doc. No.: SIG-00-03-18)

Siemens WAMS Installation & Operation (Doc. No.: SIG-00-03-17)

Siemens WAMS Test & Inspection Mgmt (Doc. No.: SIG-00-07-08)

Siemens VHF Communicator Installation & Operation (Doc. No.: SIG-00-03-05-002)
Siemens GEO Installation & Operation (Doc. No.: SIG-00-05-09)

Siemens WCM 53447 Installation & Operation (Doc. No.: COM-00-04-08)
Siemens WCCMAINT Installation & Operation (Doc. No.: COM-00-05-03)
Siemens OCG Installation & Operation (Doc. No.: COM-00-05-04)

Siemens Packet Switch Installation & Operation (Doc. No.: COM-00-96-03)
Siemens WCP CPU Il 53105 Installation & Operation (Doc. No.: COM-00-97-10)
Siemens BCM Installation & Operation (Doc. No.: COM-00-97-19)

1.5 ORDERING INFORMATION

Part Number Description
9000-53475-0001 Communications Manager
1-5
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1.6 SPECIFICATIONS

Power Requirements

Input Voltage
Input Current

Connectivity

Power
GPS
Digital Inputs
IN-1 - IN-4
IN-5 - IN-8
Serial Ports
Port 1
Port 2
Port 3
Port 4
Ethernet Ports
Port 1
Port 2
Port 2
Port 4
Relay I/0
RLY1 - RLY2

Analog Inputs
Analog INPUT 1 - INPUT 4
Code Line In/Out

Echelon®/12 VDC Output
User Keypad Connectors
ECD Port
LED Indicators
Power
Echelon®

12 VDC Output

Analog IN1 — Analog IN4

Code Line IN

Code Line OUT

RLY1 -RLY 2

User 1 — User 16

Health

GPS

ECD

Ethernet Port 1 — Port 4
Serial Port 1

TX

RX

RS-422
Serial Port 2

TX

RX

RS-422

COM-00-08-13
Version No.: A.5

1-6

9 — 32 VDC, Isolated, Reverse Polarity Protection

6 Amps Max @ 13.8 VDC

Unipolar 2-Pin Connector
SMA Type Antenna Connector

8 — Pin Cage Clamp Style
Max Input Voltage: 120 VAC or VDC
8 — Pin Cage Clamp Style
Max Input Voltage: 120 VAC or VDC

DB-25 — RS-232/RS-422 Sync/Async
DB-25 — RS-232/RS-422 Sync/Async
RJ-45 — RS-232 Async only
RJ-45 — RS-232 Async only

RJ-45
RJ-45
RJ-45
RJ-45

6-Pin Cage Clamp Style
Max Contact Rating: 30 VDC , 5 Amps

8-Pin Cage Clamp Style

4-Pin Cage Clamp
1-RJ-45,1-DB-9, 1-USB
USB 2.0

Green
Green/Yellow
Red

Yellow
Red/Green
Red/Green
Red
Red/Green
Yellow

Green
Red/Green
Yellow/Green

Green
Red
Yellow

Green
Red
Yellow

NOVEMBER 2009 (Revised JANUARY 2023)



GENERAL DESCRIPTION

Serial Port 3
TX
RX
Serial Port 4
TX
RX
Keypad Ports
Ethernet
UsSB
Digital Inputs
INPUT 1 - INPUT 8
Display
Keypad
Dimensions
Overall
Weight
COM-00-08-13

Version No.: A.5

1-7

Green
Red

Green
Red

Yellow/Green
Red/Yellow/Green

Red

2 Line X 20 Character Vacuum Fluorescent
Display

Matrix consisting of 25 embossed keys with tactile
feedback

19.0° W x 8.0"H x 2.0"D
(48.26 cm W x 20.32 cm H x 5.08 cm D)

8.25 pounds (3.75 Kg)

NOVEMBER 2009 (Revised JANUARY 2023)
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1.7 TERMINATIONS, INDICATIONS, AND CONTROLS

14
13
BOTTOM
1 Power Connector/ECD 8 DB-25 Serial RS-232/RS-422
2 User Status 9 User LAN-Serial-USB Ports
3 | | DataScreen & Keypad 10 | | System Status Indicators
4 SMA GPS Ant. Connector 1 RJ-45 Ethernet
5 Digital Inputs 1 -4 12 Relay 1/0 & Codeline Out
6 Digital Inputs 5 - 8 13 Analog In/DC Codeline In
7 RJ-45 Serial RS-232 14 12V 3A Output/ Echelon®
Figure 1-2 Termination, Indicator, and Control Locations
1-8
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1.7.1 Connector Termination Description

1711 Power Connector/ECD [1]

Input DC power for the Communications Manager is terminated with a cage clamp style unipolar
connector. Input voltage range of the Communications Manager is 9-32 VDC. The
Communications Manager provides 2000V RMS isolation from the battery buss. The DC input is
reverse polarity protected. The External Configuration Device (ECD) connects to the
Communications Manager via a connector mounted under the power plug using USB
connection to the unit. The ECD stores the configuration data for the Communications Manager.
The ECD is permanently mounted to the power connector as shown in the diagram below.

& S

ECD —>

Power—p m POWER
LED

Figure 1-3 Power Connector/ECD

1.71.2 Digital Input Connectors [5] [6]

Two 8-Pin cage clamp style connectors are provided for termination of digital signals from
wayside devices. Each input has a positive and negative terminal. Maximum input voltages are
120VAC Peak or 120VDC.

To Battery Pos.
Typical External Circuit

(May be daisy-chained)

—— Return To Battery Neg.

Typical Vital Coil Relay Circuits | Ble | Nie |
(Connect direct - DO NOT daisy-chain) L

Figure 1-4 Digital Input Connector

1-9
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GENERAL DESCRIPTION

1.71.3 GPS Antenna Connector [4]
The Communications Manager has a SMA type RF connector for connection of an external

GPS antenna.

*t

Figure 1-5 GPS Antenna Connector

NOTE

The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

NOTE

1.71.4 Serial Connectors [7] [8]

Four serial connectors with configurable parameters are provided, 2 DB-25 and 2 RJ-45, to
interface to devices requiring RS-232 or RS-422 modes with synchronous or asynchronous
operation. Ports one and two are full featured, while ports three and four are RS-232
asynchronous only. Table 1-1 and Table 1-2 display the pin-out arrangement for each style of

connector.

CAUTION
SERIAL PORTS 3-4 USE RJ-45 CONNECTORS AS DOES THE

|A CAUTION| | ETHERNET PORTS 1-4.

TERMINATED IN THE PROPER LOCATION.

ENSURE CONNECTIONS ARE

Table 1-1: RJ-45 Connector Pin-out

RJ-45 Connector Pin-out

Pin #

RS-232 Signal

Direction

TXD

Out

RTS

RXD

CTS

DTR

O N OO A WN| —

COMMON

COM-00-08-13
Version No.: A.5
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Table 1-2: DB-25 Connector Pin-out

DB-25 Connector Pin-out
Pin # | RS-232 Signal RS-422 Signal Direction
1 Not Used
2 TXD TXD- Out
3 RXD RXD- In
4 RTS RTS- Out
5 CTS CTS- In
6 NOT USED
7 COMMON COMMON N/A
8 DCD DCD- In
9 RXC+ In
10 NOT USED
11 NOT USED
12 TXCI+ In
13 CTS+ In
14 TXD+ Out
15 TXCI- In
16 RXD+ In
17 RXC- In
18 TXCO+ Out
19 RTS+ Out
20 DTR DTR- Out
21 DTR+ Out
22 DCD+ In
23 NOT USED
24 TXCO- Out
25 NOT USED

1.71.5 Ethernet Ports

Four Ethernet RJ-45 connectors are provided with the Communications Manager. These ports
can be configured for device or network LAN connections. Each Ethernet port is an independent
network interface. Figure 1-6 displays the pin-out physical configuration of the Ethernet ports.

RJ-45
TX+ 1
™ — 2
RX+ 3 P
UNUSED — | 4 .-'“.-".'Ilulll.":"\
UNUSED ——] 5
RX-—1 6 87654321
3:3?:3 —]7 Ethernet Jack
8 Orientation and Pin-out

Figure 1-6 Ethernet RJ-45 Orientation and Pin-out
1-11
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1.71.6 Relay Outputs

A Relay Output connector shown in Figure 1-7 interfaces the Communications Manager using
“C” contact relay points to control devices. Relay output contacts are rated at a maximum
voltage of 30 VDC at 5 Amps.

= RLY2
=RLY 1 = CODE OUT

SRAIRIN

Relay Output

Figure 1-7 Relay Output (De-energized)

WARNING

_ RELAY OUTPUTS MUST BE USED FOR NON-VITAL FUNCTIONS
ONLY.

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
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1.71.7 DC Code Line Output

The DC Code Line Output is exported via the Relay 2 output connections to a code line
interface box and is rated at 0.9A @ 60 VDC. Relay 1 may be used simultaneously with the DC
Code Line output using the Relay 2 connections. Note that DC Code Line functionality and
Relay 2 cannot be used simultaneously.

? F1 H1 B1 F2 H2 B2
I
1

= RLY2
= RLY1 = CODE OUT

5

|//

L

DC Codeline Output

Figure 1-8 DC Code Line Output

Table 1-3: DC Code Line Output Front Panel LED Indicators

LED Color

Description

Code Out Green

The green Code Out LED will turn ON when the CM energizes Code
Out output 1 and will be off otherwise.

Red

The red Code Out LED will turn ON when the CM energizes Code Out
output 2 and will be off otherwise.

COM-00-08-13
Version No.: A.5
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1.7.1.8

DC Code Line Input Connector

When DC Code Line is enabled, Analog Input 4 is disabled and becomes the DC Code Line
Input as shown in Figure 1-9. Analog inputs 1 through 3 may be used for analog monitoring
simultaneously with the DC Code Line input function on Input 4. Note that Analog Input 4 and
DC Code Line input functions cannot be used simultaneously.

NOTE

NOTE

Analog Input 4 and DC Code Line input functions cannot be used
simultaneously.

+ D a—
ANALOG INPUT 1 =
- —
+ —
ANALOG INPUT 2 —
- -
+ «—
- = ANALOG INPUT 3 —
+= CODE IN ———

- " ANALOG INPUT 4 _

<

DC CODELINE

Figure 1-9 Analog Input/DC Code Line Input Connector — Code Line Enabled

Table 1-4: DC Code Line Input Front Panel LED Indicators

LED

Color

Description

Code In

Green

When the CM is configured to support a DC code line protocol, it will
light the green Code In LED. The LED stays on all the time while the
unit has a DC code line protocol enabled. The CM disables analog
input 4 and relay output 2 while this LED is on. The connector pins
are used for the Code In and Code Out instead.

If the green Code In LED is off, the CM does not have a DC code line
protocol enabled and analog input 4 and relay output 2 operate as
normal.

Red

The red Code In LED will turn ON when the Code In input is
energized and will turn off when there is no energy on the input. The
red LED will follow the pulse applied to the input.

COM-00-08-13

Version No.: A.5
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1.71.9 Analog Input/DC Code Line Connector

An Analog Input connector provides 4 analog inputs for wayside devices. DC Code Line uses
Analog Input 4 and requires an external interface box. Analog inputs 1 through 3 may be used
for analog monitoring simultaneously with the DC Code Line input function on Analog Input 4.
Note that Analog Input 4 and DC Code Line input functions cannot be used simultaneously.

ANALOG INPUT 1

+
ANALOG INPUT 2

+
- = ANALOG INPUT 3

+= CODE IN
- “ ANALOG INPUT 4

UL

BATTERY INPUTS

Figure 1-10 Analog Input/DC Code Line Input Connector — Code Line Disabled

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
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1.7.1.10 Echelon®/ Power Output Connector

+- 12VDC ISOLATED

= OUTPUT

™N ECHELON

Non-polarized
/ rpoTar
twisted-pair

Figure 1-11 Echelon®/ Power Output Connector

WARNING

THE 12 VOLT ISOLATED OUTPUT MAY BE USED TO POWER
_ NON-VITAL EQUIPMENT ONLY.

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
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SECTION 2
APPLICATIONS

2.0 APPLICATIONS

The Communications Manager is designed for use in a variety of applications. The following are
some examples of the Communications Manager's capabilities. Contact Siemens Customer
Service for assistance in developing desired applications.

2.1 APPLICATION OVERVIEW

The Communications Manager's versatility enables it to be used in an array of applications.
Figure 2-1 displays Communications Manager's equipment and network interface capabilities.

Global
Positional S E T WAMS Battery (et FE
Display Tester
System
» A
N :
ECD N\ Alarms & Ground fault
N Diagnostics indications
W \\ | Power / ,' i
. Config, CDL file, N | Dia / - WeccMaint
“Ladder Logic Time & SNMP v2 | Reqte: *
Lt Jimes Traps equests % )
ULCP N Config ’ " Config,
v Button / Settings  Status, &
Presses S Diag
v
CAD
States Indications
GEO Indications & Diag
Contorls
" Controls & Req
~ Symbolic W
’”’ Names DNS Servers
. Indications & Diag S 1P
Wayside < Addresses
Controllers 4——————Controls & Req
o — Route
~_Input States updates —
Route
53406 Panel Output Cmds requests N 0CG
o la O State , 1P Addr
Changes p Requests.
/ IP Addr
" Relay Outputs Status, di : N
Discrete 1/0 Battery OponiClose. & confg Assignment DHCP
iscrete Voltage Changes v \ Servers
/ ) \ DTMF
g / Isolated Tones
/ Power \
L // ‘ Speech
/R ts, fig & \
Batteries // egl;\?vs jp:gtr;;g | Cmds
% / \‘ \ \
K » 5 h 4 5 <
Controlled Maintainer & Cr:(;lrj‘:mz VHFC
Equipment Field Support Equipment
Figure 2-1 Equipment and Network Interfaces
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211 ATCS Network

A typical Office ATCS network is shown in the diagram below. The Communications Manager is

configured to provide either Primary/Backup or Redundant paths between the Communications
Manager and the ATCS Office.

COM-00-08-13
Version No.: A.5

Network
Remote CAD SNMP Alarm Management WAMS
Users Display
System
Weband  Controls SNMP ATCS
Telnet Indications ATCS
Back Office /
Network
_office % . * Y
Network B
Field oy ey
Ethernet Ethernet Ethernet
Network Network Network
Interface Interface Interface
User Maintainer/
Monitored Digital/Analog L Interface Installer
. — Communications Manager
Equipment Interface
USB ECD
Relay P
Outputs Wayside Dumb Terminal
Non-vital Controller Interface Interface
Equipment (Serial) (Serial)
» |
Wayside Auxiliary
Controller Equipment

Figure 2-2 Office ATCS Network
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2.1.2 GEO Application

Office EqUIpment WccMaint

Users

Wayside Alarm
AServer Management
System (WAMS) RF Network
/"_ =
WCC/FP [ @ j}
BCM e
Sync B

RS-232

ATCS Office
Serial s
DSU S 4——-»1
GPS g e
IField Equipment Communications —— I
— ’ _’ I
| Manager * LEDs & USB 'nl
ECD 55
I Ech— Interface — ® |SerEraan I
|
I Echelon® >
I Gen/ATCS I
G;Z:Rd @& Relayout —
I Tester k- Digital Input - I
I Analog Input—Jp» ‘ SDesriSI I
RF Network | Batteries |
* Serial Port 3 f oy =22
;‘_ "-\' I — AsyncRs232 — P I
[ “"j} | Echelon® I
But i "
e DTMF ITS rl]nd:i:a?(r)\rs¢|TC;iils Indlcatori TControIs Indlcatorsi TControIs Indlcators¢ TControIs I
Tones peeci o 1
................. GEO 2 1
JVHFC = il ity GEON |i I
<«RF 5 B S L |
ULCP :
I SR . I
[ h ; |
| Railroad 4 Railroad Railroad |
| Signals & Signals & Signals & [
L Switches Switches Switches I

Figure 2-3 GEO System Overview
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2.1.3 CN2000A and CN2000B Application

The CN2000A and CN2000B protocols are proprietary to the CN Railway. Multi-drop code units
are supported in this application.

CN2000 Code Unit

ECD
ECD —
R Interface ;
WccMaint -

Users \
CAD
- ?

CN2000 Code Unit

t > ]
e Eihermat RS232 Serial b 7 —
Browser

Figure 2-4 CN2000A & CN2000B Application

Communications Manager

RS232 Serial

CN2000 Code Unit

R

RS232 Serial

w
2
G

2.1.4 Ground Fault Tester Support

The figure below shows connection of Ground Fault Tester modules to the Communications
Manager digital inputs.

GFT 1)

mmm Battery 1
'mmﬁnm' Battery 2

Communications Manager

Digital Input 1
Digital Input 2 -mﬁnmm_ Battery 3
Battery 4
@ = =
Digital Input 8
°
°
°
GFTN|
ﬁnﬁﬂ Battery N
<+« L
S|
Figure 2-5 Ground Fault Tester
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2.1.5 VHLC Support

Communication Manager supports VHLC applications. The diagram below displays an example
Vital Harmon Logic Controller (VHLC) application. Communications Manager uses HDLC ADM
or Genisys protocol to communicate with VHLC. The Diagnostic Text protocol allows a remote
user to access the VHLC's diagnostic port.

Remote CAD SNMP Alarm WeceMaint WAMS
Users Display
\ v Controls :
Web and S SNMP ATCS
Telnet Indications ATCS

Back Office /
Network

‘ Router B ‘ ‘ Router C ‘

Frame Relay CDMA
Network Network

Satellite
Network

\ Frame Relay Router \ \ Airlink CDMA \ \ Satellite Modem \
Ethernet Ethernet Ethernet
Battery
Bank | ——Analog \ # /
Input User Maintainer/
AC Interface Installer
Power Digital Input Communications Manager
- uSB ECD
Door /D|g|ta| Input
Contact
Genisys/HDLC ADM Diag Text
Comms Diag
Port Port
VHLC
Figure 2-6 VHLC Support Application
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2.1.6 BCM Application

The diagram below displays an example Base Station Radio installation using the Siemens
Base Station Control Module. The BCM is powered, controlled, and monitored by the
Communications Manager.

Office
ATCS Network
CAD Management System
iy gt At
Safetran |
WccMaint |
ATCS Office u i
Components sers |
1
1
Non-ATCS DNS Server t |
1
Office : Wayside Alarm
Components Offi_ce_ <« Management
°°"‘('5“a‘::";:;'°“s . ! | system (WAMS)
1
1 - |
\ i i AServer |
| 1
Back Office SNMP
Web Browser Network <> Alarm System
& SSH Users
Router
[ === ——— = === - e i ——
: Base Station - ” [
I |
I |
I Communications |
| Manager D |
| | RF Network
Analog Input
| - * '
Batteries f_“'\'
| — | X ( )
ATCS over BCM Diag
I BCM Power DLe (Serial) I o
Controlled using ) (Serial) ] i
I Relay output BCM Alarm Outputs I ;
I (OPTIONAL) Monitored by Digital Inputs I
(OPTIONAL)
I |
I ATCS Radio '
T |
Figure 2-7 BCM Application
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2.1.7 Universal Local Control Panel (ULCP) Interface
The figure below shows an application using the Siemens ULCP. The ULCP communicates with
the Communications Manager via the Echelon® network.

<« B8NVOUTS -
— 8NVINS

< LEDs -

- Pushbuttons

ULCP Communications Manager

Figure 2-8 ULCP Interface

2.1.8 Local Panel I/O Interface

The diagram below displays an application using a legacy Siemens 53406 Panel 1/0O supporting
a custom Local Control Panel. The Panel I/O uses the Echelon® node network to communicate
with the Communications Manager.

Custom Local Control Panel Communications Manager
3 Lot 53406 Local I/0 atto : -
= - Echelon® [

< LEDs -

— Pushbuttons

144
Programmable
Input/Outputs

5 |SAFETI
. —
o —
- .
-—
—
—-—
o -
o —

Figure 2-9 53406 Panel I/O Interface

2.1.9 VHF Communicator Application
The figure below shows a VHF Communicator application using the Echelon® network.

‘ Echelon® ‘ (it <]
° 7 AN
@ Bl =
VHF
Communicator Communications Manager

Figure 2-10 VHF Communicator Interface
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2.1.10 Remote Communications Manager/ SEAR Il

The Communications Manager (CM) supports communicating ladder logic states to other CM
units or SEAR Il units over the Echelon network. The CM functions identically to the SEAR Il for
this feature. The feature allows you to distribute ladder logic programmable functions between
multiple systems. The ladder logic programs on each system can exchange information as data
bits in messages on the Echelon network.

SEARI Communications Manager SEAR I Communications Manager

HEEE
EEEE et
= =22

EEEE

Echelon® Network

Each CM sends messages to each remote unit configured in the unit’s settings. The messages
contain data bits as set by the CM’s ladder logic program. The CM copies received data bits
from the remote units into the ladder logic bit map. That allows the ladder logic program to
evaluate the received data from the remote unit. Each unit sends ladder logic bits to the remote
units in its configuration every 10 seconds and on the change of state of any ladder logic bit.

If the CM does not receive a message from the remote unit for approximately 40 seconds, the
CM will log the module is offline and the CM will clear the “Node Online” bit for that unit in the
ladder logic executive bits.

When a sent or received bit changes state, the CM will log the change using the bit’'s assigned
label from the ladder logic label file.

2-8
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Table 2-1 Communications Manager 1/0 Descriptions
Interface Description
Ethernet Ports 1 - 4 Used for office or field communication, depending on system
settings.

Laptop Ethernet Port

Used to allow Web Browser access to the unit.

GPS Interface

Used to connect the internal GPS receiver to an external
antenna.

Serial Ports 1 and 2

Used for communication with office or field devices depending
on system settings. These ports can handle sync or async
operation in RS-232 or RS-422 line mode.

Serial Ports 3 and 4

Used for communication with office or field devices depending
on system settings. These ports only handle RS-232 line
mode.

Echelon® Used to communicate to other Siemens devices such as
GEO, ULCP, Panel I/0O, VHFC, etc.
Digital Inputs Used to monitor and record discrete I/O at the location

(including Vital 1/0) as well as Ground Fault Testing.

Analog Inputs

Used to monitor and record battery bank voltages at the
location.

Relay Outputs

Used to control external equipment.

DC Code Line

Used to interface to legacy DC Code Line equipment and run
DC Code Line protocols.

Isolated Power Output

Used to provide isolated power to external communications
devices.

USB Flash Drive

Used by Maintainer to:
eLoad new software
eDownload Logs
eUpload/Download Configuration.

Front Panel Interface

This consists of:
eDisplay
eKeypad
oL EDs embedded within the overlay.
Used by Maintainer to view unit status, configure unit, etc.

Version No.: A.5

ECD An external configuration device. This device holds the site
specific configuration parameters. The ECD is part of the
power connector assembly.
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SECTION 3
INSTALLATION AND CONFIGURATION

3.0 INSTALLATION AND CONFIGURATION

3.1 INTERCONNECTION OVERVIEW

The installation of the Communications Manager will involve a variety of connections depending
on the complexity of the application. An overview of the Communications Manager connections

is shown in Figure 3-1.
Local User Interface (LUI)

=1 Battery
I I 9-32VDC
Display & Keypad

User

GPS
Antenna

12VDC, 3 Amp
Output (x]

e 0@

User 11 @

Ve 1218

Echelon®

—
—

~ Digital Inputs

User 10

[CUATY ]

sar 15 8

User 16 @

® Healtn

Analog s - o

Inputs TaumEm
p LA LEL)

Internal
Connections
Relay Outputs

.
|

Relay/Codeline USB Flash

CEEE = [Tl ]
T Memory

T User Diag
LAN Port Serial Port

10/100 Base RS-232 )
RS-232/RS-422 (Config)  (DB-9)
Ethernet Async
Sync/Async

Internal
Connections
Relay/Codeline

%

®
FIH1B1F

E——

Figure 3-1 Interconnection Overview
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3.1.1 Mounting

The Communications Manager is designed for either 19 inch rack or wall mounting. Select a
mounting position with ample clearance for the GPS antenna connection on the top and the
Ethernet and serial connectors on the bottom.

e
é
|

Clearance for Connectors

Figure 3-2 Mounting Communications Manager
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3.1.2 Power Connections

DC Power is supplied to each Communications Manager unit via a 2-terminal Cage Clamp type
connector located on the front panel. This connector also holds the External Configuration
Device (ECD). The power connector and ECD can only be inserted into the corresponding
connector on the front panel in one direction. Battery polarity is indicated on the
Communications Manager front panel.

Figure 3-3 Power and ECD Connector

CAUTION

WHEN INSTALLING THE POWER / ECD CONNECTOR, ENSURE
|A CAUTION| | THE ECD IS PROPERLY ALIGNED BEFORE INSERTING THE
PLUG FULLY. DO NOT FORCE THE ECD CONNECTOR AS THE
RECEPTACLE MAY BECOME DAMAGED.

CAUTION

USE THE APPROPRIATE WIRE SIZE TO POWER THE
COMMUNICATIONS MANAGER. WIRE SIZE SHOULD SUPPORT 6
AMPERES AT NOMINAL INPUT VOLTAGE. EXTENDED WIRE
LENGTHS WILL REQUIRE LARGER WIRE SIZE TO AVOID
EXCESSIVE VOLTAGE DROP.
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3.1.21 Power Conductor Wire Preparation

Verify that “B” and “N” supply wires are installed in the power connector correctly before
inserting the power connector into the mating connector on the front panel. Prepare the wires as
follows:

1. Strip approximately 1/4 inch (6 mm) of insulation from the end of the wire.

2. Install EMI filter on cable.

3. Open the spring loaded receptor, by inserting small flat blade screwdriver in the

recessed opening and insert the stripped end of the wire until it stops, making sure the

wire insulation is not in the metal contactors.

4. Remove the screwdriver to close the receptor and verify the wire is secure.

Figure 3-4 Power Conductor Wire Installation
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3.1.2.2 Installing EMI Filter on Power Cable

In order to reduce radiated electromagnetic interference in the Communications Manager power
cable, a clamp-on EMI filter (part number Z590-00010-0001) must be installed as follows:

Step 1. Open the clamp-on EMI filter as shown in Figure 3-5.

Figure 3-5 Clamp-on EMI Filter (open)

Step 2. Place the open EMI filter under the power cable approximately 1.5 inches from
the stripped end of the wires.

Step 3.Wrap the long end of the cable around the outer surface of the filter and back
through the center of the filter one time (totaling two wire runs inside the filter — see
Figure 3-6).

Figure 3-6 EMI Filter Installation (showing wire loops)
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Step 4. Snap the filter closed (see Figure 3-7).

Figure 3-7 EMI Filter Installed

NOTE

SO Failure to install the EMI Filter may result in unwanted EMI and RFI
interference to adjacent equipment.
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3.1.3 Digital and Analog I/O Connections

Each discrete input on the I/O connectors has both a positive and a negative terminal
connection. This allows for wiring of a larger variety of discrete 1/0 than only using a common
negative. It also prevents problems such as ‘sneak paths’ when adjacent inputs are wired.
Polarity is marked on the case adjacent to each connector.

3.1.31 Connector Wiring Procedure

The female connectors supplied with the Communications Manager for the digital input
connections will accept wire sizes in the range of #28 AWG to #14 AWG. The connectors
contain spring-loaded cage-clamps for attachment of the wires. Each connector consists of a
row of wire receptors and actuator spring holes to open and close the cage clamps. Wire each
connector as follows:

Remove the supplied connector from the mating receptacle on the unit.

Select a proper gauge wire for the application (range is #28 to #14 AWG).

Strip approximately 5/16 inch (8 mm) of insulation from the end of the wire.

Insert the blade of a small screwdriver into the actuator spring hole associated with the

wire hole. The screwdriver blade should be no more than 0.10 inches wide and 0.020

inches thick (2.5 mm x 0.5 mm).

5. Lever the wire cage clamp open by pressing straight down on the screwdriver. Visually
note that the contactor receptacle has opened up sufficiently to insert stripped wire. Fully
insert wire into receptacle, taking care not to insert wire jacket insulation into metal
contactors.

6. Remove screwdriver. Gently tug on the just-inserted wire to ensure the receptacle
properly retains the installed wire.

7. Repeat for each wire to be added to the connector.

PONM~

Figure 3-8 Cage Clamp Wire Installation
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3.2 USER CONFIGURATION

Configuration of the Communications Manager is accomplished using the LUl (Local User
Interface), or the Web Ul (Web Browser User Interface). The ECD stores the unit's configuration
information into non-volatile memory. The configuration data may also be downloaded via the
Web Ul or the front panel User USB Port.

3.2.1 Path Selection Modes

The Communications Manager can choose between several physical paths when sending a
message to the office system. The Communications Manager provides three modes of
determining the office-bound path: primary/backup, redundant, and manual. Figure 3-9 shows
the path modes. See Section 4 for Local User Interface and Section 5 for Web Browser and
WccMaint Path Selection Mode configuration screens.

~

ﬁ . — \ f
Operational using

Primary Path

Path 1
Path 2 |

_ . )4\
Primary Failed Primary
+ Recovered
Path 3

( Operational using \——
Backup 1 Path

T Path 4
Backup 1 Failed Backup 1
v Recovered k Redundant Mode j
a /

( Operational using

Backup 2 Path
Permanent OR Timed

T J \\
Backup 2 Failed Backup 2 /
* Recovered

( Operatioﬁal using N—
Backup 3 Path Path2

! < . -
Backup 3 Failed Backup 3 Office Field
+ Recovered Path 3

[ Not Operational ]—/

N
S
N

All Paths Failed Path.4

Primary/Backup Mode
\ / \ Manual Mode /

Figure 3-9 Path Modes
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3.211 Primary/Backup Mode

In primary/backup mode, the Communications Manager sends office-bound messages on the
most preferred working path. The user chooses which paths are preferred by ranking them as
follows (most preferred to least preferred): primary, backup 1, 2, and 3. The Communications
Manager will send office-bound packets on the primary path, as long as it remains operational.
If the packet cannot be delivered, the Communications Manager will report that path as “failed”
and attempt the packet on the next preferred path. See page 3-11 for recommended settings
for a WCP as the Primary path and Table 3-1 when WCP is the Backup path.

e Path Failure

In primary/backup mode, the Communications Manager considers a path “failed” if an
acknowledged packet cannot be delivered on that path after several retries. Any acknowledged
packet that cannot be delivered, which includes indications, WAMS alarms, and path test
packets, will be used to determine path failure.

The packet's ATCS priority level, the protocol, and the physical medium determine the time
between retries. The Communications Manager uses shorter timeouts for higher priority
packets and for Ethernet ports. If the user selected the office path protocol as “Gen/ATCS
Field”, the protocol used with the Siemens WCP, the Communications Manger relies on the
external equipment to perform retries and report delivery confirmation or delivery failure.

The Communications Manager will also consider a path “failed” if the physical link status of that
protocol shows “disconnected”. The specific protocol driver for the port determines the
“disconnected” or “connected” state of a physical link. For example, the ATCS HDLC POLL
protocol is a polled protocol. If the polling of the port stops, the protocol will report the physical
path as failed. If that path is currently the most preferred office path, the Communications
Manager will begin using the next most preferred operational path instead.

o Path Testing

The Communications Manager can actively test the paths it is not currently using for operational
traffic. This allows the Communications Manager to report a path failure before that path may
be needed. The user can select how frequently the Communications Manager tests a path. A
test packet uses acknowledged service and the Communications Manager will retry a test
packet according to the same rules as any acknowledged packet. If the packet does not receive
acknowledgement after all retries, the Communications Manager considers the path failed. The
Communications Manager also uses path testing to determine when a previously failed path
recovers.

o Path Recovery

The Communications Manager sends test packets on failed paths to determine when they have
recovered. Once a path successfully receives acknowledgement for a test packet, the
Communications Manager considers that path “in recovery”. A path must successfully deliver
packets for a user selectable amount of time before the Communications Manager will change it
from “in recovery” to “operational” status. Once operational, the Communications Manager will
begin sending all office-bound traffic on that path if it is now the most preferred.
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3.21.2 Redundant Mode

In redundant mode, the Communications Manager sends a copy of each packet on all office-
bound paths at the same time. Each Path still must be configured as either primary, backup 1,
etc. Paths not used are set to "none". The primary versus backup is meaningless for this mode
of operation.

An acknowledgement received on any path means that message was successfully sent.
Because packets are sent on all paths at the same time and acknowledgements can arrive on
any path (usually only one), the paths are not actively tested. The Communications Manager
uses the physical link status of the port to determine if a path is operational or failed. If a packet
cannot be delivered after several retries on all paths, all paths are considered failed until a
packet is successfully delivered. Regardless of the “operational” or “failed” status of a path, the
Communications Manager always attempts to deliver a packet on all paths.

3.21.3 Manual Mode

When configured for Manual Mode Communications Manager will use a configured path for a
configured amount of time, or indefinitely. The path can be configured for Manual Mode using
WccMaint from the office, a web browser interface, or the front panel keypad and display.
There are two manual mode options: permanent and timed. Manual Mode is typically used to
test a specific path for test path reliability or while maintenance is being performed on another
path.

¢ Permanent

Upon selecting “permanent” as the manual mode option, the Communications Manager will use
the selected office-bound path indefinitely. The "permanent" selection may be cancelled at any
time, resulting in Communications Manager reverting back to automatically selecting the office-
bound path based on the configured mode (primary/backup or redundant). A system reset will
also place the Communications Manager back to automatic mode. If the manually selected path
fails for more than five minutes, the system will revert back to automatic mode.

¢ Timed Mode

Upon selecting “timed” as the manual mode option, the Communications Manager will use the
configured office-bound path for the configured amount of time. When the time expires, the
Communications Manager will revert back to automatically selecting the office-bound path.

3.21.4 Path Configuration for WCP

If one of the office paths uses a WCP, the path settings must be adjusted. These adjustments
are due to the behavior of the WCP and packet switch.

1) A WCP modifies the ATCS layer 3 sequence numbers for office-bound packets in
a manner the Communications Manager cannot predict.

2) A WCP does not pass through ATCS acknowledgment packets from the office. It
generates service signal messages instead, which do not include the ATCS layer
3 sequence numbers from the acknowledgement packet.

3-10
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



INSTALLATION AND CONFIGURATION

3) The office packet switch (or OCG) may send an acknowledgement for a packet
received from the RF path to a backup path or vice versa. Because the
acknowledgements do not pass through, the Communications Manager cannot
know if the packet was delivered and the WCP may not receive a RF "ACK"
(acknowledge) causing it to incorrectly report that a packet was not delivered.

As a result of the above constraints Communications Manager does not have a reliable method
to test a backup path if a WCP is used. If a WCP is used, all backup paths must have the path
test period set to 0 to disable the sending of test packets. Paths that are not tested are not
marked as failed but as “unknown” when packet delivery fails on them. Using the “unknown”
status, the Communications Manager will try those paths again upon failure of other paths.

¢ Recommended Settings (when WCP is Primary Path)

The following are the recommended settings for the primary and the backup path when using a

WCP.

Table 3-1 Primary Path: WCP Recommended Settings
Primary Path Recommended Description
Setting Value

Path Recovery Time

0 (seconds)

Tells the Communications Manager that as soon as the
WCP reports a test packet was successfully delivered, it will
consider the WCP path as operation and begin using it.

Path Test Period

90 (seconds)

Tells the Communications Manager to send a test packet on
the WCP path every 90 seconds. This value should not be
set lower than 90 seconds for a WCP path as the RF retries
will require about 80-90 seconds for the radio.

Path Fail Count 6 Use the default value. This setting only applies to paths that
have an “in recovery” state. Since the path recovery time
setting is 0, this setting has no effect.

RSSI Value 0 Tells the Communications Manager not to attach an RSSI

value to ATCS packets. The WCP will add its own RSSI
value to the packet when it sends the packet on its RF
interface.

Operational Traffic
Only

No (Unchecked )

Tells the Communications Manager to send all packets,
regardless of priority, on the WCP path, if it is the currently
selected path.

COM-00-08-13
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Table 3-2 Any Backup Path (when a WCP is used as Primary Path)

Backup Path
Setting

Recommended
Value

Description

Path Recovery
Time

300 (seconds)

Use the default value. This setting has no effect since the path
will not be tested (Path Test Period set to 0)

Path Test Period

0 (seconds)

Tells the Communications Manager not to send test packets on
this path. This is due to the constraints described above when
using a WCP. Path failure will not be known in advance.

Path Fail Count

6

Use the default value. This setting has no effect since the path
will not be tested (Path Test Period set to 0)

RSSI Value See Description See the “Guidelines for RSSI Values” (Section 3.2.1.8) to
determine if an RSSI value should be used. If an RSSI value is
needed, use a low value such as 1 to ensure the RSSI from the
WCP path will be higher than this path’s RSSI.

Operational No (Unchecked ) Tells the Communications Manager to send all packets,

Traffic Only regardless of priority on this path, if it is the currently selected

one.

¢ Recommended Settings when WCP is Backup Path

The following are the recommended settings when you use a WCP as a backup path. The

WCP must be the last backup path.

Table 3-3 Primary Path (Not a WCP) Recommended Settings

Primary Path
Setting

Recommended
Value

Description

Path Recovery
Time

0 (seconds)

Tells the Communications Manager that as soon as the path
successfully delivers a test packet, it will consider the path as
operational and begin using it.

Path Test Period

60 (seconds)

Tells the Communications Manager to send a test packet on the
path every 60 seconds. This value can be adjusted, to set the
desired time Communications Manager will detect path
recovery. Since this is not a WCP path, path test periods shorter
than 90 seconds are supported. However, this value may need
to be adjusted, depending on the protocol/equipment in use.

Path Fail Count

Use the default value. This setting only applies to paths that
have an “in recovery” state. Since the path recovery time setting
is 0, this setting has no effect.

RSSI Value See Description See the “Guidelines for RSSI Values” (Section 3.2.1.8) to
determine if an RSSI value should be used. If an RSSI value is
needed, use a high value such as 61 to ensure the RSSI will be
higher than the RF path’s RSSI.

Operational No (Unchecked ) Tells the Communications Manager to send all packets,

Traffic Only regardless of priority, on the path, if it is the currently selected
one.
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Table 3-4 Backup Path WCP Recommended Settings

Backup Path
Setting

Recommended
Value

Description

Path Recovery
Time

300 (seconds)

Use the default value. This setting has no effect since the path will
not be tested (Path Test Period set to 0)

Path Test
Period

0 (seconds)

Tells the Communications Manager not to send test packets on this
path. This is due to the constraints described above when using a
WCP. It means you will not know ahead of time if the path has
failed.

Path Fail Count | 6 Use the default value. This setting has no effect since the path will
not be tested (Path Test Period set to 0)

RSSI Value 0 Tells the Communications Manager not to attach an RSSI value to
ATCS packets. The WCP will add its own RSSI value to the packet
when it sends the packet on its RF interface.

Operational No (Unchecked ) | Tells the Communications Manager to send all packets, regardless

Traffic Only of priority on this path, if it is the currently selected one.

¢ WCP and Redundant Mode Restrictions or Constraints

A WCP cannot be used in a redundant mode system due to the following constraints:

1) A WCP modifies the ATCS layer 3 sequence numbers for office-bound packets in a
manner the Communications Manager cannot predict.

2) A WCP does not pass through ATCS acknowledgment packets from the office. It
generates service signal messages instead, which do not include the ATCS layer 3
sequence numbers from the acknowledgement packet.

3) The office packet switch (or OCG) may send an acknowledgement for a packet
received from the RF path on another path, which forces the WCP to continue
retrying packets.

Since the WCP modifies the layer 3 sequence numbers, the duplicate packets received at the
packet switch (or OCG) will have different layer 3 sequence numbers. That prevents the packet
switch from recognizing that packets are duplicates so it may acknowledge both packets. Since
the acknowledgements will be sent by the packet switch on only one of the field-bound paths,
the Communications Manager or the WCP may continue to retry the packet.

A CAUTION

COM-00-08-13
Version No.: A.5

THIS CREATES A SCENARIO WHERE THE PACKET SWITCH
AND/OR THE DISPATCH SYSTEM MAY NOT DETECT STALE
PACKETS, WHICH COULD RESULT IN THE DISPATCH SYSTEM
DISPLAYING INCORRECT INDICATIONS.

CAUTION
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3.21.5 Guidelines for ATCS Addressing

The Communications Manager contains several ATCS address settings and the ATCS network
requires the field equipment to follow certain rules regarding address assignments. There are
two ATCS address types commonly used by the Communications Manager: type 7 wayside
addresses and type 2 office addresses.

e Type 7 Wayside Address Format

A type 7 wayside address has the following format: 7.RRR.LLL.GGG.SS.DD. Each field of the
address has the following meaning:

RRR Railroad number between 001 and 999. All equipment installed for the same
railroad usually uses the same railroad number.
LLL Code-line or region number between 1 and 999. The communications system can

be broken into lines by the railroad’s own internal conventions. The office
equipment may have limitations on the number of lines it can manage.

GGG Group number between 1 and 999. Generally, all the equipment at one location is
in the same group. However, there are locations that may require different group
numbers set for the devices. The group number must be coordinated between the
CTC equipment and the field equipment. The office equipment may have
limitations on the number of groups it can support per line.

SS Subnode number between 1 and 99. Generally, each addressable device at a
location has a different subnode number (and the same railroad, line, and group
number).

DD Device number between 1 and 99. Generally used to address a particular device or

application within a single piece of equipment. Since the equipment uses the DD
for internal addressing, this field is often not user configurable.

The address 7.000.000.000.00.00 can be used as a broadcast address.
The address 7.RRR.000.000.00.00 can also be used as a broadcast address.

e Type 2 Office Address Format

A type 2 office address has the following format: 2.RRR.NN.DDDD. Each field of the address
has the following meaning:

RRR Railroad number between 001 and 999. All equipment installed for the same
railroad usually uses the same railroad number.
NN Network node number between 01 and 99. The office environment can be

arbitrarily be broken into several network nodes.

DDDD Device number between 0001 and 9999. The value is usually used to address
specific application in the office. A value of 0000 addresses all applications within
the network node.
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3.21.6 General Address Guidelines

These guidelines apply to any address configured in the system:
1) All ATCS addresses should have the same railroad number.
2) All type 7 wayside addresses should have the same Code Line number.

3) Each wayside device must have a unique ATCS address. Conflicting addresses can
cause major communications problems, including the dispatch system displaying
incorrect indications.

4) If more than one Code Unit is reporting to the Communications Manager, each unit must
have a unique ATCS group number.

3.21.7 Communications manager Site Address

When assigning a Site Address to the Communications Manager, use the following guidelines:

1) The Communications Manager’s site ATCS address must be coordinated with the
railroad to ensure it is unique.

2) If both the Communications Manager and a wayside controller are running ladder logic,
the Communications Manager and the wayside controller must each have different
group numbers. The office equipment limits handling one indication per group.
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3.2.1.8 Guidelines for RSSI Values

The Communications Manager can attach an RSSI value to office-bound packets before
sending them. The RSSI value can be set for each office path. The packet switch (and OCG)
uses the RSSI values received on each path to determine which path to send field-bound
packets on. Not all protocols support attaching RSSI values. Use the following guidelines to
determine what number to set in the RSSI value field for each path. See Section 4 for Local
User Interface and Section 5 for Web Browser configurations.

1) When using the Gen/ATCS Field protocol, the RSSI value should always be set to O.
The WCP or the receiving device will attach its own RSSI value to the packets.

2) When using the Genisys Field protocol, the RSSI value has no effect. The Genisys Field
protocol does not send ATCS packets.

3) If a WCP (RF) is used as a primary path, any backup path where items 1 and 2 do not
apply should have a low RSSI value, such as 1. It is recommended for the backup path
to have a lower RSSI than the RF path, which will ensure the packet switch (or OCG)
prefers to send field-bound packets out RF.

4) If a WCP (RF) is used as a backup path, more preferred paths where items 1 and 2 do
not apply should have a high RSSI, such as 61. It is recommended for the primary path
to have a higher RSSI than the RF path, which will ensure the packet switch (or OCG)
prefers the primary path over the RF path.

5) If all previous guidelines do not apply, the path should have a lower RSSI value than
paths more preferred. In this case use a path's default RSSI value. The default RSSI
values are as follows: primary = 61, backup1 = 51, backup2 = 41 and backup3 = 31.
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3.21.9 Site Setup Configuration Options

The Table lists the Site Setup Configuration Options.

Table 3-5 Site Setup Configuration Parameters

Parameter Range Default
Site Name 1 - 20 Characters Safetran Systems
Milepost 0 - 20 Characters 000.0
DOT Number: 1 - 7 Characters 000000A
Time zone: GMT, EASTERN
EASTERN,
CENTRAL,
MOUNTAIN,
PACIFIC,
ALASKA,
ATLANTIC,
ARIZONA (NO DST),
NEWFOUNDLAND,
AUS WESTERN,
AUS CENTRAL,
AUS CNTRL (NO DST),
AUS EASTERN,
AUS EASTERN (NO DST)
Site ATCS Address 7.000.000.000.00 - 7.999.999.999.99 7.620.100.100.01
CAD Address 2.000.00.0000 - 2.999.99.9999 2.620.00.0000
WAMS Address 2.000.00.0000 - 2.999.99.9999 2.620.01.9100
WAMS System Enabled or Disabled Enabled
Path Selection Mode Primary/Backup Primary/Backup
Redundant
Indication Refresh 0 (no refresh) - 600 seconds 60 seconds
Period
Indication Holdoff 0 (no holdoff) - 10 seconds 0 seconds

COM-00-08-13
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3.2.1.10

Serial Port Configuration Options

The following table summarizes the protocol options for the serial ports. If the "Field" path is
selected only field options will display, likewise if the "Office" path is selected, only the office
options will display. If no path is selected ("None") no path information will appear.

Table 3-6 Serial Port Configuration Summary

Path Type | Protocol Clock Mode | Line Modes TX Clock

Field Genisys Office Async RS-232 Only N/A

Field Gen/ATCS Office Async RS-232 Only N/A

Field CN2000A Async RS-232 Only N/A

Field CN2000B Async RS-232 Only N/A

Field Dumb Terminal Async RS-232 Only N/A

Field Diagnostic Text Async RS-232 Only N/A

Field BCM Diag Async RS-232 Only N/A

Field ATCS/HDLC ADM | Sync RS-232 or RS-422* | Internal or External
Field ATCS/HDLC Ul Sync RS-232 or RS-422* | Internal or External
Office Genisys Field Async RS-232 Only N/A

Office Gen/ATCS Field Async RS-232 Only N/A

Office ATCS/HDLC POLL | Sync RS-232 or RS-422* | Internal or External

* The 2 partial-featured serial ports only support Async protocols and RS-232 Line Mode.

COM-00-08-13
Version No.: A.5

Table 3-7 Serial Ports 1 — 4 Parameters

Parameter Range Default
Baud Rate 1200, 2400, 4800, 9600

9600, 19200,

38400, 57600, or

115200
Data Bits 7or8 8
Parity None, even, or odd | None
Stop Bits 1or2 1
Flow Control None or Hardware None
Path Type None, Field, None

Office Primary,

Office Backup 1,

Office Backup 2, or

Office Backup 3
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Table 3-10 Full-featured Port — Path Type: Office Primary, Office Backup 1, 2, or 3

COM-00-08-13
Version No.: A.5

Table 3-8 Full-featured Port — Path Type: FIELD

Parameter

Range

Default

Protocol

Gen/ATCS Office,
Genisys Office,
ATCS/HDLC ADM,
ATCS/HDLC UlI,
CN2000A,
CN20008B,

Dumb Terminal,
Diagnostic Text,
BCM Diag

Gen/ATCS Office

Table 3-9 Partial-featured Port — Path Type: FIELD

Parameter Range Default

Protocol Gen/ATCS Office, Gen/ATCS Office
Genisys Office,
CN2000A,
CN20008B,

Dumb Terminal,
Diagnostic Text,
BCM Diag

Parameter Range Default
Protocol Gen/ATCS Field, Gen/ATCS Field
Genisys Field,

ATCS/HDLC POLL

3-19

NOVEMBER 2009 (Revised JANUARY 2023)




INSTALLATION AND CONFIGURATION

Table 3-11 Partial-featured Port — Path Type: Office Primary, Office Backup 1, 2, or 3

Parameter Range Default
Protocol Gen/ATCS Field, Gen/ATCS
Genisys Field, Field

Table 3-12 Full-featured Port — Protocol: ATCS/HDLC ADM, Ul, or POLL

Parameter Range Default
Line Mode RS-232, RS-422 RS-232
TX Clock Internal, External Internal
Source
NOTE
NOTE The Communications Manager uses Async Clock Mode and RS-232

Line Mode for all Async protocols: Genisys Office, Genisys Field,
Gen/ATCS Office, Gen/ATCS Field, CN2000A, CN2000B, Dumb
Terminal, Diagnostic Text, and BCM Diag.

Table 3-13 Laptop Serial Port Options

Parameter Range Default

Baud Rate 1200, 9600, 57600, | 9600
or 115200

Data Bits 7or8 8

Parity None, even, or odd | None

Stop Bits 1or2 1

Flow Control None or Hardware None

COM-00-08-13
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3.21.11

The following are the Ethernet port configuration parameters:

COM-00-08-13
Version No.: A.5

Ethernet Port Configuration Options

Table 3-14 Ethernet Port Options

Parameter Range Default

DHCP Client Enabled or Disabled | Disabled

Path Type None, None
Field,

Office Primary,
Office Backup 1,
Office Backup 2, or
Office Backup 3

Table 3-15 Ethernet Port Options — DHCP Client Disabled

Parameter Range Default
IP Address 0.0.0.0 - 192.168.X.1 where X is
255.255.255.255 replaced with the Port
number plus one.
(Ethernet Port 2 default
would be 192.168.3.1).
Network Mask 0.0.0.0 - 255.255.255.0
255.255.255.255
Default 0.0.0.0 - 192.168.X.1 where X is
Gateway 255.255.255.255 replaced with the Port
number plus one.
(Ethernet Port 2 default
would be 192.168.3.1).
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Table 3-16 ATCS/IP Office Options

Parameter

Range

Default

Description

OCG Circuit ID

0.0.0-999.2.15

620.1.1

The circuit ID, or base ID, of
every IP base belonging to
this HUB is manually entered
here along with its IP
address. The base ID is an
assigned 16-bit value that is
used as a unique tag for
each base.

Routing Region
One

0.0.0.0 -
255.255.255.255
or Symbolic
Name

192.168.X.2 where X
is replaced with the

Port Number plus one.

This can be either a subnet
broadcast or unicast IP
address associated with
office OCG or packet switch.

Routing Region
Two

0.0.0.0 -
255.255.255.255
or Symbolic
Name

192.168.X.3 where X
is replaced with the

Port Number plus one.

This can be either a subnet
broadcast or unicast IP
address associated with
office OCG or packet switch.

OCG Port

0-65535

5361

Specifies the port number
used to listen for messages.
Specifies the UDP port
number used to listen for
messages. Default is 5361.

Path Value

0-255

72

This is information used by
packet switch/OCG to
specify inbound path options
such as main/standby, field
device operation, etc.

Route Search Time

0 - 65535
seconds

15 Seconds

Route request is sent per
this time interval until a route
update response is received.

Route Search Tries

0-255

The number of times
Communications manager
will retry a route search if a
response is not received.

Route Refresh
Time

0 - 65535 Minutes

5 Minutes

Once a route update
response is received, a route
request is periodically sent
per this time interval to
refresh the route table.
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3.21.12 DNS Options

The following are the configurable DNS protocol options:

Table 3-17 DNS Options

Parameter Range Default Description

Nameserver 1 0.0.0.0 - 255.255.255.255 192.168.2.1 | IP address of DNS server
Nameserver 2 0.0.0.0 - 255.255.255.255 192.168.3.1 | IP address of DNS server
Nameserver 3 0.0.0.0 - 255.255.255.255 192.168.4.1 | IP address of DNS server

3.21.13 Echelon® Options
The following are the configurable Echelon® options.

Table 3-18 Echelon® Configuration Options

Option Range | Default | Description
Gateway 1-126 |1 If the destination ATCS address of a message to send on
Node Echelon® is not part of the same group as the

Communications Manager, it sends the ATCS message to
this Echelon® Node.

3.21.14 Gen/ATCS Field Protocol Options
Each port configured for Gen/ATCS Field Protocol will have the following configuration options:

Table 3-19 Gen/ATCS Field Protocol Options

Option Range Default Description

Poll Address 1-254 1

Link Fail Timer 250 - 60000 1000 ms This is used as a watchdog timer
milliseconds to time the receipt of Genisys

Office messages.

Comms Device
Addr (for setting
WCP address
via XID)

99

7.000.000.000.00. | 7.000.000.000.00. | This address is used when
00 (disabled)
7.999.999.999.99. | (disabled) external equipment will read the

00 building an XID message. The

address from the XID message
and assign itself that address. If it
is left at 7.000.000.000.00.00, the
external equipment will not use
the address and will use its own
assigned address instead.

COM-00-08-13
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3.21.15

Gen/ATCS Office Protocol Options

Each port configured for Gen/ATCS Office Protocol will have the following configuration options:

Table 3-20 Gen/ATCS Office Protocol Options

Option Range Default Description
Polling Range Start | 1-254 1 The first Genisys station number in the
polling sequence
Number of Stations | 1-24 1 The number of stations to poll.
Short Poll Delay 250 - 120000 | 1000 ms The amount of time to wait for a poll
milliseconds response when the station is online.
Long Poll Delay 250 - 120000 | 10000 ms The amount of time to wait for a poll
milliseconds response when the station is offline.
Retry Count 0-255 5 The number of times to send a data
frame to the field code unit before
discarding the frame.
Response Fail 0-255 Not Used
Count
3.2.1.16 Genisys Office Protocol Options

Each port configured for Gen/ATCS Office Protocol will have the following configuration options:

Table 3-21 Gen/ATCS Office Protocol Options

Option Range Default Description
Polling Range Start | 1 - 254 1 The first Genisys station number in
the polling sequence
Number of Stations | 1-24 1 The number of stations to poll.
Short Poll Delay 250 - 120000 1000 ms | The amount of time to wait for a poll
milliseconds response when the station is online.
Long Poll Delay 250 - 120000 10000 The amount of time to wait for a poll
milliseconds ms response when the station is offline.
Retry Count 0-255 5 The number of times to send a data
frame to the field code unit before
discarding the frame.
Source ATCS 7.RRR.LLL.GGG.SS.DD | 5 The base ATCS address that will be
Address used as the source address for each
station. The station number that
responded to a poll is added to the
GGG field to create a source ATCS
address.
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3.21.17

ATCS/HDLC ADM Options

The ATCS/HDLC ADM protocol must be configured on the full-featured serial ports. Each port will have
the following configurable options.

Table 3-22 ATCS/HDLC ADM Configurable Options

Option Range Default Description
Message Response | 300 - 65535 milliseconds | 1000 Used for timing an expected
Timer milliseconds | response message.
Retry counter 0-255 3 Number of times to retry a
transmitted message.
Line Mode RS-232 or RS-422 RS-232
TX Clock Source Internal or External Internal
3.21.18 ATCS/HDLC Ul Options

ATCS/HDLC Ul interfaces with the base station controller equipment (such as BCM or BCM II).
In this application Communications Manager polls the base station controller. The following

table displays the user configurable options to the Office System.

Table 3-23 ATCS/HDLC Ul Configurable Options

Parameter Range Default Description
Message Response | 300 - 65535 milliseconds | 1000 Used for timing an expected
Timer milliseconds | response message.
Retry counter 0-255 3 Number of times to retry a
transmitted message.
First Station 1-255 1 The first station number in
Number the polling sequence.
Number of Stations | 1-15 1 The number of stations to
poll.
Line Mode RS-232 or RS-422 RS-232
TX Clock Source Internal or External Internal
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3.21.19

ATCS/HDLC POLL Options

The ATCS/HDLC POLL protocol interfaces directly with packet switches in the office. The
following table lists the user configurable options.

Table 3-24 ATCS/HDLC POLL Configurable Options

Parameter Range Default Description

Message Response | 300 - 65535 milliseconds | 1000 Used to time an expected

Timer milliseconds | message from the packet
switch.

Retry counter 0-255 3 Number of times to retry a
transmitted message

Poll Address 1-15 1 The poll address that will be
responded to.

Line Mode RS-232 or RS-422 RS-232

TX Clock Source Internal or External Internal

3.2.1.20

Office Path Options

Each Ethernet port and serial port configured as an office path (Office Primary, Office Backup1,
2, or 3) has the following user configurable options as shown in the table below.

Table 3-25 Office Path Configurable Options Primary Office and Backup

Option

Range

Default

Description

Path Recovery
Time

0 - 3600 seconds

300 seconds

The amount of time a path must
successfully deliver messages with no
losses before the path can be considered
"Operational" again.

Path Test Period

0 - 7 Days

60 seconds

The time between attempts to send a test
packet on a path's whose state is either
"Failed", "In Recovery", or "Operational”
(not currently the most preferred path), If
the "Path Test Period" is set to zero the
path will not be tested. A test period of
zero should only be configured for the least
preferred path.

Path Fail Count

The minimum number of test packets that
do not receive a response, causing a path
to change from "In Recovery" to "Failed"
state.

RSSI Value 61 - Office Primary Defines the RSSI value the office protocol

51 - Office Backup 1 will attach to the end of all ATCS RF_INFO

41 - Office Backup 2 | packets transmitted on an office path. If the

31 - Office Backup 3 | user sets the value to 0, the
Communications Manager will not attach
an RSSI value.
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3.2.1.21

CN2000A & CN2000B Protocols

The CN2000A and CN2000B protocols operate with the CN2000 wayside controller equipment.
The following table displays the user configurable options.

Table 3-26 CN2000A & CN2000B Configurable Options

Option Range Default Description

Polling Range 1-254 1 The first station number to

Start poll.

Number of 1-24 1 The number of CN2000

Stations Code Units to poll.

Short Poll Delay | 250 - 60000 milliseconds | 1000 ms The time interval between

sending poll

Long Poll Delay | 250 - 120000 10000 ms The wait time for an

milliseconds indication acknowledge to

be received from packet
switch or OCG.

Source ATCS 7.RRR.LLL.GGG.SS.DD | 7.620.100.100.01.01 | The source ATCS address
Address to use as the address of
the field stations. The
polled station number
replaces the GGG field
3.21.22 Dumb Terminal Options

Each port configured for Dumb Terminal will have the following options appear:

Table 3-27 Dumb Terminal Parameters

Parameter

Range

Default

Description

SSH Port Number

0 - 65535

10021 for Serial Port 1
10022 for Serial Port 2
10023 for Serial Port 3
10024 for Serial Port 4

The TCP port number the
driver listens on for the new
SSH connections

Session Time-out | 0 - 60 minutes 10 minutes The amount of time of no
Value of O received data before the
disables time-out session is disconnected
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3.21.23 Diagnostic Text Options

Each port configured for Diagnostic Text will have the following options appear:

Table 3-28 Diagnostic Text Parameter Options

Parameter

Range

Default

Description

SSH Port Number | 0 - 65535

10021 for Serial Port 1 | The TCP port number the
10022 for Serial Port 2 | driver listens on for the new
10023 for Serial Port 3 | SSH connections

10024 for Serial Port 4

Session Time-out | 0 - 60 minutes

Value of O
disables time-out

10 minutes

The amount of time of no
received data before the
session is disconnected

3.21.24 Digital Input Options
The Communication Manager Digital Inputs have the following configuration parameters:

Table 3-29 Digital Input Configuration Options

Parameter Range Default | Description

Input Name 0-10 Input X | (Where X is the input number).
Characters

Algorithm Discrete or GFT | Discrete

o Digital Inputs - Algorithm: Discrete

The following configuration parameters appear when Algorithm is set for Discrete:

Table 3-30 Digital Inputs — Algorithm: Discrete

Parameter Range Default | Description
Off State 0 - 10 Characters Off Up to 10 characters in length and used to
Name identify Off state.
On State 0 - 10 Characters On Up to 10 characters in length and used to
Name identify On state.
Toggle State 0 - 10 Characters Toggling | Up to 10 characters in length and used to
Name identify Toggle state.
Off De-bounce | 0 - 60000 milliseconds | 100 ms | Number of milliseconds an input must be
de-energized before it is declared OFF.
On De-bounce | 0 - 60000 milliseconds | 100 ms | Number of milliseconds an input must be
energized before it is declared ON.
Toggle Period | 0 - 60000 milliseconds | 1000 ms | Number of milliseconds within an input
changing state 4 or more times is declared
TOGGLING.
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o Digital Inputs - Algorithm: GFT (Ground Fault Detector)

The following configuration parameters appear when Algorithm is set for GFT:

Table 3-31 Digital Inputs — Algorithm GFT

Parameter Range Default | Description
Battery 1 Name 0-10 Characters | BATa 0-10 characters (Where Xiis the input number).
Battery 2 Name 0-10 Characters | BAT 2 0-10 characters (Where Xiis the input number).

3.21.25
The following are the configurable parameters for the Analog Input ports:

Analog Input Options

Table 3-32 Analog Input Options

Parameter | Range Default | Description
Name 0-10 Batt X 0-10 characters (Where X is the input number).
Characters

Resolution 0.1V to 36.0V | 0.5V Specifies the change in voltage required before an
event will be logged into the Argus eventlog. The
voltage is calculated as the average of the number
“Samples to Average”.

Sample 100 - 60000 100 ms Number of milliseconds between raw samples of the

Period milliseconds input. The average of the last “Samples to Average”
readings is taken at this point and compared to the
last logged value to determine if a new event needs
to be logged.

Average 1-64 10 Specifies the number of consecutive samples to

Count samples. average together to determine the voltage present
on the input. A list of the last “Samples to Average”
samples is kept as the voltage readings are taken.
At each sample period, the list of voltage readings is
averaged together to determine the voltage value.

Re-read 0 - 60000 500 ms The number of milliseconds after an event is logged,

Period milliseconds when one more comparison of voltage to the last
logged value will be taken. This function has a
default value of 500 ms.

Re-read 0.0V (off) to 0.2v The voltage difference required to log another event

Resolution 36V. after the re-read comparison is performed. This
function has a default value of 0.2 VDC.
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3.2.1.26

Relay Output Options

The following are the configurable parameters for the Relay Outputs:

Table 3-33 Relay Output Options

Range Default Description

Name 0-10 Relay X | 0-10 characters (Where X is the output number).
Characters

Off State Name | 0-10 Off Up to 10 characters in length and used to
Characters identify OFF state.

On State Name | 0-10 On Up to 10 characters in length and used to
Characters identify ON state.

Toggle State 0-10 Toggling | Up to 10 characters in length and used to

Name Characters identify TOGGLE state.

Toggle Period 500 - 60000 1000 ms | Number of milliseconds within an input changing
milliseconds state 4 or more times is declared TOGGLING.

Duty Cycle 0-100 50% Percentage of time in ON state.
percent
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3.21.27 Diagnostic Logging Options

The Diagnostic Log has configurable parameters for logging message traffic. The following table
displays the parameters available.

Table 3-34 Diagnostic Logging Options

Parameter Range | Default Description
Message Enabled | Disabled Logs messages addressed to and generated by
Processing or the Communications Manager unit. The ATCS
Logging (Layer 7) | Disabled packet header information is not shown; only the
application layer data of the message is shown.
For multi-part messages, the data is logged after
the re-assembly of all the received message parts
and before breaking up sent messages.
Routing Logging Enabled | Disabled Logs messages handled by the internal ATCS
(Layer 3) or router. The router handles ATCS layer 3 packets
Disabled and all data including the ATCS layer 3 header is
shown in the log entries. The router determines
what to do with received messages and handles
path selection.
Serial Port 1 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 2 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 3 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Serial Port 4 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected serial protocol.
(Layer 2) Disabled
Ethernet Port 1 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 2 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 3 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
Ethernet Port 4 Enabled | Disabled Logs data link layer message data as it is sent and
RX/TX Logging or received using the selected Ethernet protocol.
(Layer 2) Disabled
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3.2.1.28 GPS Configuration Options

The following table displays the user configurable parameters and descriptions for the GPS receiver.

Table 3-35 GPS Configuration Options

Option Range Default Description

Sats For Time 1-4 4 The number of satellites that must be in view before
the Communication Manager will set its date/time
from the GPS receiver's date/time information.

Time Difference | 1-300 5 The number of seconds the GPS receiver's date/time
seconds | seconds | and the system's present date/time must differ before
the Communications Manager will set the date/time
from the GPS date/time.

NOTE

NOTE

The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

3.21.29 SNMP Traps

Communications Manager is equipped to send alarms generated by an application as SNMP
version 2 traps. The trap is generated by application program, (if it is an IP path). The ATCS
address, Site Name, Milepost, DOT, and Date/Time will automatically be filled in. The
application-assigned alarm number, Application-assigned alarm text, Application-defined SNMP
alarm number, and Application-defined SNMP severity level will be filled in from the application,
run by the CDL engine.
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The following table displays the user configurable SNMP Trap options.

Table 3-36  SNMP Trap Configurable Options

Destination Port

Option Range Default Description
Primary 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is primary.
Primary 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is primary.
Backup 1 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 1.
Backup 1 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is backup 1.
Backup 2 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 2.
Backup 2 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is backup 2.
Backup 3 0.0.0.0 (disabled) - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is backup 3.
Backup 3 0 - 65535 162 The destination IP Port Number to send

SNMP Traps when the currently active
path is backup 3.

o Disabling SNMP Traps

SNMP Traps can be disabled by setting

(0.0.0.0).

COM-00-08-13
Version No.: A.5
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3.2.1.30

WSA/S2

Communications Manager is equipped to interface with Westrace Freight

The following table displays the user configurable parameters for Westrace Freight interface.

Table 3-37 WSA/S2 Parameters

Parameter Name Range Default Description

WSA/S2 Enabled Yes or No No Set to Yes to enable the WSA/S2
protocol functions.

WSA/S2 UDP Port 0..65535 3800 The UDP port number used to send
and receive WSA/S2 messages.

WSA/S2 Destination IP | <IPv4 192.168.1.1 | The IP address of the Westrace
Address> Freight unit.

Session ID 1..255 1 An identifier associated with the
session. Must match the ID provided
in WTFR.

Address ID 1..62 1 The WSA/S2 address of the WTFR.

Loss of Comms Timeout | 100..30000 5000 (ms) If no WSA/S2 messages are
(ms) in 100 ms received within this timeout, the
increments Comms Manager will declare the

session as “failed”.

Transmit Rate 100..30000 1000 (ms) | The rate at which the Comms
(ms)in 100 ms Manager will transmit WSA/S2
increments control messages to the destination

system.

Input Offset 0..28 0 Offset, in bytes, into the input logic
states (“I” bits) of the ladder logic
bitmap to copy the received WSA/S2
logic states.

Input Size 4,6,8,12,16, |4 The size, in bytes, of data to copy

or 32 from the received WSA/S2 logic
states. Selected from drop down
menu.

Output Offset 0..28 0 Offset, in bytes, into the output logic
states (“O” bits) of the ladder logic
bitmap to copy the sent WSA/S2
logic states.

Output Size 4,6,8,12,16, |4 The size, in bytes, to copy the sent

or 32 WSA/S2 logic states. Selected from
drop down menu.
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SECTION 4
WEB USER INTERFACE (WebUI)

4.0 WEB USER INTERFACE (WEBUI)
41 GENERAL

The Communications Manager comes with a Web Interface which enables users to configure
the system as well as monitor system status using any web browser. Access can be via a
network or locally using the Ethernet port on the front panel. Access is protected by a username
and password.

4.2 USER COMPUTER SETUP

Setting up a computer to connect with the Communications Manager follows standard
fundamental LAN protocol. The User Ethernet Port defaults as a DHCP Server. Setting the
computer as a DHCP client will enable the Communications Manager to assign the computer an
IP address. The user can also manually set up the computer's TCP/IP properties (e.g. IP
address 192.168.1.105, subnet as 255.255.255.0) to connect with the Communications
Manager as shown in the figure below. The example shown is for Windows XP and varies
between Windows versions (Vista, Windows 7). This procedure is NOT necessary unless the
intent is to set up the computer's Ethernet port to something other than a default configuration.

-4 Local Area Connection Properkies 7] x|
General
| Advanced | Internet Praotocol (TCP/IP) Properties 21xl

General | Altemnate Configuration I

Connect uging:

/| i 2| X
B3 Broadeom Hebiheme 57ex Gigabit C Configue ; Internet Protocol (TCP/IP) Properties 2ix|
. | “ou can get P settings assigned automatically if your network. supports B 0 |
eneral

this capabilly. Otherwise, you need to ask your netwark administrator for

This connection uses the following items:

E File and Printer Sharing for Microsoft Networks

Irstall...

Wrirstall

I Properties I

the appropiiate IP settings

€% Obtain an IP address automatically
" Use the following IP address:

|F addiess . .
Subnet mask:
Default gatevsy: . .

r~ Description

Transmission Control Protocol/Intemet Pratocal. The default
wide area network pratocol that provides communication
across diverse interconnected networks.

™ Show icon in notification area when connected
[v Notify me when this connection has limited or no connectivity

0K |

Cancel

" Obtain DNS server address automatically

—(% Use the following DMS server addresses:

Prefemed DHS server. . .

Advanced |

Altemate DNS sarver:
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Cancel

‘You can get IP settings assigned automatically if your netwark supports
this capabilty. Dtherwise, pou need to ask your netwark administratar for
the appropriate [P settings,

" Dbtain an IP addiess automatically
1 Use the following IP addiess:

IP address: 192 168 . 1 105
Subnet mask: 285285255 O

192 . 168 . 1 1

1 Obtain DNG server addisss automaticaly

Default gateway:

—% Usa the following DNS server addresses:

Preferred DMS server: . .

Advanced.

Alternate DNS server

Cancel I
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4.3 STARTING THE WEB USER INTERFACE (WEBUI)

4.3.1 For Software Version 1.19.4Y and Earlier

To access the Communications Manager, enter "https://" and the unit's IP Address in the
browser address window as shown in Figure 4-2. It is necessary to preface the IP address with
"https://". The front panel Ethernet port's default address is 192.168.1.100.

"File Edit View History Bookmarks Tools Help [

19216331

192.163.3.1

Figure 4-2 Communications Manager Web User Interface Start Up

4.3.2 For Software Version 1.20.1AA and Later

To access the Communications Manager, enter "http://" and the unit's IP Address in the browser
address window. It is necessary to preface the IP address with "http://", which does not include
the "s". As of version 1.20.1AA, the web browser interface no longer uses TLS 1.0 for security
because modern browsers no longer support it.

4.3.3 Web Login

The WebUl's opening page will appear as shown below. Click on either Login highlighted to
bring up the login screen.

Click to Login

Figure 4-3 WebUI Opening Screen
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The WebUI's Login Page will appear. Enter the appropriate Username and Password, and
then click on the Login button

2 & a PrpeTT M & % n @0 H
(s SAFETRAN L

Yo P reached e Saletran Sysiems Comma Manager web based user inisrface. Through this sesy o use web iool, you can condgure, control, and cbssre this denice by choking
e appropiale bnks and bulons thoughosd the syviem

Y rdy selsct & SyNie aeea from the menu above, Bnd Sen chooss B mon speciic seisction from the menw hal Bpoears 1o T lefl. B you need help, you mary return 1o il page by
choiing on Tt THome” link above and selecing T Webill Troubleshoot™ fink from the lefi

Pleass Login b bagn uiing the Camms Manager \WebLil

Figure 4-4 WebUI Login Page

The login confirmation can be viewed in two locations. A pop up window will appear briefly to
verify the User Name and Password was accepted. Login status is also continuously displayed
in the upper right corner and includes Logout interactive text to conclude the session.

Yiou hav eacted e Satetran Systess Cofva WSnager wib based wer eierdacs TheouQ® et eaty 10 e wed D00, yiu Can COVAQRE . OO e phaence s devs by Chkng
Pt SOOASONae k3 afd Bufions ISUQhOUL e 4y e

Yiodl My’ SEbecl B #yRA8T Brak from e meny Mbove, Bnd then choois & Mone spetie seietiion fom e meny Tal SpEears io he o Miied] Py, yind My AERLET 00 198 Dl
eheking of B "Home” ink Btave and selecting B "Wkl Troublsshoot™ link Bom B led

Comms Manager WebUI|
Welcome admin, you are now logoed in.

Logged into Comms Manager as admin, logout

Figure 4-5 WebUI Login Confirmation
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4.3.4 Web Ul Welcome Page

The WebUl's Welcome Page will appear, as displayed in Figure 4-6. To the left of the page is the Web
Ul Navigation Menu. Each menu item has a list of sub-menu items. The Site Information is listed on the
top of the page for easy reference. Login status is listed on the upper right corner of the page.

Site Name: Safetran Syslems | ATCS Address. 7.620.100.100.03
Milepost 1234 | DOT Number 1234564 Logged into Comms Manager as admin, lpgout

as gt Wl - e

E # & B - i | # & & @ W

- Iinderned Lapicrer Crashes
H It Exploner crashes whs the kg busion is pressed wou may need o apply & Windows updale from Microsof

For mone inforeaion a0ouf Ihis update please vl Ty link [regunes ntemel s00ess

HOME

P TROUBLESHOOT

Figure 4-6 WebUIl Welcome Page
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4.3.5 WebUI Troubleshooting

In the unlikely event of an Internet Explorer failure, an application download is available via the
Internet. Click on the Troubleshoot interactive text to bring up the Troubleshooting page as shown in

Figure 4-7.

—

H Inlermet Explorer Crashes
W imiermel Exploner craghes when e logn bufion

Fot mom informaion about this updake pleasa

HOME

P WELCOME

ona Py niskd 10 Apply 3 YWindows. update from Mecrosoll

QTS e JL0Ess

G: —
[
(&) neis
() nene

B ok

Deownload Center b
e Podem.  Compeie e S feasi

- Serit Sp—

L1 |

@

Figure 4-7 Troubleshooting Page
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4.3.6 Non-Vital Configuration
The WebUI is one method to configure the Communications Manager. The WebUI navigation
menu shows a list of configuration sub-menus as shown in Figure 4-8.

. O VTTAL CORFIG
This & the Mon-"ial Confguration pags. F s Wanages's peneral confguration opsons.

- L b RHALCG INPUT i P 3
Croose which opions viu wisid bt i Do nesed help, you may Feium o e fome page by choking on The Home™ nk above and selecing the
Wbl Troubleshool Bnk from e el ¥ ATCE ROUTER

OO, LG VEREO SITY

DG CODE LINE

DAGHOSTIC LOG

ERGITAL IMPUT

SEREAL POET

SITE FO

Figure 4-8 Non-Vital Configuration Menu

4.3.6.1 Analog Input

Click on the Analog Input, from the list of configuration sub-menus to bring up the Analog Input
Configuration Page.

0 VTTAL COres

*RLAY CarTu
 pmmAL PO

L Ll

L

L T
b WRAART
¥ OCHANGE T SR

Figure 4-9 Configuration Menu — Analog Input
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The Analog Input Configuration Page has a tab for each of the four analog inputs. Click on the
desired input tab to bring up the configuration dialog box.

Al AMTwo AlThes AlFar
— | pRufesh Defud
AlOre | AlTwo | AlThree | AlFour

ot e g Defat

Figure 4-10 Analog Input Configuration Page

Click on the Refresh button to re-populate the dialog boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

=l | “ZRefresh oy Default

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

ESEHEI ij_.]Dismrd] ) o
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The figure and chart below details the Parameters, Range, and Default settings as well as a

description for the four Analog Inputs.

» Home » Non Vital Config » Analog Input
Al One (*) Al Two Al Three Al Four
=]|save jiDiscard &% pDefault
-+
Sample Period: ge Count
Reread Period: Feread Resolu f
1 — ®

Figure 4-11 Analog Input Parameters

Table 4-1 Analog Input Parameters and Descriptions

Parameter | Range Default Description
a | Name 0 to 10 characters BATT X Up to 10 characters long and used to
(where X is describe the input in event reports.
the input
number)

b | Resolution 0.1V to 36.0V 0.5V Specifies the change in voltage required
before an event will be logged into the
event log. The voltage is calculated as
the average of the number "Samples to
Average".

c | Sample 100 — 60000 milliseconds 100 ms Specifies the number of consecutive

Period samples to average together to
determine the voltage present on the
input. A list of the last "Samples to
Average" samples is kept as the voltage
readings are taken. At each sample
period, the list of voltage readings is
averaged together to determine the
voltage value.

d | Average 1 — 64 samples 10 Specifies the number of voltage

Count samples to average together to
calculate the input voltage.

e | Re-read 100 — 60000 milliseconds | 500 ms Specifies the time between voltage

Period samples.

f | Re-read 0.0V (off) to 36.0V 0.2V The voltage difference required to log

Resolution another event after the re-read
comparison is performed.
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4.3.6.2 ATCS Router

Click on ATCS ROUTER, from the list of configuration sub-menus to bring up the ATCS Router
Configuration Page.

Figure 4-12 ATCS Router Sub-Menu

The Communications Manager will learn ATCS routes from received messages, or in some
instances routes configured with external devices. The Route Timeout parameter establishes
the amount of time that an ATCS address has not been heard from before Communications
Manager removes the address from the route table. The route will be re-established when
contact with the address returns. The timeout can be set for up to 48 hours. Communications
Manager's routing table can be viewed from the Status Menu selection Route Table.

\ » Home » Mon Vital Config » ATCS Router

= save H Discard Do Refresh % Default

Route Timeout (s):

300

Figure 4-13 ATCS Router Configuration Page
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Table 4-2 ATCS Router Configuration Parameters

Option Range Default Description
Route Timeout | 0 - 172800 seconds (up | 300 If messages are not heard
to 48 hours). A value of | seconds from an ATCS address for this

0 means the routes
never expire.

time period, the address is
removed from the route table

4.3.6.3 CDL Log Verbosity Level

The CDL Log Level can be configured in one of five levels:

o BASIC (level 1) - Operation and access information.

o ERROR (level 2) — Critical problems that may need immediate attention.

o WARNING (level 3) — Possible issues that may or may not need correction.
¢ INFO (level 4) — Helpful information about present operation.

e DEBUG (level 5) — For Siemens personnel.

The verbosity level of logging may be chosen such that any entry that has the same level or
lower will be added to the log. Higher leveled entries will not be added to the log. The default
verbosity level is Basic. The system log stores at least 1,000 entries.

Verbosity:
Infol
\ Basic
Error
Warning
Info

Debug

COM-00-08-13
Version No.: A.5

Figure 4-14 Configuration Menu — CDL Log Verbosity
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4.3.6.4 DC Code Line

The Communications manager supports a single code unit running a DC Code Line protocol.
The Communications Manager currently supports the K2 code line protocol and will support H
code and J Code in future releases.

The Communications Manager can operate in two modes; Protocol Conversion and Non-vital
Logic Controller.

e Protocol Conversion Mode

When the Communications Manager is acting as a protocol converter, it receives K2 indication
data on the Code In input (analog input 4 is disabled) and converts the indication data into an
ATCS indication message and delivers that message to the office system. The
Communications Manager creates an ATCS address for the unit when converting the data.
When the Communications Manager receives an ATCS control destined for the created
address, the Communications Manager will convert it from ATCS format into K2 format and step
out the control on the Communications Manager’s Code Out output 1.

When the Communications Manager receives an ATCS recall, it will NOT send a K2 recheck
frame but will instead briefly toggle the RLY1 output. RLY1 must be wired into the K2 code unit
to trigger it to send an indication. The recheck method prevents the Communications Manager
from delivering stale control data in a K2 recheck frame. The user may set the duration RLY1 is
on to trigger the indication.

Because an ATCS office system expects an indication message from a location once per
minute, the Communications Manager will resend the last received indication from the K2 code
unit once per minute. That will prevent the office from going into code fail. However, the
Communications Manager can periodically recheck the K2 code unit to ensure it is still
operating. If the Communications Manager does not receive any indications (response from a
recheck or otherwise) for the configurable Recheck Period plus 5 minutes, it will stop sending
the periodic indications to the office. The office will time out the location and report code fail. If
Periodic Rechecks are not enabled, the Communications Manager will always send the once
per minute indication from its last received data.

In this mode of operation the Communications Manager and the K2 code unit are each
independently addressable by the office system.
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o Non-Vital Logic Controller Mode

When the Communications Manager is in this mode of operation, it does not directly send the
K2 indication to the office system or deliver an ATCS control to the code unit. Instead, it copies
the indication data received from the K2 code unit into the “I bits” of the ladder logic bit map.
That allows the ladder logic program to operate on the data to create the indication sent to the
office. The Communications Manager will also copy data from the “O bits” of the ladder logic bit
map into the control stepped out to the K2 code unit. That allows the ladder logic program to
operate on the ATCS control data before delivering it to the K2 code unit. This mode of
operation allows the ladder logic program to perform local or remote control of the location using
a ULCP, for example, and is similar to a CM/GEO combination.

In this mode, the Communications Manager will still perform a periodic recheck of the K2 code
unit, if configured to do so. Executive bit EO005 will be set if the Communications Manager has
received responses to the periodic rechecks and will be clear if the Communications Manager
has not received a response from the K2 code unit. The Communications Manager will clear
the E0005 bit if has not received an indication from the code unit for the configured Recheck
Period plus 5 minutes. The ladder logic can choose to stop indications (using the Indicate
Enabled executive bit) or set a bit in the indication messages sent to the office, if the code unit is
offline.
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o DC Code Line Settings

The DC Code Line screen has three modes, None, K2, and H. H is not functional at this time
and will be available along with Mode J in a future release.

I - ot ar -.---.-.._.-.-.......,-I
B » K Ciale P

o General | Stations

—— B sove G Discwd % Rofresh i Defauk
[ Monel b
Mo

K2
H

LRl L

LR T

L)
b CHAMGE P B SWORD

Figure 4-15 DC Code Line Modes

Selecting None on the DC Code Line Mode menu will disable DC Code Line.

\ - General | Stations |

save () Discard %S5 Refresh % Default
DC Code Line Mode:
:Nune i
I Tracing Enabled

Figure 4-16 DC Code Line Disabled
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The K2 DC Code Line Mode screen will display the user programmable parameters as shown in

Figure 4-17.

General (*) St (7)
1= PR e
D Code Ling Moda:

K ek
& Tracing Enabled

R Condition M [ms);
400

L Long Pube Max {msl
400

X Shioot Pulse M ()
200

R Ot M (]

1500

R Rest Hax (ms):

P
T Conditon Length (ms):

350

» Home = Non Wital Conig » DG Coge Line

o Defpult

R Comditagn Min (ms):
250
R Long Pube Min (ms):

250

RO SRt Pulse Hin {melc

50

R Cleaproit Mins (e} TE Cwafout Length (el
&0 1003

R Rt Min () TX Rest Length (ms):
100 50

TX Lomg Pulsa Length {msl: TX Short Pule Length (me):

350 120

Figure 4-17 DC Code Line Mode K2 General Parameters

Click on the Stations tab to display the Station parameters as shown in Figure 4-18.

Figure 4-18 DC Code Line Mode K2 Stations Parameters
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The following are the user configurable settings for the DC Code Line functions.

Table 4-3 DC Code Line Settings

Setting Range Description
DC Code Line Mode | NONE or K2 Sets the DC code line mode and protocol. If
(H and J will be set to NONE, no DC code unit is supported and
available in the future) | analog input 4 and relay output 2 operate as
normal. If setto K2, the CM will attempt to
communicate with a K2 code unit relay output 2
will be disabled and instead will operate as 2
DC code outputs. Analog input 4 will be
disabled and will operate as the DC code input.
Tracing Enabled Yes or No If enabled, the CM will log the timing of each
change of the DC code input into the diagnostic
log. This can be used to find the proper range
of times for the K2 settings.
K2 Specific Settings
RX Condition 10 - 5000 | The range of time the CM will accept for the
Min/Max (ms) milliseconds conditioning period of a K2 indication. If it is not
within the expected range, the CM will discard
the received data.
RX Long Pulse 10 - 5000 | The range of time the CM will accept for a Long
Min/Max (ms) milliseconds Pulse.
RX Short Pulse 10 - 5000 | The range of time the CM will accept for a Short
Min/Max (ms) milliseconds Pulse.
RX Clearout 10 - 5000 | The range of time the CM will accept for the
Min/Max (ms) milliseconds clearout period.
RX Rest Min/Max 10 — 5000 | The CM doesn’t currently use these settings
(ms) milliseconds and will immmediately be able to receive another
indication after the completion of the first.
These are reserved for potential future use.
TX Condition Length | 10 - 5000 | The length of time the CM will hold the
(ms) milliseconds conditioning period.
TX Long Pulse 10 - 5000 | The length of time the CM will send a Long
Length (ms) milliseconds Pulse.
TX Short Pulse 10 — 5000 | The length of time the CM will send a short
Length (ms) milliseconds pulse.
TX Clearout Length | 10 - 5000 | The length of time the CM will send the clearout
(ms) milliseconds period.
TX Rest Length (ms) | 10 - 5000 | The length of time the CM will rest before
milliseconds sending another control.
Station Settings
ATCS Group 0-999 If set to 0, the CM will operation in “Non-vital
Number logic controller mode”. If set to a non-zero
value, the CM will operate in “Protocol
Conversion” mode and the created ATCS
address for the code unit will use the CM’s site
ATCS address with the group number replaced
by this value.
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O Map Offset (bytes)

0-31

Only applicable if the ATCS group number is
set to 0. This is the offset in bytes into the O
map in the ladder logic bits. The CM will copy
these bits into the control sent to the code unit.
The number of bits is determined by the CTL
Data Length setting.

| Map Offset (bytes)

Only applicable if the ATCS group number is
setto 0. This is the offset in bytes into the |
map in the ladder logic bits. The CM will copy
the bits received from the code unit into the
map at this offset. The number of bits copied is
determined by the IND Data Length setting.

CTL Addr

0 -2147483647

The control address for the code unit, in
decimal.

CTL Addr Length 0-32 The length of the CTL Addr in bits.
(bits)
CTL Data Length 0-32 The length of the control data stepped out to

(bits)

the code unit (and number of bits to copy from
ladder logic bitmap, if enabled).

IND Addr 0—2147483647 The indication address for the code unit, in
decimal.

IND Addr Length 0-32 The length of the IND Addr in bits.

(bits)

IND Data Length 0-32 The length of the indication data expected to

(bits) receive from the code unit (and number of bits
to copy into ladder logic bitmap, if enabled).

Recheck Relay On 100 — 10000 The number of milliseconds the CM will turn

Time (ms) milliseconds RLY1 on to trigger the code unit to step out an
indication.

Periodic Recheck Yes or No If enabled, the CM will periodically toggle RLY1

Enabled

to trigger the code unit to step out an indication.
The period is determined by the Recheck
Period setting.

Recheck Period | 10 — 65535 minutes If Periodic Recheck Enabled is yes, the CM will
(minutes) perform the recheck on this interval.
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4.3.6.5

Diagnostic Log Configuration

» Home » Hon Vital Config » Diagnostic Log
cave Gl Descard 53 gy Defaut

Senver [P Verbaosiy:

0.0.60.0 Infa -

M Massage Processing Logong M Routing Logging
P seral Port 1 TH/RX Loggng ¥ Seral Part 2 TY/RX Logang

Senal Port 3 TX/RY Logging FSe*a' Port 4 TX/FX Logging

W Ethemat Port 1 TH/RX Logging P Etharnet Port 2 TH/RX Logging

FEthemet Port 3 TH/RX Logging FEthernet Port 4 TH/RX Logging

Server IP:

When one or more Communication Managers are operating on a network, each
Communications Manager can be configured to forward all diagnostic events over the
network to a remote “Consolidated Logger” and continue to log events locally. The Logger
will maintain all of the events for every reporting Communications Manager.

Enterthe IP Address of the remote Logger in the Server IP box. I1f"0", logging is handled
locally only.

Verbosity:

BASIC (Level 1) - Operation and access information

ERROR (Level 2) — Critical problems that may need immediate attention
WARNING (Level 3) — Possible issues that may or may not need correction
INFO (Level 4) — Helpful information about present operation (Default)
DEBUG (Level 5) —If set to Debug, every event will be logged

The verbosity level of logging may be chosen such that any entry that has the same level
or lower will be added to the log. Higher leveled entries will not be added to the log. The
default verbosity level is Info. The system log stores at least 7,500 entries.

Logging Options:
Checking the box next to each item will enable logging for that function. Only functions
selected will be included in the log.

Figure 4-19 Configuration Menu — Diagnostic Log

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

4.3.6.6 Digital Input Configu

ration

Click on the Digital Input sub-menu to bring up the Digital Input Configuration page.
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Figure 4-20

Configuration Menu — Digital Input

Each of the eight digital inputs can be configured with a Discrete or GFT algorithm as shown in
the figure below. An input configured with the "Discrete" algorithm logs the state of the I/O
connected to that input as either OFF, ON, or TOGGLING. An input configured with the "GFT"
algorithm should be connected to an Siemens Ground Fault Tester. GFT inputs log the fault/no
fault state of each of the GFT's connected batteries as well as other status information related to

the GFT.
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Discrete iy
Discrate

GFT

Cegral inpad
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Figure 4-21
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Click on the Refresh button to re-populate the dialog boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

“;Refresh J g Default I

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

BSaue‘ il Discard]

The figure and chart below details the parameters for each Digital I/O port and their default
settings for a Discrete Algorithm.

DIOne | DI Two DI Three Df Four DI Five DI Six DI Seven DI Bght

_" 1 "}Rq‘rc-sh u:‘-:fg._n'.

F

QO®E

e

Parameter Range Default
a | Name 0 to 10 characters INPUT X
(where X is the input number)

b | On De-bounce 0 to 60000 milliseconds 100
¢ | Algorithm Discrete or GFT Discrete
d | On State Name 0 to 10 characters ON
e | Off De-bounce 0 to 60000 milliseconds 100
f | Toggle State Name | 0 to 10 characters TOGGLING
g | Off State Name 0 to 10 characters OFF
h | Toggle Period 0 to 60000 milliseconds 1000 milliseconds

Figure 4-22 Digital I/O Parameters — Discrete Algorithm
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The figure and chart below details the parameters for each Digital /0O port and their default
settings for a GFT Algorithm.

» Home » Non Vital Config » Digital Input
DIOne || DITwo | DIThree || DIFour | DIFive | DISix || DISeven || DIEght
BHsave (foscard #hRefresh gy Default
MName: Algorithm: d
®-\’ IMPUT 1 GFT — O
Battery 1 Mame: Battery 2 Mame: ®
@—' BAT 1 BAT 2 i
Parameter Range Default
a | Name 0 to 10 characters INPUT X

(where X is the input number)

b | Battery 1 Name

0 to 10 characters

BAT 1

c | Battery 2 Name 0 to 10 characters BAT 2

d | Algorithm Discrete or GFT Discrete
Figure 4-23 Digital I/O Parameters — GFT Algorithm

4.3.6.7 Ethernet Ports

Ethernet Ports include the Laptop Port located on the front panel's Local User Interface section
and four Ethernet ports located on the bottom of the unit. Click on Ethernet sub-menu on the
Non Vital Config menu.

fu i e e e i
| [re———

L 3 [ rs—r

# 8 " @ W

Figure 4-24 Ethernet Ports Configuration Menu
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o Laptop Ethernet Port
The Laptop Ethernet Port has the following user configuration parameters.

Laptop FPortOne | PortTwo  PortThree  PortFour || DRS

- - DiaFault
s Fefresh 5 Default

®\’ DHCP Configuraton
@ carsar Enable C chent Enabled C DHOP Disable

Parameter Range Default Description
a | DHCP Configuration | Server Enabled Server Enabled Set DHCP as a Server,
Client Enabled Client, or Disables DHCP
DCHP Disabled
b | Laptop IP 0.0.0.0 - 192.168.1.100 Sets address for IP,
Laptop Gateway 255.255.255.255 | 192.168.1.1 Gateway, and Network
Laptop Network 255.255.255.0 Mask
Mask

Figure 4-25 Ethernet Ports — Laptop Port

NOTE

The internal DHCP server always assigns the IP address to the
attached client. Therefore, it is not recommended to change the IP
address, gateway, and network mask of the laptop Ethernet port from
the defaults if the DHCP server is enabled.
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. Ethernet Port1 -4

The four Ethernet Ports can be configured as None (no path type or protocol) or as an ATCS/IP
Protocol and either an Office Primary, Office Backup 1, Office Backup 2, or an Office
Backup 3.

Lagtegy | PortOew | Port Twe (*) | PortThies | PortFor | DRE

D

Esae i Oncard 8%
W oHP Clent Enabled

Laphvys  PariOrw | Pod Tes(*) Bt Threee | Pt P n .

[ g [ o

Figure 4-26 Ethernet Port 1 — 4 Path and Protocol Selection

NOTE

If a protocol parameter is selected, then a path type parameter must
also be selected and vice-versa. Selecting the ATCS/IP Protocol will
require also selecting one of the Office path types or the unit will
revert to no path type and no protocol (Protocol: None and Path
Type: None) when saved. If an Office path type is selected and
Protocol is set to None, the unit will default the Protocol to ATCS/IP.
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o Ethernet Port 1 — 4 ATCS/IP Office Configuration

The following diagram and chart displays and describes the user configuration options for the

ATCS/IP Protocol.

COM-00-08-13
Version No.: A.5

Ligtos | PortOne  PortTes | PortThee | PortFour | DM
= T Refresh ' Defait
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IP: Gateway: Metwark Masic
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ATCS PP Office = | Office Prmary o)
Fath Regovery Time (1) Path Test Pancd {5)
kL ]
Path Fal Count: RS5] vakia
& 61
Operatioral Traffic Only
DL Crous 10: Rguting Region One: Riputing Ragon Twm
193.168.2.2 192.068.2.3
Fath Vake: Route Search Tme (5):
536 2 15
Fioute Search Tries: Route Refresh Time {min)
& 3

Figure 4-27 Ethernet Port 1 — 4 ATCS/IP Configuration
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Table 4-4 Ethernet Port 1 — 4 ATCS/IP Configuration Parameters

Option

Range

Default

Description

Path Recovery
Time

0 - 3600 seconds

300 seconds

The amount of time a path must
successfully deliver messages with no
losses before the path can be considered
"Operational" again.

Path Test Period

0 -7 Days

60 seconds

The time between attempts to send a test
packet on a path in the "Failed", "In
Recovery", or "Operational State", If the
"Path Test Period" is set to zero the path
will not be tested.

Path Fail Count

The minimum number of test packets that
do not receive a response, causing a path
to change from "In Recovery" to "Failed"
state.

RSSI Value

61 - Office Primary
51 - Office Backup
1
41 - Office Backup
2
31 - Office Backup
3

Defines the RSSI value the office protocol
will attach to the end of all ATCS RF_INFO
packets transmitted on an office path. If the
user sets the value to 0, the
Communications Manager will not attach
an RSSI value.

Operational Traffic
Only

Yes = Checked
box
No = Empty box

No

If checked, the Communications Manager
sends only controls and indication on the
path. All other messages are discarded.

Circuit ID

0.0.0 (disabled)

0.0.0 (disabled)

Used by OCG to uniquely identify this path

Routing Region
One

0.0.0.0 -

255.255.255.255
or symbolic name
(e.g. google.com)

0.0.0.0 (disabled)

The Destination IP Address to send route
requests to.

Routing Region
Two

0.0.0.0 -

255.255.255.255
or symbolic name
(e.g. google.com)

0.0.0.0 (disabled)

The Destination IP Address to send route
requests to should the first routing region
not solicit a response.

OCG Port

0 - 65535

5361

The UDP port number to use for route
requests

Path Value

0-255

72

A byte included in the layer 2 message
header that indicates the type of path. This
value is used by the OCG to manage
connections.

Route Search Time

0-65535
seconds

15 seconds

If no office route update message has
been received the amount of time to keep
requesting a route update message until
one is received. This will only occur for the
number of tries configured before it gives
up and discards the message.

Route Search Tries

0-255

The maximum number of tries for sending
a route request message without receiving
a route update message before discarding
the message. A value of 0 will cause
Communications Manager to not retry
route requests.

Route Refresh
Time

0-65535
minutes

5 minutes

The amount of time between re-requesting
the route update message in order to
refresh the existing route table. A value of
0 means the route is not refreshed.

COM-00-08-13
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o DNS Configuration

The Ethernet ports support use of up to three DNS Servers. The figure below displays the DNS
configuration screen.

TR B e v Bestemsns Dok b ¥
e S bt
f——

& ok & WELE [ P P8 & BB B

= SAFETRAM —— I

Laptop Port One Port Two Port Three Port Four DHS

= (5 D ZRefresh 4 Default

MameServer 3:
192.168.4.1

MameServer 1: MNameXers
192.168.2.1

Port Three || PortFour DNS (*)
fault

lameServer NameServer 3:

192.168.5.1|
Save Discard Refresh Default (*) Indicates
change is
pending
Refresh - Refreshes screen
Save - Saves changes entered in dialog boxes
Discard - Discards changes made in dialog boxes
Default - Restores default settings
Figure 4-28 DNS Server Configuration
Table 4-5 DNS Configuration Parameters
Parameter Range Default Description
Nameserver 1 0.0.0.0 - 192.168.2.1 IP address of DNS server
255.255.255.255
Nameserver 2 0.0.0.0 - 192.168.3.1 IP address of DNS server
255.255.255.255
Nameserver 3 0.0.0.0 - 192.168.4.1 IP address of DNS server
255.255.255.255
4-25
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



WEB USER INTERFACE (WebUI)

4.3.6.8 Event Log Configuration

To configure the Event Log parameters click on the Event Log sub-menu on the Non Vital
Config menu.

WO WTTAL CONFG

S s o meruT
* ASCH ROGTER
¥ OO LG VERBOSITY
¥ 0 COOE Lt

b EAGRO BT LG
e eyt
b OETHEMMET

b ors

b SODULE

 mELAY OUTRUT

L

b TE 0

L.

Ll

P WRATED

* EIRARE PR T

Figure 4-29 Configuration Menu — Event Log

The Event Log configuration has one parameter, Server IP.

Server IP: When one or more Communication Managers are operating on a network,
each Communications Manager can be configured to forward all events over the network
to a “Consolidated Logger” while continuing to log locally. The Logger will maintain all of
the events for every reporting Communications Manager. The Consolidated Logger can
be another Communications Manager.

Enter the IP Address of the Consolidated Logger in the Server IP box.

Server IP: Valid IP Address (Default is 0.0.0.0) If O logging is performed locally only.

Figure 4-30 Event Log Configuration Page
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4.3.6.9 GPS
Click on the GPS sub-menu to bring up the GPS configuration window.

Figure 4-31 Configuration Menu — GPS

NOTE
NOTE . . . —
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

o DNS Configuration

The GPS Configuration screen and descriptions are listed below.

\ » Home » Non Vital Config » GPS

(= 1 5 Refresh o Default

Sats for Time: Time Difference (s):
4 3
Option Range Default Description
Sats For Time 1-4 4 The number of satellites that must be in view

before the Communications Manager will set its
date/time from the GPS receiver's date/time
information.

Time Difference | 1 - 300 5 The number of seconds the GPS receiver's
seconds | seconds | date/time and the system's present date/time must
differ before the Communications Manager will set
the date/time from the GPS.

Figure 4-32 GPS Configuration

4-27
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5




WEB USER INTERFACE (WebUI)

4.3.6.10 Modules

To configure the Module parameters click on the Modules sub-menu on the Non Vital Config
menu.

L]

[

i ey o
¥ R P
L

Figure 4-33 Configuration Menu - Modules

¢ Module Configuration

The Modules Configuration window shows installed Echelon® modules. Expanding the module drop
down menu will display the parameters for each installed Echelon® module.

T

T bt g Defud

=g P "’ I

& Echelon® Service Button

Expand or Collapse Window

Figure 4-34 Module Configuration
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¢ Module Editor

The following figures show the various module configurations supported by the Communication
Manager.

Save () Discard “Zb Refresh g Default
Module Type: Module Name:

Mone ¥ | | MNone 1

Figure 4-35 No Module Installed

Save () Discard s Refresh g Default

odule Type: Module Mame:
GEO M| |GEO 2

TCS Address: Indication Offset:
7.620,100.100.03 | 0
ndication Size: Control Offset:

1 0

ontrol Size:

1

Figure 4-36 GEO

E save () Discard 5 Refresh % Defauk
Fiodule Type: Module Mame: Boms =
ULCP M| |ULCP 3 ?;Tﬂ .
Mndication Holdoff; Wnﬂ_,_ 200ms
S0ms v | soms g
Fwitch Offset: Led Offset: Z
0 0

Figure 4-37 Universal Local Control Panel (ULCP)
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Save () Discard “Z Refresh g Default

Module Type: Module Mame:

| PANEL IO | |PaneL 10 4

Input Size: Input Offset;

g o :

: T ' s i
Output Offset: Indication Holdoff: Some
0 || soms v | =]
l ] ? 200ms
Control Delvery: SO0
| 50ms Y E

Figure 4-38 Panel I/O

[ save i Discard 55 fsfresh i Default

Mochde Type: Mockule Marna:

[vHFC _‘" 'VHFC 5

Recete Mods: ETX List: Stream

[DTMF Only FOFSF 1IFBO0 | F500000000 DTMF Only

Data Channel: Vioice Charnel:

3 1

ng‘%“?'.“..‘?ﬁf BELL 202 12008P5 v
Kiey Lip Dalay {ms): R T

(200 EELL 202 150BPS

Tx Fsk Moda:

BELL 202 1200695

Figure 4-39 VHF Communicator (VHFC)
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[=] save 5 Discard

 Default

odule Name

Figure 4-40 Remote CM/SEAR I

The following are the user configurable settings specific to the Remote CM/SEAR II:

Table 4-6 Remote CM/SEAR Il Configurable Parameters

Setting Range Description
ATCS Address Type 7 ATCS Address | The ATCS address of the remote unit.
Send Map SO1 (X bits) or SO2 (Y | The CM will copy the bits from this area of
bits) the bitmap into the messages it sends to the
remote unit.
Send Map  Offset | 0-31 The offset into the selected Send Map for the
(bytes) bits to send to the remote unit, in bytes, and
starting at 0.
Send Map Size (bytes) | 0 - 32 The number of bytes of ladder logic bits to

send in the message to the remote unit.

Receive Map

SI1 (A bits) or SI2 (B
bits)

The area of the ladder logic bit map the CM
will copy received bits from the remote unit
into.

Receive Map Offset | 0— 31 The offset into the selected Receive Map for
(bytes) the bits copied from messages received from
the remote unit.
Receive Map Size [0-32 The number of bytes of ladder logic bits
(bytes) copied from the message from the remote
unit.
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4.3.6.11 Relay Output

To configure the Relay Output click on the Relay Output sub-menu on the Non Vital Config
Menu.

Figure 4-41 Configuration Menu — Relay Output

The Relay Output page has tabs for the two relay output configurations.

» Home » Non Vital Config » Relay Output
Output One | Output Two I
[Hsave (Goiscard @yRefresh "g;Defauit

Name: Duty Cycle:

RELAY 1 50

Open State Name: Closed State Name:

OFF ON

Togghe State Name: Toggle Period:

TOGGLING 1000

Figure 4-42 Relay Output Configuration Page

Click on the Refresh button to populate the relay output boxes with the current configuration
parameters. Clicking on the Default button will insert all of the default values in each parameter.

aSave - Discard [gReFresh l [ \dDefﬁult]

Save the new entries by clicking on the Save button. The Discard button will remove all
changes and restore all configuration parameters to the values prior to making the changes.

[ESEVE] [.éjDismrdl £ Refresh gy Default
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The figure and chart below details the parameters for each Relay /O port and their default
settings.

Output One Qutput Two

| £y
- i
Sl

= “ZRefresh 3y Default

MName: Duty Cycle:
RELAY 1 S0

Open State Name:  Closed State Name:
—E)

Toggle State Name: Toggle Period:

TOGGLING 1000

&
@

T
|

Parameter Range Default

a | Name 0 to 10 characters RELAY X
(where X is the input number)
b | Duty Cycle 0 to 100 percent 50
¢ | Open State Name 0 to 10 characters OPEN
d | Closed State Name 0 to 10 characters CLOSED
e | Toggling State Name 0 to 10 characters TOGGLING
f Toggle Period 0 to 60000 milliseconds 1000
Figure 4-43 Relay I/0O Parameters
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4.3.6.12 Serial Ports

The Serial Ports are configured by clicking on the Serial Port sub-menu on the Non Vital Config

Menu.

napp i | Pride | Rl | PeiTem | Swifes

Db g el

e Laptop Port

Wil TTAL COSFNG
¥ ARALDD BT
¥ AFC§ ROUTER
* COu LMl VERBORITY
* o CODE Lo
 DaAGRO I LOG

LT
* CTHERMET

* DVENT LG

¥ Gps

b AR

" RELAY CUTPUET

L o -]

L~

L L

bR

b ERARGE P D

Figure 4-44 Serial Port Menu

The first tab is the Laptop Port. The following screen and chart detail the user configurable

parameters.
Laptop Port | PortOee (=) || PortTwo | PortThres || Port Four
- ot | S Rufesh o Dafsult
:-';.;-:.-I ate - -.:u.l. ..I_:\ Lros -
8 < > | Hans R
Parameter Range Default
Baud Rate 1200, 9600, 57600, | 9600
or 115200
Flow Control None or Hardware None
Data Bits 7or8 8
Parity None, even, or odd None
Stop Bits 1or2 1
Figure 4-45 Serial Laptop Port Parameters
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o Serial Ports 1-2 (Full-Feature) — Field Path Type

The following are configuration options for full-featured serial ports 1-2 when the Path Type
configuration parameter is selected as "Field". With Path Type set to "Field", this allows for nine
protocol configuration parameter selections.

Ligtp Pl | PortOme(*) | PoitTes | PortTyee | PortFos
Bl ot & Pt LapipPort | PortOne(*) | PortTee  PortThoes | Portfour
Rare : - e Giomoed G4 lefest
| ae Mg - Este t Part Lipwp Pt | PertOms (*) | PomTes | PoriTheee = Porfor
= = = o A Omcard gDt
Gen/ATCS Office e 3 e =
LaptopPort | Pori Qs (*)  ForiTes | PoriThiee | PariFor Zenis gﬂrnﬁce
A e ¥ ATCS/HDLC ADM
E & Fis e LapipPort | Foridee(*) FPoiTes PoriTres  FordFor
i [Home B [ - U Eeee Gived g5 o LipipFort | PortOne | PertTwo (") | PortThoes | PortPour
=11 ! [ Fa - - hicni - : - - Hsee fioncrs &4 pCedait
ATCSHDLC Ul
CN2000A :
L Port | PortOme (*)  PortTes  PortPees PortPor CNzﬂﬂﬂB
[ — S Lapiop Fort | PortOme (") | PortTes | PortTheee | PortFor
s Hate ! H-jsu-vr il Cscard 5 poimi —
e = = E R - LapicoPort | PortOme(*) | PortTes | PortThres  PortFour
" & e Hiee omeard % pDefan
L - Fras ! Bong !y v
[ "
Dumb Terminal - - %
Diagnostic Text -
BCM Diag

Figure 4-46 Serial Port 1-2 Field Path and Protocols
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o Serial Ports 1-2 (Full-Feature) — Office Primary/Office Backup 1,2, or 3 Path Type

The following are configuration options for full-featured serial ports 1-2 when the Path Type
configuration parameter is selected as "Office Primary/Office Backup 1, 2, or 3". With Path
Type set to "Office Primary/Office Backup 1, 2, or 3", this allows for the following protocol
configuration parameter selections.

2t PortOue(*) | PotTes | PortThoos | F

LpapPort | PortOne{*}  PortTeo  fortTioes | PortFor

Gen/ATCS Field

Genisys Field

ATCSHDLC POLL

Figure 4-47 Serial Port 1-2 Office Primary and Backup 1, 2, & 3 Paths and Protocols
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o Serial Ports 3-4 (Partial-Feature) — Field Path Type

The following are configuration options for partial-featured serial ports 3-4 when the Path Type
configuration parameter is selected as "Field". With Path Type set to "Field", this allows for
seven protocol configuration parameter selections.

Lastop Pt | Pol Onc(®) PiTes  PoiTres | Pt For
.--]‘.m.r it ‘:i- E Pk Lagiop Port Ml:l—-:': Pork Two | Port Thres Fort Pour
s [ — o
= = = Ite i e : Laptp Fort | PortGme(*) | PwtTws | PatToes | ForiFow
~ [u [ iane = Bseve Sl oswd $h e
Gen/ATCS Office
bbbl Wil Rl ) el B b Genisys Office CHNZ2000A
Hsee Glomerd 5% povial -
Baud Raky e Laptop Fort ot One (%) PortTwe  Port Three Fort Four
X | Hona X |Hone = P T e LapisoPort | PoriOse (] | PoiTes  PotThes Pt For
o = = H._ i > sz e i tecerd % el T
gk Z .t.. e Taxt e
CN2000B Lot '
umb Terminal - -
Diagnostic Text
Lapop Port PMDMI;";I- PartTws  PortThee | PortFow
B fomcnd 4 gt
BCM Diag
Figure 4-48 Serial Port 3-4 Field Path and Protocols
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. Serial Ports 3-4 (Partial-Feature) — Office Primary/Office Backup 1,2, or 3 Path Type

The following are configuration options for partial-featured serial ports 3-4 when the Path Type
configuration parameter is selected as "Office Primary/Office Backup 1, 2, or 3". With Path
Type set to "Office Primary/Office Backup 1, 2, or 3", this allows for two protocol configuration
parameter selections.

ot Port ot Dma (] LapieesPert | PortOne () | FetTee | PoriThiee | PurtF
= Hieve Jleors 5 gl

I I

Gen/ATCS Field Genisys Field

Figure 4-49 Serial Port 3-4 Office Primary and Backup 1, 2, & 3 Protocols
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e Site Info

Click on the Site Info selection in the Non Vital Config
configuration page.

B VTTAL COMIG

b AMALEH BT

b AICH ROUTER

IO ETRC LEM
LA T T

* EEHERMET

b EVENTLOG
L

¥ MODULES

* RELAY QUTPUT
¥ SERIAL PORT

LI

F veaas

WA

¥ DRI PR SR

menu to bring up the Site Info

Figure 4-50 Site Info Configuration Menu

The Site Info configuration window is shown in the figure below. The following table lists and

describes all of the available user options.

@ | SAFETRAN =
L AT » Home » Non Vilal Config » Site Info
T Hsave & { % Refresh o Default
— e = Site Name: Miapost:
i Safetran Systems |l123.4
- — DOT Numibser: Time zona:
------ T s — | (1234560 |'pactic

Site ATCS Address:
F.620.777.100.01
Indication Holdoff (s):

Site CAD Address:
2.620.00.0000

o o0

Indication Refresh Period (s):

| Pacific
GHT

Eastern

Central

Mountain

Pacific

Alaska

Atlantic

Arizona (No D5T)
Hewfoundand
Aus Weasterm

Aus Central

Path Selection Mode:

v--*

Primany/Backup

ath Sebection Mode:
Prerary/Backup|
Primary/Badkup

£

Redundent

Aus Central (Mo DST)
Aus Eastem

Hﬁu; Eastern (Mo D5T)

S

4

Figure 4-51 Site Info Configuration
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Table 4-7 Site Info Configuration Options

Parameter

Range

Default

Description

Site Name

1 - 20 Characters

Safetran
Systems

Communications Manager
site name

Milepost

0 - 20 Characters

000.0

DOT Number:

1 -7 Characters

000000A

Time zone:

GMT,
EASTERN,

CENTRAL,
MOUNTAIN,

PACIFIC,

ALASKA,

ATLANTIC,

ARIZONA (NO DST),
NEWFOUNDLAND,
AUS WESTERN,

AUS CENTRAL,

AUS CNTRL (NO DST),
AUS EASTERN,

AUS EASTERN (NO
DST)

EASTERN

Site ATCS
Address

7.000.000.000.00 -
7.999.999.999.99

7,620.100.100.01

Communications Manager
ATCS address

CAD Address

2.000.00.0000 -
2.999.99.9999

2.620.00.0000

Office Dispatch ATCS
address

Path Selection Primary/Backup or Primary/Backup | Determines the method
Mode Redundant Communications Manager

will use to send messages
Indication 0 (no refresh) - 600 60 seconds Time interval for sending
Refresh Period seconds locally-generated indications
Indication 0 (no holdoff) - 10 0 seconds
Holdoff seconds
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4.3.6.13 SNMP Configuration

Select the SNMP sub-menu on the Non Vital Config menu to bring up the SNMP configuration
window.

HOM VITAL CONING
¥ AMKLOHE BIPUT
¥ AT ROUTER

P CiL LOG VERBOMTY

¥ DC CO0E LING

¥ ORAGHOSTEC LOG

¥ DRGITAL IMPUT
ETHIENET

*EVENT LD
ors

* SOOI ES
EELAY CUTPUT
SEMIAL OATT

¥ STE MFO

Ll
*WrsASSR
¥ CHANGE PAS SW0RD

Figure 4-52 SNMP Configuration Menu

The SNMP configuration window is shown in the figure below. The following table lists and
describes the user options. The SNMP trap can be disabled by entering 0.0.0.0 as the IP
Address.

- e e » Home » Non Vital Config » SNMP
[ save & Dscard B Refresh 3 Defauit

Primary Destination IP:
10.232.48.155

10.232.48.155

Backup 1 Destination IP:
Backup 2 Destination IP:

Backup 3 Destination IP:

Primary Destination Port:
162

Backup 1 Destination Port:

j|161
Backup 2 Destination Port:

0

Backup 3 Destination Port:
0

Figure 4-53 SNMP Configuration Options
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Table 4-8 SNMP Configuration Parameters

Destination Port

Option Range Default Description
Primary 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the primary path.
Primary 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the primary path.
Backup 1 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 1 path.
Backup 1 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the backup 1 path.
Backup 2 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 2 path.
Backup 2 0 - 65535 162 The destination IP Port Number to send
Destination Port SNMP Traps when the currently active
path is the backup 2 path.
Backup 3 0.0.0.0 - 0.0.0.0 The destination IP address to send
Destination IP 255.255.255.255 or | (disabled) | SNMP traps when the currently active
symbolic name path is the backup 3 path.
Backup 3 0 - 65535 162 The destination IP Port Number to send

SNMP Traps when the currently active
path is the backup 3 path.

NOTE

COM-00-08-13
Version No.: A.5

NOTE

SNMP Traps can be disabled by setting the Destination IP addresses
to the default value (0.0.0.0).
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4.3.6.14 WAMS Configuration
Click on the WAMS sub-menu on the Non Vital Menu to bring up the WAMS Configuration

window.

Figure 4-54 WAMS Configuration Menu

The WAMS Configuration window is shown in the figure below. The table describes the user
configurable parameters.

» HOME » Non viltal ﬁcm!l-‘; B Wyallls

| 5 Refrech 'ty Default

[#hwAMS Messaging
WAMS Address:
2.620.01.9100

Alarm Retry Time (s):

a2

Figure 4-55 WAMS Configuration Window

Table 4-9 WAMS Configuration Parameters

Parameter

Range

Default

Description

WAMS Address

2.RRR.NN.DDDD

2.620.01.9100

When sending unsolicited messages to
WAMS, the Communications Manager
will send them to this destination ATCS
address.

Alarm Retry
Time

0 - 65535
seconds

75 seconds

When Communications Manager
sends an alarm to WAMS it will wait
the retry time for WAMS to
acknowledge. If WAMS does not
acknowledge within the retry time
Communications Manager will send
the alarm again.

COM-00-08-13
Version No.: A.5
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4.3.6.15 WSA/S2 Configuration

Click on the WSA/S2 sub-menu on the Non Vital Menu to bring up the Westrace Freight
configuration window.

[l wow s comnc it moddy e Comea Managers geters
FASRAL O WP

¥ TR RIURCH # W® I you Reed Balp, you Ay eum BB
bR, kO VTR BT SUT TrouSisshoo!™ ink from e el
B i L

* ERAGROSTIC LG

¥ DRONAL mERUT

" T

B EVINT LD

LA o

L TR

b LAY OUTP

b A PoETT

BT EO

LI

b A

B CHAMT P L SWCem —

Figure 4-56 WSA/S2 (Westrace Freight) Configuration Menu

The WSA/S2 configuration window in shown in Figure 4-57. Table 4-10 details the WSA/S2
parameters and the setting limits.

Mis Post: 0000 DOT Humber: 0GO00
» Home » Non Vial Config » WEAMSS
= i o Shaefresh o Defauit
CMEASSD Enabled
WEASLY Dipstination IP: WISATED LDP Port:
10.163.3.158 I800
Sesspn B Address [D;
1 -
Loss Of Camms Timeout (ms): Transmi Rate (ms) -
5000 1000
Input Offset: Ingrut Sges
0 32
Cutput Offset: Chtpul See:
] 12
Figure 4-57 WSA/S2 Parameters
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Table 4-10 WSA/S2 Parameters

Parameter Name Range Default Description

WSA/S2 Enabled Yes or No No Set to Yes to enable the WSA/S2 protocol
functions.

WSA/S2 UDP Port 0..65535 3800 The UDP port number used to send and
receive WSA/S2 messages.

WSA/S2 Destination IP <IPv4 Address> | 192.168.1.1 | The IP address of the Westrace Freight
unit.

Session ID 1..255 1 An identifier associated with the
session. Must match the ID provided in
WTEFR.

Address ID 1..62 1 The WSA/S2 address of the WTFR.

Loss of Comms Timeout 100..30000 (ms) | 5000 (ms) If no WSA/S2 messages are received

in 100 ms within this timeout, the Comms Manager
increments will declare the session as “failed”.

Transmit Rate 100..30000 (ms) | 1000 (ms) The rate at which the Comms Manager

in 100 ms will transmit WSA/S2 control messages
increments to the destination system.

Input Offset 0..28 0 Offset, in bytes, into the input logic
states (“I” bits) of the ladder logic bitmap
to copy the received WSA/S2 logic states.

Input Size 4,6,8,12,16, 4 The size, in bytes, of data to copy from

or 32 the received WSA/S2 logic states.
Selected from drop down menu.

Output Offset 0..28 0 Offset, in bytes, into the output logic
states (“O” bits) of the ladder logic
bitmap to copy the sent WSA/S2 logic
states.

Output Size 4,6,8,12, 16, 4 The size, in bytes, to copy the sent

or 32 WSA/S2 logic states. Selected from drop
down menu.
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4.3.6.16 Change Password

A password may be set up in conjunction with a CDL application to limit access to system
parameters. A default password (772) is programmed into the Communications Manager. This
password is not used unless incorporated into a CDL program. To change the password, click
on CHANGE PASSWORD on the Non-Vital configuration menu.

FOH VITAL CONFIG
* ARALCH NPT
¥ AICS ROUTER
b COL LOG WSO STy
* D CODE LevE
b DAGHOSTIC LOD
¥ DHGITAL INPUT
b ETHERrT
* EVENT LOD
FOPrE

* MODULES

¥ RELAY OUTPIT
® SERmAL POST
B TE BiFD

b smap

LR T

L

Figure 4-58 Change Password Sub-menu

The Change Password screen will appear as shown in the figure below.

\ » HOME » NN viial Contig » Lhange Password
H save :

Old Pacswiord: Hew Password: Reenter Pacswond:

Figure 4-59 Change Password Screen
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Using the procedure outlined in the figure below, a new password will be saved into the
Communications Manager.

ES&V\: ﬁl’.\sc-:rd

Old Password:

Getting Password configuration....

g configuartion. paramates was
waiful

® Enter Old Password {

Password
Saving configuration parameters was
® Enter New Password successful
® Reenter Mew Password

@ Click onthe Save lcon

® Communications Manager retrieves the password information

® Communications Manager verifies the new password has been saved

Figure 4-60 Change Password Procedure
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4.3.7 Logs

The WebUI Logs Menu provides sub menus to the Diagnostic Log, Event Log, and CDL Log.

Thes s e Logs page. From this sceeen you cam vew T Comms Manager's vasous fog fles

Croose which I0g you would o B0 view from T kst on yoor befl I you need help, you may pefum io the home page by choiing on the "Home™ ink above and seleciing The: “HebLs
E <o

Figure 4-61 Logs Menu

4.3.71 Diagnostic Log

Click on the Diagnostic Log sub-menu to bring up the Diagnostic Log page.

Eanager's varous iog e

T iy el Teble, v iy PRELET 0 T hoime page by cloling on the "Home™ el above i ssleciing the "Webl)

b OEVENTLOG

L= BT

Figure 4-62 Diagnostic Log Menu
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o Diagnostic Log — Basic View

The Diagnostic Log defaults to the Basic View (Figure 4-63).

Figure 4-63 Diagnostic Log — Basic View

Buttons provided at the top of the log display allow the user to view the first events in the log,
the last events in the log and to progress through the log one screen-full at a time using Next
and Previous buttons. A button is also provided to download the entire log contents to a PC.

@, .}9/@).}@}@9

Basic w | (M]First (44)Previous () Next (M)Last Download All Events

Selection Description
a | Search Level Basic, Advanced, Trace Events
b | First Events at the beginning of the log are displayed.
c | Previous Selects the previous group of events.
d | Next Selects the next group of events.
e | Last Events at the end of the log are displayed.
f | Download All Events Downloads all events to text file.
Figure 4-64 Diagnostic Log Basic View Navigation Buttons
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e Diagnostic Log — Advanced View

The Advanced view provides the same navigation buttons as the Basic view (Figure 4-65).
However, below these buttons are additional buttons for data entry fields that allow the log to be
searched within date and time parameters.

Figure 4-65 Diagnostic Log — Advanced View

In the Advanced Mode, dates can be entered either directly in the date fields or the calendar
icon at the right end of the date field can be selected to display a calendar. The time fields are
similar except that a drop down list provides a list of times or the time can be entered directly in
the field.

Diagnostic Log

Advanced ¥ |(M)First| | «)Previous| | »)Next| | ()Last|
oi1/o1/os |(3| | 00:00:00 »| | (11/28/08 |(3||14:15:00 ~

=

< e -

"-f LI mal T

ket Date
B o Fom| DSl T ety T g

Trw o viop seerchng fhe fog

Figure 4-66 Diagnostic Log Advanced View Navigation Buttons
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o Diagnostic Log — Trace Events View

The final selection from the view drop down list is Trace Events (Figure 4-67). Select this view
to see events as they are logged into the Diagnostic Log. This screen refreshes every 5
seconds so there is a short delay between the time the event occurs and it is displayed. As the
screen becomes full, the screen will scroll up to show new events.

Figure 4-67 Diagnostic Log — Trace Events

4-51
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

4.3.7.2 Event Log

Click on the Event Log sub-menu to bring up the Event Log Page.

- . ol i s M prr—

Tris is the Logs page. From s scs 8 v log fies

Crapoas whih bog o il o 5
E gl
\ } DIAGNOSTIC LOG

¥ COL LOG

weed help, you may el o the home page by cliciing on the "Home™ bnk abave and selecting The “Webl!

Figure 4-68 Event Log Menu

e Event Log - Basic View

The Event Log defaults to the Basic view.

Figure 4-69 Event Log Menu Basic View
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Buttons provided at the top of the log display allow the user to view the First events in the log,
the Last events in the log. The Next and Previous buttons navigate through events a screen
full at a time. A button is also provided to Download All Events in the log contents to a PC.

o mn PP PP S

Basic b M) First| |(e, Premnusl »Mext| | M) Last| Download All Evenu
Basic
Advanced b j: ; : s e ;: :L:
Trace Events B 12:36:51.56 3 CPU CFG
Selection Description

a | Search Level Basic, Advanced, Trace Events

b | First Events at the beginning of the log are displayed.

¢ | Previous Selects the previous group of events.

d | Next Selects the next group of events.

e | Last Events at the end of the log are displayed.

f | Download All Events Downloads all events to text file.

Figure 4-70 Event Log Basic View Navigation Buttons

e Event Log — Advanced View

The Advanced view provides the same navigation buttons as the Basic view (Figure 4-71).
Below these buttons are additional buttons for entry fields that allow the log to be searched
within date and time parameters.

Figure 4-71 Event Log — Advanced View
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In the Advanced view, dates can be entered either directly in the date fields or the calendar
icon at the right end of the date field can be selected to display a calendar. The time fields are
similar except that a drop down list provides a list of times or the time can be entered directly in
the field.

Event Log
Advanced I | | (w)First| | s0)Previous| | ) Next| | 1) Last|
o1/01/08 |3/ (oo:00:00 |»| | [11/28/08 |[F||15:08:00 v

B vk e —

T

BOBE T ke b wlrd e e b e Lt b ]

Figure 4-72 Event Log Advanced View Navigation Buttons

e Event Log — Trace Event View

Figure 4-73 Event Log — Trace Events
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4.3.7.3 CDL Log

The Communications Manager will generate a log of CDL program information. The CDL Log is
generated during the compilation of a CDL program. This function is only useful to the
Application Engineer writing CDL Logic.

= SAFTTRAN e
=t D retesn [ Donrisad
Vi iakld 12 56:51 MO Qpened netrecticns fie
e Juk? 12°56:51 NFO Opened Sarng binary e
—- B - Julk02 125851 Compling Phass Ona [manus)
1o e P s Juk02 125851 DEBUS Call the main o oo &
e -1 DEBUS COL_SteSetupTraverse] 257, menu )
"l-..-‘. B:51 MFO Cresting mena: jmn1]. ks
26651 DEBUG COL_SteSetupTraverse| 258, menuval
Z56:51 HFD Crestng menuyal jmridali], d=1
1256°51 DEBUG COL_SeeSetupTraverse] 258, menival §
25651 MFO Cresting menuval [mnval] ids2
256:51 DEBL L_SheSstupTeaverne] 257, mend )
25651 MFO Crastng many: [mnd]. a3
125651 Phass Cod (St compis ducciiafl
56851 MFD Padding ardwer By
S50:51 Complng Phads Ted (definlices)
& 56:51 DEBUG Cal the man ol compds tak
> 5651 DEBUG Se fnloe Traverses 261, mamory |
125551 BFO memony: [lempl, el
> 8581 DEBUG COL_DefnibonTraverse] 422, #if
256:51 DEBUG COL_DefnibonTraverse] 422, #if
Z56:51 MFO & falled, skipping 1o Sendd on ne £3
Z-56:51 DEBLG COL_DefnbonTraverss] 422 &1 )
25651 INFO & Talled, skipping 10 Sendil on ne 111
256°51 DESUG COL_Defnien
21256851 Phase i -
Pkl 1258:51 Compling Phass Thiee [iKge)
" n: ] =§ =] I F R ﬂi -'~“-~-i e
Figure 4-74 CDL Log
4.3.8 Maintenance
The Maintenance Menu can be accessed by clicking on the Maintenance menu.
w  SAFETRAN
e+ ltartorares
Thes i e Wiginieancs page From s Seen yiu Can Serecs the Comems MEragsrs gereral nesds
Chests wheth Serad pou winbd ks 15 peroim Fom the il of pour BR 1 you meed i, oy Msy Eham & T hame Sags By Ehthung o the “Home® bnk b 500 S8e<lng M
E "Wl Trodipbeamool™ lnk froes fra lefl

BAINTEHANCE
¥ SOFTWARE UPIMTE

¥ 5YSTEM TIME
¥ CONFICGURATION

Figure 4-75 Maintenance Menu
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4.3.8.1

The following is the procedure for software upgrade using Web Ul. First, click on SOFTWARE
UPDATE. Then, follow the steps below.

Software Upgrade

. p—
L L) ] A &% & @ B
& | SAFETRAN == . “_@ Press BROWSE to software s
v file.
—
O o
(E T e Haroc
e e | | |t [ oy ity | | e
o e 1. [ i || b
el I L. 1 [ oy i) | T
o el | | S g oy ity | | v b
om el | | 2 Poreg pity | | St w
o | [ oy ety | | vy
e wad i 1L i g [l oyt || 1 b
o= el i | B0 [ ey it || e
o el | | g P oy ity ||
oo el | L e S
o el | | e kv
o B 1. 3 Plastrat_risry (RS g
ey Mt ] et e 10
o _rif_i 1 8 iw g
Wi . N
e Locate file, highlight,
T e 31 = and press OPEN.
Fiigngs  [rirs = Sl
Click on
UPLOAD cm_mef_1.11.1N1gz
>

@‘\—pu‘plcad:nq em mef 1.11.1N.tgz to Comms Manager. ..

The file will upload to

Communications Manager Update Software

Saoftware has been uploaded

3
\"gf) successfuly,
Do you want to perform software upgrade?
Clickon YES to : ™ |

upgrade software.
A G | BAFETRAN s s e iy | 4135 A AT L
- -4 e — ko Fall DT s
E L LE =3 ¥z - HOEE - Manenares = JoSwant st
B -t 11 i

@ | SAFETRAN e e
=

he Communications Manager
will monitorthe upgrade

progress.
Rebook Required
@\iL:;: the OK botton to rebaot the
Comyms Manager and complete the
1] ate
Communications o]
Manager will request OK
to Reboot when upgrade

®

Communications Manager will reboot.
Click OK to refresh your screen and

login.

is completed.

System Rebooting
Please alow a minute or 50 for the

.!3 system to reboot then press the
becnwser refresh

_B] |

Figure 4-76 Software Upgrade Procedure
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4.3.8.2 System Time

The System Time can be set using Web Ul. Communications Manager derives its time source
from manual setting, network system time, or GPS if the receiver is enabled and a GPS antenna
is installed. First, click on SYSTEM TIME. Then, to manually set the time click on the Date drop
menu and either select the date from the calendar or manually type it in using the proper format.
Click on the Time drop menu and either select the time or type it in using the proper format.
Then, click Set Time to save the entry. To set Communications Manager to the Network Time,
simply click on Computer Time icon. The computer date and time will display in the Time
Window. Click the Set Time button to set the time.

BoE — ] TR

Figure 4-77 Maintenance Menu — Setting System Time

4.3.8.3 Configuration

The Communication Manager's configuration can be downloaded and saved to a computer file.
Also, a configuration file can be uploaded and installed into the Communications Manager. The
following procedures detail the processes.

E”\. . \

Figure 4-78 Maintenance Menu — Configuration
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e Downloading a Configuration File

Click on the Configuration sub-menu on the Maintenance menu. The following procedure is
used to download the Configuration file.

ot | SAFETRAM

o,

E N \ » Home » Maintenance » Configuration

Select a binary configuration file to upload or
press download to save the configuration file

Mo file selected

Wou hive choten 1o openc
& wconfigbin
whach i VLC media file [ bin)
from: htps/ 1016336
‘What should Farefox do with thes file?

Click Saveand OK to Open with | VLC medss -
download file. DewnThemall
0 dTa OneClick!  J§ [ Chlownlosds’s r
] & Save File
wtarmnatically for hlet ble thil fram Row o
Computer willindicate the
download is complete. Click on [—X
arrow to view dowmnload file, IE Lol

Click on the Arrow to show the
downloads. Verify the desired
file was downloaded.

A rvconfig.bin
29.1 KB — 10163356 — 159 PM

Show A Downloads

Figure 4-79 Downloading the Configuration File
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¢ Uploading a Configuration File
The figure below details the Configuration Uploading process in order to save a new
configuration file to ECD (flash memory).

el &

: l T
» Home » Maintenance » Configuration f -
Upload | Download

AR -1 Select a binary configuration file to upload or
Press the Browse butt i
E ss e SowseTtion  Ioress downioad to save the configuration file

No file selected.

= i :

[ i‘.‘::..":':_:_

= gom— 3

.‘___';"-" E::.,_ i

ey Select File and press - s
e —the Open button b - -

» Home » Maintenance » Confiquration

@“"-h Upload | Download
Press the —
Upload button Select a binary configuration file to upload or

press download to save the configuration file

nveonfig.bin » Home » Maintenance » Configuration

Select a binary configuration file to upload or
Comms Managerwill display press downioad to save the configuration file

aplaadprores e p——

: Waiting for Comms Manager...

gl e L i A gl

» Home = Maintenance » Configuration

onriosd
Select a binary configuration fike to upioad or

press downlead to save the configuration file Configuration

meconfig ban Successfuly adopted new
Successfully adopled new configuration configuration

Comms Manager will confirm new
configuration has been successfully installed

Figure 4-80 Uploading the Configuration File
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4.3.9 Status

The Status Menu is accessed by clicking on the Status interactive text on the Menu. The Status
Menu has eleven sub-menus. Each sub-menu provides a live status screen for the application
selected.

This is the Stakun page. From s Manage's vanous status

which WL POgE YOU & it on your kel ¥ you need help, you may netuen 0 the Rome page by chcking on the “Home™ lnk abowe and ssiscting the
rage

Weblll Troubleshoot ind, from

STATUS

L - 2 )

»

L]0

* MR LED

¥ pCHLROH
LY

¥ pane

* B DUAGHOETIC S

* aranss

* AT O

¥ RELAF DUTFY
TR TAOLE

Figure 4-81 Status Menu

4.3.9.1 Status Menu - GPS

Selecting the GPS sub-menu will display the GPS information as shown below.

£ # & LI 4N | 48 & 8 N

e Marme: Safetran Systems | ATCS Address: 7620,777.100.01

Mie Post: 1234 | DOT Numbier: 1234560
» Home » S13lus » GPS

‘--*-* General
Hurmber of sats 19
States: Actire

Hours 20, Mirgtes 25, Seconsy 35

Latitude

Degiees 14, Mrutes 5 27010, Draction N

Longitude

Dagrees 117, Winuted 34 40160, Daractan W

Figure 4-82 GPS Status

NOTE
NOTE . . . o
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.
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4.3.9.2 Status Menu - 1/0

Selecting the I/O sub-menu displays the Relay Out, Analog Input, Ground Fault Tester (GFT),
and Digital Input status as shown in the figure below.

PUT 2
HPUT 3

BPUT 4

BPUT 5
HPUT &

BPUT 7 OFf

HPUT B OFF

Figure 4-83 1/O Status

4.3.9.3 Status Menu - 1/0 LED

Selecting the I/O LED sub-menu will display the Input and Output LED status information. The
I/0 LED status provides information of the live status of the Communications Manager's Digital,
Analog, and Relay Output LEDs. The I/O LED status will identify the Input Name as well as
the LED indication state, whether it is ON, OFF, or TOGGLING.

Rorlay Dulpuls Status.

Rriry Hame Ferlay Siaie o | ok & &8 H
RELAY 1 OFF ——
RELAY }

Analog Inpety State
Ingast Hama ohsge
BATT 1 wEy
et bty e
BATT 2 LR - .
BATT 4 e oz un -.'h- Dbl Inpsts Skatus
: : J gt Mafne daate
- 4 WUT i Jd
MPUT
BT
BPUT 4
GEFT Stabws BPUT 5 §
"T:n"'"" s!:-':' BIPUT & CFF
::.w.'- : Qrr BFUT2 T
HPUT 3 off SEULR
PUT 4
PUT
BPUT &
BPUT T Y
MPUT B oFF

Figure 4-84 1/0 LED Status
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4394 Status Menu - User LED

Selecting the User LED sub-menu will display the User LED live status. The User LED status will identify
the Input Name as well as the LED indication state.

& SAFETRAN - e
BT — Input Hame State
ULEDO1 GREEN
\ ULEDO2 GREEN
ULEDO3 GREEN
ULEDO4 GREEN
ULEDS GREEN
ULEDE GREEN
ULEDOT GREEN
ULEDOS GREEN
ULEDOS OFF
ULED1D QFF
ULED11 OFF
ULED12 OFF
ULED13 QFF
ULED14 OFF
ULED1S OFF
ULED1E QFF

Figure 4-85 User LED Status

4.3.9.5 Status Menu — Echelon®

Selecting the Echelon sub-menu will display the status of the 16 Echelon Nodes, listing the Slot
Number, Module Name, and Status. The figure below displays the Echelon screen.

e > Home » Status » Echelon |

& & & T Stlhl! R &k @ @ B
B - ripecalose Slot Number Module Name Status

1 GEO 1 O

2 Not configured  Bad

3 Mot configured  Bad
4 Not configured Bad

5 Not configured  Bad
6 Mot configured Bad

T Mot configured Bad

B Not configured  Bad
9 Not configured  Bad
10 Not configured  Bad
" Not configured Bad
12 Not configured  Bad

3 Not configured Bad
4 Not configured  Bad
15 Not configured Bad
16 Mot configured  Bad

Figure 4-86 Echelon® Node Status
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4.3.9.6 Status Menu - WAMS

Selecting the WAMS sub-menu displays the WAMS Test Packet screen. Click on the Send
WAMS Test Packet button. A test packet will be sent to WAMS which will respond with an
acknowledge message. If the acknowledge is successfully received a message will be displayed
"WAMS Test Packet Status OK". If the acknowledge is not successfully received, a message
will be displayed "WAMS Test Packet Status NOK".

» HOME » Status » wams

General

|'Send Wams Test Packet ‘
VWams Test Packet Status NOK

Figure 4-87 WAMS Status

4.3.9.7 Status Menu - Path

Selection of the Path sub-menu displays the Communications Manager's path status
information and their operational status. The figure below shows the Path information screen.

i o8 & & @ N

» Home » Status » Path
General

Eysiem Mode : PrimanyBackup
Eyatem Stale | Operational (Primary)
rimary Path Stale : Fabed
ackupi Path State : Not Used
Eackup? Path State : Not Used
ackupd Path State : Not Used

Enable/Cancel Manual Mode
Epermanent® Timed

JPath Type: Time [min]:
2| |60

Enabie |

Figure 4-88 Path Status

4-63
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

4.3.9.8 Status Menu — BCM Diagnostics

The BCM Diagnostics selection on the Status Menu opens the BCM Diagnostics window which
consists of a list of buttons to interrogate and test the BCM module. Click on each button to view
the status of that function.

S » DIDME » SIAIUS » DL DIRGNOSICS

3 General

== [Versen]

ees i [r=

=== | Service Mode

e Vg o $ P8 | System Restort

e

W T L | R M'ﬁm

= Error Rate Test |

Push=To-Talk-On
Puzh-To-Talk-Off |

Communication Stats

"HOLC Senal Port Stats |
Enable Tradng: Layer 1Part 11
[Enabie Tracng: Layer 1 Port 12
Enable Tracing: Layer 1 RF Pert |

Bom [Nag Status
H'?P :‘\&1: 1.11.00

Figure 4-89 BCM Diagnostics

4.3.9.9 Status Menu — Alarms

The Alarms selection displays a list of alarms sent to WAMS or SNMP. The alarm list can be saved.
Alarms can be selected and disabled.

Save Refresh

Disable the selected alarms

WAMS  SNMP
o I Current Mode =

Figure 4-90 Status Menu - Alarms
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4.3.9.10 Status Menu — Ladder Logic

Selection of Ladder Logic on the Status Menu brings up the Ladder Logic matrix. The matrix
consists of individual bitmap areas, each of which are 256 bits(32 bytes) big. If a ladder logic
program is installed, the program will process specific bitmap areas, resulting in updates to
various bitmap areas. The net result of a ladder logic program’s processing is the updating of
bitmap areas that cause output messages to be generated to office system or CDL engine.

The ladder logic matrix is dynamically updated as the input and output statuses that the bitmap
areas represent change. The matrix may also be manually changed by double-clicking on an
individual bit. This will cause its value to change from 1 to 0 or 0 to 1. Then, upon either a
dynamic or manual change to ladder logic matrix, ladder logic program will automatically
process the ladder logic matrix.

The bitmap areas represent the various functions used in the processing of input and output
data statuses. These functions include office indication bits, office control bits, GEO control bits,
GEO indication bits, executive bits, etc.

= SAFETRAM

Figure 4-91 Status Menu - Ladder Logic
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4.3.9.11 Status Menu — Relay Outputs

The Relay Output selection of the Status Menu shows the present status of the relay outputs.
The user can also change the relay output state to one of three selections, ON, OFF, and
TOGGLING. The figure below details the procedure to change the relay states. As a relay is
driven to the selected output state, the ‘Present State of Relays’ window will be update with the
new output state. For TOGGLING output state, the relay will be toggled according the relay’s
configured toggle rate.

Change Relays State
Rebyl: Relay2: Change |

w b

Present State of Relays

Relay1 State:Off

Relay2 State:Off

Click on the pull down menu. Select

Change Relays Stabe
g the desired relay state

; Click on the Change
S e *—’"/® button to activate the
- e o R relay output selection.

Reayl: Re@yd. Change
F::' w -
Present State of Relays
Helay StatecOff
Relay2 State-0ff Change Relays State
Refayl: Relry2: Change
= =
O_ Present State of Relays
C R —
i Ll N Change Relays State
View the present relay RelayZ State: Off - "_q_z " —
output status -

OoN | | TOGGLING »

Relay Qutputs can be configured _ > B t Stabe of Relays
together orindividually.

Figure 4-92 Relay Outputs — Change Relay State
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4.3.9.12 Status Menu — Route Table

The Route Table selection of the Status Menu displays the ATCS route table. These routes are
placed in the table as ATCS messages are received from various stations using Ethernet ports,
serial ports, and the Echelon port. The Table lists the Address, Path Type, Port Number, and
Timer Setting.

& s L N | A8 % o8 N

» Home » Status » Route Table

\ % Refresh =] Download

Address Path Fort Timer
T7.€20.777.777.01.02 Field DC
7.620.777.100.01.01 HNHone Local

cc
.620.400.100.03.01 Field Echl

Figure 4-93 Route Table

4.3.10 Reports

Click on the Reports menu, two sub menus are available, Configuration Report and Versions
Report.

weatem report

1 ki, you may refum o e home page By choking on the THome” nk atawve and pelsciing the

REPORTS
¥ CONFMG REPORT
¥ VERSION REPORT

Figure 4-94 Reports Menu
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4.3.101 Reports — Config Report

The first of the two sub-menus is the Configuration Report. To view the report information click
on the Config Report sub-menu. The report will appear on the screen. The Refresh button
updates the screen. The configuration report contains all the configuration parameters as they
are stored on ECD (flash memory).

Figure 4-95 Reports Menu — Config Report

Click on the Download button to Open the file or Save the file to the computer as shown below.

Figure 4-96 Downloading Configuration Information

4-68
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

4.3.10.2 Reports — Version Report

The second of the two sub-menus is the Version Report. To view the report information click
on the Version Report interactive text. The report will appear on the screen. The Refresh
button updates the screen. The version report will contain version numbers for executive
software, CDL program (if installed), ladder logic program(if installed), Linux kernel, FPGA,
CPLD, and hardware modules.

T befmh ] Dowricad

Refresh
Download

Figure 4-97 Version Report

Click on the Download button to Open the file or Save the file to the computer as shown below.

Figure 4-98 Downloading Version Report
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4.3.10.3 Application

The Communications Manager is designed to support applications written in the CDL
programming language. The Application menu is used to upload and install CDL applications
and upload or remove ladder logic. The Application menu has three sub-menus for Site Setup,
Uploading Ladder Logic, and Upload CDL.

Figure 4-99 Application Menu
e Site Setup

The Site Setup sub-menu allows the user to run Site Setup with a CDL application that has
been previously installed as detailed in the Section above.

Theough this sasy i use web fool, you can configure, conbiol, and obaanve this device by clcking

o SeieeC i o e mend T appears. i e le®

Figure 4-100 Applications — Site Setup Using CDL Application
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Click on ‘Start to run Site Setup.

= Home » Application » Site Sefup

LB Start

When Site Setup is completed the following screen will appear. Click on ‘Finish’. Note that
'Restart will run the Site Setup again.

» Home » Application =» Site Setup

@ Finish ‘f—f—.r Reskark

The CDL file will be saved to ECD’s flash memory
Observe the following status window will appear in lower right corner.

Site Setup
COL cornpiled successfully

e Upload Ladder Logic

The Upload Ladder Logic selection is used to manage Ladder Logic files for uploading into the
Communications Manager.

L IOTESTLLLB f a5
|_] IDTESTLLLW 274
S O W i
| PERFOR Size: 82 bytes 3143
PERFOR. Date rvcdified: 2i24/2001 155 PM | 311

1 Click on upper Browse button.

2 A Choose-file-to-Upload window will appear. Select the Ladder Logic File
with the .LLB extension.

3 Click the Open button.

Figure 4-101 Upload Ladder Logic Files — Select First File (LLB)

4-71
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

L IOTESTLLLE
IOTESTLLLW 2
| 1oTEST3 = el

e P

| Type: LLW File
[ PERFOR Size 82 bytes i
PERFOR Date modified: 2/24/2011 1:55 M | 34,

4 Click on lower Browse button.

5 A Choose-file-to-Upload window will appear. Select the Ladder Logic File
with the .LLW extension.

6 Click the Open button.

Figure 4-102 Upload Ladder Logic Files — Select Second Files (LLW)

spged min Comims Manager a5 sdein, fogoul

» Home » Application » Upload Ladder Logic

IOTEST1.LLE
IOTEST1.LLW ]

¥ DD D

7 Click on the Upload button.

Figure 4-103 Upload Ladder Logic Files - Upload

4-72
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



WEB USER INTERFACE (WebUI)

Communications Manager will display the uploading progress.

» Home » Application » Upload Ladder Loqic

IOTEST1.LLB

Browse.. | IOTEST1.LLW

Figure 4-104 Upload Ladder Logic Files — Uploading in Progress

Communications Manager will display a message that the upload was successful.

» HOme » A[![]HCBHOI‘I » Upload Ladder Loagic
Browse.. | IOTEST1.LLE
Browse. | IOTEST1.LLW

gl

Remove Ladder Logic |

I
iie

uploaded successfully

L]
L]

Figure 4-105 Upload Ladder Logic Files — Files Uploaded Successfully
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¢ Remove Ladder Logic

CAUTION

REMOVING LADDER LOGIC FILES WILL AFFECT PERIPHERAL
|A CAUTION| | EQUIPMENT USING LADDER LOGIC. ENSURE LADDER LOGIC
IS NOT REQUIRED BEFORE DELETING FILES.

To remove an existing Ladder Logic file click on the Remove Ladder Logic button.
Communications Manager will remove the previously installed Ladder Logic file.

1 Click on the Remove Ladder Logic button.

Figure 4-106 Remove Ladder Logic Files

Communications Manager will confirm the removal of the Ladder Logic files and listed the file
names that were deleted. At this point the Ladder Logic engine will not be running.

» HOME = JL.\E'I;‘. LSO » L.pi_i_‘:.i:l-:l Ladoer l_rJg_.c

[ Browse. | I0TEST1LLE
: Browasa._ J IDTESTI.LLW
Upload

|Remove Ladder Logic|
1LOT tl 1 file deleted
le delated

s baarn daleced succesafully.The laddezlogic engine is not =Zunning

Figure 4-107 Ladder Logic Files Removed
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e Upload CDL

The Upload CDL selection uploads a CDL application file into the Communications Manager.

-_-—ﬂ » Home » A.Eﬁlil:a“lﬁn » Upload CDL

E Browse.. | Mo file selected

Figure 4-108 Upload CDL Application File

The following procedure details uploading the CDL into Communications Manager:

Click on Application from WebUI’'s main menu. Select ‘Upload CDL’. Observe the following
window.

Select ‘Browse’ and select file from list of CDL files.

— » Home = Application » Upload CDL

2 Upload

= R

Figure 4-109 Browse CDL List

Click on ‘Upload'.

; » Home » Applicalion » Lpload CoL
" — B [Dpload]
[ Browse.. | I0TEST1 cdl

E Waiking for Comms Manager

Figure 4-110: Upload CDL File
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When uploading is finished observe the following window and click on ‘Click here to run site
setup’

Browse.. | IOTEST1.cdl

COL transfered successfuly.
Click here to run site setup

Figure 4-111 Run Site Setup

Click on ‘Start

» Home » Application » Site Sefup

M) Back (M) Mext (g Start

Click on ‘Finish’.
» Home » Application = Site Setup

M) Back @ Finish 2 Restart

The CDL file will be saved to ECD’s flash memory
Observe the following status window will appear in lower right corner.

Site Setup
COL compiled successfiuily
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4.3.11 Web Ul Logout

To logout of a Web Ul session, click on the logout interactive text in the upper right corner of
the page as shown in the figure below.

= | SAFETRAM

You have rached Te Saletran Sysiema Comme Manager web Based user intertace. Theough this sary ko use web ol you can configure, control il chasrve this device by clicking
T Jpproprisle nks ard bufions troughout Te sysem

Yiou mary select @ system anea from the menu above. and then choose 3 mone specific seiection from fhe menu Tal appears 1o the ef Iy ol Baip, s My Petuen o This. page By
cheking o ihe “Home™ Bnk above and selecting e "Wl Troubleshoot” ink fom e let

| Logged into Comms Manager as admin, logout |

Figure 4-112 Web Ul Logout

A window will appear verifying the logout procedure is complete, as shown in the figure below.

= | SAFETRAM

You have resched e Saletran Systess Comms Manager web Sased cser interiace. Theougs this easy o use web tool, you can configurs. control, and observe this: device by cliciing
e appropnate knks. and butions. Troughout Te fysiem

You may select a wystem anea from the menu abowe. and fhen choose 3 mone specific seiecion from the meny Tal appeans Io e e 11 you need Peip, you maey retum i s page by
chrking o e Home™ link above and selecting T "Webll! Troubleshoot” ni feom the let

Piease Login to begn waing T Comms lanager WeblUl

Comms Manager WebUl

Goodbye admin, You have been
logged out.

Figure 4-113 Web Ul Logout Confirmation
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This Page Intentionally Left Blank
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SECTION 5
LOCAL USER INTERFACE

5.0 LOCALUSER INTERFACE

The Communications Manager comes equipped with a 2X20 Alphanumeric Vacuum
Fluorescent Display (VFD) and a 5 x 5 matrix keypad for configuration, option selections, and
data entry.

Ethermet Laptop

Figure 5-1 Local User Interface Display and Keypad
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5.1 LOCAL USER INTERFACE KEYPAD

The Local User Interface keypad is provided for local navigation through the Communications
Manager Menus and data entry. The Keypad Key functions are detailed in Figure 5-2.

2008-DEC-02 15:06 Shortcut
SITE NAME: Safetran /Keys

Site
Setup
L

Site
Setup

View Clear View
Alarms Alarms

Alarms
L

ersions| | Status Versions

Enter Menu

PIEE
B@EEHE

/

Action Keys

i
)
W &
/

Direction Keys

© TEXT KEYS - These keys operate in the same manner as a Cell Phone
Keypad. Letters and numbers cycle as the key is pressed.

© SHORTCUT KEYS - These keys are shortcuts to specific menus.
© ACTION KEYS — These keys Enter, Exit, or Cancel an entry.
© DIRECTION KEYS - These keys move through the menus horizontally and

vertically. Pressing an action key enters or exits the entry or menu.

Figure 5-2 Local User Interface Keypad Functions
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5.2 LOCAL USER INTERFACE MENUS

The Local User Interface provides access to all of the Communications Manager menus from
the front panel. Set up and configuration functions can be performed locally without the need of
a computer or other external interface.

5.2.1 Shortcut Keys
Shortcut keys provide direct access to key menus. The following details the available shortcut
keys and their respective function.

¢ MENU - Opens the Main Menu which contains all sub menus. Press Menu from any sub

menu to return to the Main Menu starting point.

SITE SETUP — Open Site Setup Menu.

DIAG - Open the Diagnostic Log.

VIEW ALARMS — Open the Alarm Log. (Future Use)

CLEAR ALARMS - Resets alarms in all applications.

VERSIONS — Opens the Display Version Menu which details the current versions of
o Software Version, Build Date, and ID number

CDL Name and Version

Ladder Logic Name, Revision, ID number, and Checksum

Linux Kernel Version

FPGA Version

CPLD Version

Top Assembly Part Number, Serial Number, and Revision

Carrier Part Number, Serial Number, and Revision

e STATUS - Opens Status display menu for:

Digital Inputs

Analog Inputs

Relay Outputs

GPS Info

e o o o o
O O O O O O O

o O O O

USER TEST - Trigger CDL function if programmed.

5.2.2 Test Keys

These keys function in the same manner as most cell phone keypads. Entering text for Site Info
or naming inputs and outputs can be performed using the text keys. Each key steps through the
letters and numbers associated to that key.

5.2.3 Direction Keys
The Action keys provide the following functions:

e CANCEL - Cancels the entry, exits all menus, and returns to the Home Information
display screen.

e ENTER - Enters the Menu or Data Entry information.

e EXIT — Exits to the top of the current menu. Repeat entry will cycle back up through the
menu structure to the Home Information display.
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5.3 MENU STRUCTURES

The following Menu Structure displays provide the path of each Menu and Sub-menu.
Configuration, Function, and Data options are listed for each entry. Structure for the Main Menu
will be detailed first, followed by details of the Menu using the Shortcut keys.
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5.3.1 Menu

2008-DEC-03 09:12 |,
SITE NAME: Siemens J‘

See Section 5.3.1.1

-
ENTER
m [SET DATE/TIME > w—’
_.,
) EXIT

v

g B

f * —» See Section 5.3.1.2
1_» ENTER

< SET MANUAL PATH >

v

EXIT

g

* v —» See Section 5.3.1.3
1_, ENTER

< VIEW REPORT >

v

EXIT

g &

4 v —» See Section 5.3.1.4

v

ENTER
< TRACE EVENTS >
) EXIT

4 v —» See Section 5.3.1.5
—p [E
< CHANGE SETTINGS %
_— :
* v > See Section 5.3.1.6
< MONITOR I/0O >1_’
Lo :
4 v S i
—p» See Section 5.3.1.7
ENTER
< APPLICATION ﬂ_’
M :
4 v —» See Section 5.3.1.8
ENTER
< WAMS TEST > W_’
Loy :
* v —» See Section 5.3.1.9
< SITE SETUP > W—V SNIER
:
% é —» See Section 5.3.1.10

[< SYSTEM RESET W—V EER

v

J EXIT
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5.3.1.1 Set Date/Time
[ SET DATE/TIME > <
-,
GMT>,
<EASTERN>,
<CENTRAL>,
<MOUNTAIN>
<PACIFIC>,
<ALASKA>,
<ATLANTIC>,
<ARIZONA (NO DST)>,
<NEWFOUNDLAND>,
<AUS WESTERN>,
<AUS CENTRAL>,
<AUS CNTRL (NO DST)>,
<AUS EASTERN>,
<AUS EASTERN (NO DST)
JAN > <FEB >, < MAR >,
<APR >, < MAY >, < JUN >,
<JUL >, < AUG >, < SEP >
<OCT >, <NOV >, <DEC
COM-00-08-13

Version No.: A.5

SET DATE/TIME

_>[
NO >

A

@]

g B

[ v

SET DATE/TIME

[
< YES

b

ENTER

SET TIME ZONE
T-ZONE: <PACIFIC>

-

y

ENTER

SET DATE
2009

[YEAR:

N

y

ENTER

SET DATE

[MONTH: JAN >

]—> SO0 —p

v

ENTER

SET DATE
DAY: 05

]—> EXIT ([

v

ENTER

SET TIME
HH:MM:SS 14:45:00

N

|
—
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5.3.1.2 Set Manual Path
[ SET MANUAL PATH > ]: ‘r
v
[ PATH SELECTION ] .
OVERIDE: NO >

v 4

PATH SELECTION ﬁ PATH SELECTION
S PATH: PRIMARY >

OVERIDE: <PERMANENT
ﬁ PRIMARY>, <BACKUP 1>,

<BACKUP 2> <BACKUP 3
v 4

[ PATH SELECTION ]ﬁ[ PATH SELECTION ]ﬁ_’[ PATH SELECTION ]ﬁ
OVERIDE: <TIMED PATH: PRIMARY > TIMEOUT:0060 [min]
PRIMARY>, <BACKUP 1>,
<BACKUP 2> <BACKUP 3

v

5.3.1.3 View Report

[< VIEW REPORT > J

a @

[ EVENT LOG >

v

'u .[< DIAGNOSTIC LOG

)ﬂ—nﬂ—
ENTER —
See Section 5.3.1.3.1 See Sectlon 5.3.1.3.2
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J

e EventLog
EVENT LOG u EVENT LOG EVENT LOG u EVENT LOG
VIEYI/\T: ALL > n VIEW: < 24HR > VIEW: < 2W n VTEW: < SET. RANGE
t ' t J ! t
ENTER EXIT

! f

|

ENTER

|

EXIT

?
f

l

EXIT

COMMGR CPU INIT Svst

[2008—Nov—07

7:04: 57] [2008—Dec—07

7:07:58
CPU Al BATT 1 13.17

2008-Nov-24 15:07:29
\Y CPU CFGM Configurati VIEW:

EVENT LOG
<

SEL RANGE

J

<&

h

ENTER DATE FROM
YEAR: < 2008 >

ENTER DATE FROM
MONTH: < AUG >

ENTER DATE FROM

[
DAY :

07

][ENTER DATE FROM
HH:MM:SS 20:30:00

J

f

ENTER DATE TO
YEAR: < 2008 >

ENTER DATE TO
MONTH: < SEP >

COM-00-08-13
Version No.: A.5

ﬁ—*

ENTER
DAY: 07

DATE TO

. ENTER DATE TO
ENTER
] HH:MM:SS 08:00:00

J

P
<

!

y

[2008—Aug—07 21:12:37]
COMMGR Safetran CPU

A

5-8
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o Diagnostic Log

DIAGNOSTIC LOG u DIAGNOSTIC LOG DIAGNOSTIC LOG u DIAGNOSTIC LOG

VIEW: ALL > n VIEW: < 24HR > VIEW: < OWK > VIEW: < SEIL RANGE

A

t ! t : t ! |
! t ! t ! t ! t

Nov25 09:11:47 Dec08 09:10:44 Nov25 09:11:47 EVENT LOG
COMMGR CPU IOMO DEBU CPU DLOG BASIC Diaan CPU IOMO DEBUG Closi VIEW: < SEL RANGE

J

A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH:MM:Si 08:00:00

y

y

[2008—Aug—09 13:29:05] >
COMMGR CPU INIT SVStJ

5.31.4 Trace Events

[ < TRACE REPORT > J:

|

[2008—Dec—08 13:51:21]
CPU GPS Receiving NM

EXIT

v

5-9

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



LOCAL USER INTERFACE

5.31.5 Change Settings

[< CHANGE SETTINGS > L

J

—— See Site Info Page 5-12

v
[ SITE INFO > w—’ SRR
ENTER _>
X
v 4 —— See Serial Ports Page 5-13
1_, ENTER
< SERIAL PORTS >
| | =
v [
v 4 | — >  See Ethemnet Ports Page 5-27
< ETHERNET PORTS >
[ ] =
v A 1_» W —>  See Logging Options Page 5-30
< LOGGING OPTIONS
S =
7 Y
v 4 1_> W —>  See Digital Inputs Page 5-32
< DIGITAL INPUTS
g | =
v A
v L) o — See Analog Inputs Page 5-34
< ANALOG INPUTS > —
[ v 2 >
v 4 | —>  See Relay Outputs Page 5-35
<  RELAY OUTPUTS W—V
[> 2 >
v A ——> See DC CODE LINE Page 5-36
[< DC CODE LINE ﬂ—b SNIER
v A —— See DNS Page 5-39
[< DNS > W—P SNIER
Continued on the next page
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Continued from previous page

B B 7
v L _ [P See SNMP Trap Handing Page 5-40
<SNMP TRAP HANDLING>
[ 2 S— >
v 4 ——» See Modules Page 5-41
< MODULES > 1—> S
v A ——» See WAMS Page 5-47
1_, ENTER
< WAMS >
S =

v 4 ——>»  See WSA/S2 Page 5-48
ENTER
< WSA/S2
3 B
v A ——>»  See ATCS Router Page 5-48
N—p [
< ATCS ROUTER >
| ) :
a ﬁ
v A ——»  See GPS Page 5-48
T —p [
[< GPS >W
) EXIT >
— L

v 4 ——  See Advanced Page 5-49
[< ADVANCED >]—> SNIER
v % >
v 4 ———»  See Password Page 5-51
[< PASSWORD >]—> SNIER
v L ——>  See Restore Defaults Page 5-51

[< RESTORE DEFAULTS |— [

v

EXIT

\
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e Site Info

[ SITE INFO > ]‘
\

. [ o) - J
enTER [
Press [down] to cont ) %

EXIT

v
—

K«

SITE INFO: NAME w
Siemens )

i

EXIT

v

SITE INFO: MILEPOST 1
123.4 J

L

EXIT

v

SITE INFO: D.O.T. w
1234562 )

L

SITE INFO: ATCS
ADDR

— /

EXIT

v

-H-

[SITE INFO: CAD ADDR 1
J

EXIT

v

2.620.00.0000

HH

PRIMARY BACKUP >

[SITE INFO: PATH SEL ] PR u O [SITE INFO: PATH SEL]

wi

SITE INFO: INDICATION
REFRESH PERIOD: 060

-

SITE INFO: INDICATION
OLDOFF:00

v

EXIT

v

< REDUNDANT

£

v

SITE INFO: INDICATION
REFRESH PERIOD: 060

-

EITE INFO: INDICATIOi

COM-00-08-13
Version No.: A.5
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* p\Press [exitl to cont
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e Serial Ports

[ < SERIAL PORTS > L

J

— See Laptop Serial Port Page 5-14

v

+ gl ENTER
LAPTOP SERIAL PORT >w .
ENTER [ S
) EXIT

|

—» See Note

< SERIAL PORT 1 >

w » ENTER

\4

), EXIT

K

—>» See Note

[< SERIAL PORT 2 >

v

] » ENTER
4

.

—» See Note

[< SERIAL PORT 3 >

w_, ENTER

v

) EXIT

—» See Note

|

[< SERIAL PORT 4

1 > ENTER

v

J EXIT

NOTE

NOTE Serial and Ethernet Ports can be configured using several paths and
protocols. The following menus describe various options relative to
each path and protocol combination.
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e Laptop Serial Port

[LAPTOP SERIAL PORT >]‘

J

v

ENTER LAPTOP SERIAL PORT 1
2 |BAUD RATE: <115200 J

1200> <9600> <57600> <115200

|

[LAPTOP SERIAL PORT

EXIT

\4

N—/

DATA BITS 8>

8><7

|

EXIT

v

LAPTOP SERIAL PORT W
PARITY NONE > )

NONE> <ODD> <EVEN

|

[<LAPTOP SERIAL PORT

EXIT

v

—

STOP BITS 1>

1> <2

|

EXIT

v

FLOW CTRL NONE >  J
NONE> <HARDWARE

[LAPTOP SERIAL PORT 1

COM-00-08-13
Version No.: A.5
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Serial Ports 1 — 4 (Path Type: NONE)

SERIAL PORT 1 > L
) A
SERIAL PORT 1 w
ENTER E5 4
RATIN RATE- <11R5200 >

1200> <9600> <19200> <38400> <57600> <115200

SERIAL PORT 1 1

DATA BITS 8> J >
| -

SERIAL PORT 1 1

PARITY NONE > >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

STOP BITS 1> ) >
m 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

SERIAL PORT 1 w
EXIT

PATH TYPE: NONE > )
NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

v
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e Serial Ports 1 — 4 (Path Type: FIELD)

SERIAL PORT 1 > L
J 4
[SERIAL PORT 1 1
ENTER _>
BAUD RATE: <115200 ) »

1200> <9600> <19200> <38400> <57600> <115200

SERIAL PORT 1 1

DATA BITS 8> y, >
SERIAL PORT 1 W

PARITY NONE > ) >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

QATNP RTTAK 1> ) >
m 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

SERIAL PORT 1 w
EXIT

PATH TYPE:< FIELD > )
NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

v

SERIAL PORT 1 W
EXIT

PROTOCOL: GEN ATCS )
GEN ATCS OFFICE><GENISYS OFFICE><ATCS HDLC ADM>ATCD HDLC UI>
<CN2000A><CN2000B><BCM DIAG><DUMB TERM><DIAGNOSTIC TEXT

v
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e Serial Ports 1 — 4 (Protocol: GEN ATCS OFFICE)

EERIAL PORT 1

—

SERIAL PORT 1 1

EXIT

v

PROTOCOL: GEN ATCS

SERIAL PORT 1
POLL RNG STRT:001

SERIAL PORT 1
STATIONS:01

EXIT

\4

|

SERIAL PORT 1
SHORT DLY:01000

~——

EXIT

v

SERIAL PORT 1
LONG DLY:010000

EXIT

v

[SERIAL PORT 1
RETRY COUNT:005

EXIT

v

SERIAL PORT 1
RESP FAIL CNT:005

1

EXIT

v

J

COM-00-08-13
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e Serial Ports 1 — 4 (Protocol: GENISYS OFFICE)

EERIAL PORT 1

—

EXIT

v

SERIAL PORT 1 1
PROTOCOL: GENISYS OF

[SERIAL PORT 1 1

POLL RNG STRT:001 J

EXIT

v

SERIAL PORT 1
STATIONS:01

|

EXIT

v

SERIAL PORT 1 1
QHORT NT.YV-N1NNN )

SERIAL PORT 1 W

EXIT

v

LONG DLY:010000

[SERIAL PORT 1 W

EXIT

\ 4

RETRY COUNT:005 J

EXIT

v

[ FIELD ATCS ADDR 1
7.620.100.100.01.01 )

ENTER

EXIT

v

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

Serial Ports 1 — 4 (Protocol: ATCS HDLC ADM)

SERIAL PORT 1
EXIT r‘r

—
y

SERIAL PORT 1
PROTOCOT. - ATC'S HDT.CU A

m
=
.
v

EXIT

SERIAL PORT 1 1
RESPONSE TM:01000 J

A

SERIAL PORT 1 1
EXIT

RETRY COUNT:003 )

\ 4

[SERIAL PORT 1 1
LINE MODE:RS232> ) >
m RS232><RS422
SERIAL PORT 1 1
TX CLOCK:INTERNAL >
INTERNAL><EXTERNAL

v

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
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LOCAL USER INTERFACE

e Serial Ports 1 — 4 (Protocol: ATCS HDLC UlI)

SERIAL PORT 1
EXIT

—

SERIAL PORT 1

v

PROTOCOT.« ATCS HNDT.CL 11

SERIAL PORT 1 1
EXIT

FIRST STATION:001 J

\ 4

SERIAL PORT 1
EXIT

STATIONS:01

|

v

EXIT

SERIAL PORT 1 1
RESPONSE TM:01000 )

SERIAL PORT 1 W
EXIT

v

RETRY COUNT:003

\4

LINE MODE:RS232> EXIT

J
m RS232><RS422

SERIAL PORT 1 W

[SERIAL PORT 1 W

v

EXIT

TX CLOCK: INTERNAL
INTERNAL><EXTERNAL

v
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LOCAL USER INTERFACE

e Serial Ports 1 — 4 (Protocol: CN2000A & CN2000B)

SERIAL PORT 1
EXIT

—

v

SERIAL PORT 1 1
PROTOCOL:< CN2000A >

SERIAL PORT 1 1
EXIT

POLL RNG STRT:001 J

\4

SERIAL PORT 1
EXIT

STATIONS:01

~—

v

EXIT

SERIAL PORT 1
SHORT DLY:01000

—

SERIAL PORT 1 W

v

EXIT

LONG DLY:010000

v

FIELD ATCS ADDR w
EXIT

7.620.100.100.01.01 J

ENTER

v
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LOCAL USER INTERFACE

[SERIAL PORT 1

G—'

Serial Ports 1 — 4 (Protocol: BCM Diag)

FERIAL PORT 1
PROTOCOL:<BCM DIAG> )

EXIT

ENTER

—

FERIAL PORT 1

G—/

Serial Ports 1 — 4 (Protocol: Dumb Terminal & Diagnostic Text)

v

SERIAL PORT 1 w
PROTOCOL:<DUMB TERM )}

EXIT

EXIT

\4
—>

DUMB TERMINAL ><DIAGNOSTIC TEXT

SERIAL PORT 1 1
SSH PORT:10021

J

v

SERIAL PORT 1
SSN TIMEOUT:010

—

EXIT

v

ENTER

EXIT

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

Serial Ports 1 — 4 (Path Type: Office Primary, Office Backup 1, 2, & 3)

SERIAL PORT 1 > L
J 4
[SERIAL PORT 1 1
ENTER _>
BAUD RATE: <115200 ) »

1200> <9600> <19200> <38400> <57600> <115200

SERIAL PORT 1 1
DATA BITS 8> y, >
SERIAL PORT 1 W
PARITY NONE > ) >

NONE> <ODD> <EVEN

SERIAL PORT 1 w

STOP BITS 1> ) >
m 1> <2

SERIAL PORT 1 w

FLOW CTRL NONE > >

NONE> <HARDWARE

SERIAL PORT 1 W
EXIT

PATH TYPE:<OFFICE P )
NONE> <FIELD> <OFFPRI> <OFFBU1> <OFFBU2> <OFFBU3

v

SERIAL PORT 1 W
EXIT

PROTOCOL: GEN ATCS )
GEN ATCS FIELD><GENISYS OFFICE><ATCS HDLC POLL

v

5-23
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



LOCAL USER INTERFACE

e Serial Ports 1 — 4 (Protocol: GEN ATCS FIELD)

FERIAL PORT 1

—

EXIT > ‘r

FERIAL PORT 1
PROTOCOL: GEN ATCS F )

v

SERIAL PORT 1
POLL ADDR:001

EXIT

—/
v

SERIAL PORT 1
EXIT

FAIL TIME:01000

-/
v

e N
DEV ADDR
\7.000.000.000.00.00 ) EXIT

v

( A

SERIAL PORT 1
\ PATH RCOVR TIM:0300 ) EXIT

v

EXIT

PATH TEST PERIOD
:0000

—/
v

e A
SERIAL PORT 1

\PATH FAIL CNT:005 Y, EXIT

v

e A
SERIAL PORT 1

| PATH RSSI:61 )

EXIT

v

SERIAL PORT 1 1
OP TRAFIC: NO >

NO><YES

EXIT

v

\ 4
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LOCAL USER INTERFACE

e Serial Ports 1 — 4 (Protocol: GENISYS FIELD)

SERIAL PORT 1
EXIT

—

v

FERIAL PORT 1
PROTOCOL: GENISYS FI )

[SERIAL PORT 1

v

POLL ADDR:001 EXIT

—/

v

SERIAL PORT 1 1
EXIT

FAIL TIME:01000 )

e A
SERIAL PORT 1

v

\ PATH RCOVR TIM:0300 ) EXIT

[SERIAL PORT 1 1

e A
PATH TEST PERIOD
0000 ) >

v

PATH FAIL CNT:006 ) EXIT

v

N
[SERIAL PORT 1

PATH RSSI:51 ) EXIT

v

[SERIAL PORT 1 1

OP TRAFIC: NO > EXIT

J
NO><YES

ENTE

v
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LOCAL USER INTERFACE

e Serial Ports 1 — 4 (Protocol: ATCS HDLC POLL)

»
—>

[SERIAL PORT 1

SERIAL PORT 1 )
PROTOCOL: ATCS HDLC J
SERIAL PORT 1 1

POLL ADDR:001 P

SERIAL PORT 1 1

RESPONSE TM:01000  J

SERIAL PORT 1 1

RETRY COUNT:003 J

ﬁ—»EERIAL PORT 1 ]

INE MODE: RS232> )

ﬁ—»[SERIAL PORT 1 }

TX CLOCK: INTERNAL> )

SERIAL PORT 1
PATH RCOVR TIM:0300

ﬁ—’[PATH TEST PERIOD ]
: 0000
;

SERIAL PORT 1 1
PATH FAIL CNT:006 J

ﬁ-*[SERIAL PORT 1 ]

PATH RSSI:61 J
H_,[SERIAL PORT 1

OP TRAFIC: NO >

| NO><YES

—

L?#???#?

Ny

LILE.

5-26

COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



LOCAL USER INTERFACE

e Ethernet Ports

< ETHERNET PORTS > L

J

—>» See Laptop Ethernet Port Page 5-28

% ' ENTER

v

> LAPTOP ETHERNET PORT
j

—» See Ethernet Ports 1-4 Page 5-28

ENTER
=

\4

Y, EXIT

—>» See Ethernet Ports 1-4 Page 5-28

v

ENTER
>
EXIT

—» See Ethernet Ports 1-4 Page 5-28

1 ' ENTER
J

v

EXIT

—» See Ethernet Ports 1-4 Page 5-28

1 > ENTER

v

P, EXIT

5-27

EN;:;

!

[ < ETHERN;E'.T PORT 1
}

[< ETHERNET“ PORT 2

J

|

[< ETHERNET PORT 3 >
|

[< ETHERﬁET PORT 4

COM-00-08-13
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LOCAL USER INTERFACE

o Laptop Ethernet Port

[LAPTOP ETHERNET PORT >]4

v

ENTER LAPTOP DHCP w
»> DHCP: <SERVER> )

m DISABLE> <SERVER> <CLIENT

o Ethernet Ports 1 — 4 (DHCP Client Disable)

[ ETHERNET PORT 1 > l

)

[ ETH PORT 1 DHCP )
DHCP CLIENT DISABLE>J DHCP CLIENT DISABLE> <DHCP CLIENT ENABLE

*[ ETH PORT 1 IP ADDR]
95 168 002100 0.0.0.0 - 255.255.255.255

255.255.255.000

192.168.002.001 0.0.0.0 - 255.255.255.255

J

N
"[ ETH PORT 1 GATEWAY

ETH PORT 1 )
E-’[ PATH TYPE: NONE J
* NONE> <OFFPRIMARY> <OFFBACKUP1>

<OFFBACKUP2> <OFFBACKUP3

A
ETH PORT 1 SUBNET ) m_>
10.0.0.0- 255.255.255.255

o Ethernet Ports 1 — 4 (DHCP Client Enable)

[ ETHERNET PORT 1 > l

J

[

ETH PORT 1 DHCP ) EXIT
> D

HCP CLIENT ENABLE> J DHCP CLIENT DISABLE> <DHCP CLIENT ENABLE

A

\4

-> ETH PORT 1
PATH TYPE: NONE

<OFFBACKUP3

v

i NONE> <OFFPRIMARY> <OFFBACKUP1> <OFFBACKUP2>
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LOCAL USER INTERFACE

o Ethernet Ports 1 — 4 (Path Type: Office Primary, Office Backup 1, 2, & 3)

[ ETHERNET PORT 1 > l

)

N

ETH PORT 1
ATH TYPE:<OFFICE PR

N
JNONE> <OFFPRIMARY> <OFFBACKUP1> <OFFBACKUP2> <OFFBACKUP3

-

1
0OCG PORT:05361 ]

-)[ ETH PORT

. ETH PORT 1
ENTER
RTE RFRSH
. ETH PORT 1
ENTER
PATH RCOVR TIM:0300 J

COM-00-08-13
Version No.: A.5

. OCG CIRCUIT ID
ENTER
620.1.01 J

N

N\
ENTER ROUTING REGION 1
192.168.003.002 J

ROUTING REGION 2 ]
ENTER
192.168.003.003 J

ETH PORT 1 ]
ENTER
PATH VALUE:072 J
.
ETH PORT 1
ENTER
ROUTE SEARCH TIME:00 |
ETH PORT 1
ENTER
ROUTE SEARCH TRIES:O0

v

éahﬂﬂﬂﬂ

N

ENTER -"
IIIIII PATH

ETH PORT 1 1
TST PERIOD:0000

ETH PORT 1
ENTER
PATH FAIL CNT:006

J
ETH PORT 1 )
ENTER
PATH RSST:61 J
ETH PORT 1 ]
OP TRAFIC: <YES ) NO><YES

| HAN B UR
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LOCAL USER INTERFACE

e Logging Options

[< LOGGING OPTIONS > L

J

ENTER
EVENT LOG > w > .

— See Event Log below

\4

ENTER S [
J

|

[ < DIAGNOSTIC LOG

w » ENTER

— See Diagnostic Log Page 5-31

EXIT

\ 4

J

e EventLog

EXIT

[ EVENT LOG > 1

)

EVENT LOG SERVER IP )
000.000.000.000 J

v

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

e Diagnostic Log

[ DIAGNOSTIC LOG > l

)

[ DIAG SERVER IP )

000.000.000.000 J

'

DIAGNOSTIC LOG ]
| VERBOSITY BASIC> JBASIC><ERROR><WARNING><INFO><DEBU

~

{ DIAGNOSTIC LOG )

> <

MESSAGES OFF> JOFF ON
DIAGNOSTIC LOG |

ROUTING  OFF> JOFF> <ON
DIAGNOSTIC LOG |
SER PORT 1  OFF> JOFF> <ON
DIAGNOSTIC LOG |
SER PORT 2 OFF>  |OFF> <ON
DIAGNOSTIC LOG |
SER PORT 3  OFF> JOFF> <ON
DIAGNOSTIC LOG
SER PORT 4  OFF>
OFF> <ON

< v
DIAGNOSTIC LOG | m_,
ETH PORT 1 OFF>  JOFF><ON
DIAGNOSTIC LOG | E_,
ETH PORT 2 OFF>  JOFF> <ON
DIAGNOSTIC LOG | E__,
ETH PORT 3  OFF> JOFF> <ON
DIAGNOSTIC LOG
ETH PORT 4  OFF>
| OFF> <ON

nngey
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LOCAL USER INTERFACE

o Digital Inputs

< DIGITAL INPUTS > L

v J‘ —— See Digital Inputs 1 — 8 Page 5-33

v

> ENTER
DIGITAL INPUT 1 > w
ENTER B4
) EXIT

i —— See Digital Inputs 1 — 8 Page 5-33

ENTER
< DIGITAL INPUT 2 ﬂ
S :
—— See Digital Inputs 1 — 8 Page 5-33
ENTER
< DIGITAL INPUT 3 >
=

i ——>»  See Digital Inputs 1 — 8 Page 5-33
—p [

v

< DIGITAL INPUT 4 >1
EXIT

J

——>  See Digital Inputs 1 — 8 Page 5-33

' ENTER
[< DIGITAL INPUT 5 >1

v

} EXIT

——  See Digital Inputs 1 — 8 Page 5-33

v

NG ENTER
< DIGITAL INPUT 6 1
EXIT

> )

——»  See Digital Inputs 1 — 8 Page 5-33

ENTER
g

v

< DIGITAL INPUT 7
EXIT

J

——  See Digital Inputs 1 — 8 Page 5-33

1 » ENTER

v

< DIGITAL INPUT 8
EXIT

J
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LOCAL USER INTERFACE

e Digital Inputs 1 -8

[ DIGITAL INPUT 1 > l

J

Y

DIGITAL INPUT 1 EXIT
> A

N
LGORITHM: DISCRETE>J DISCRETE><GFT

\4

DIGITAL INPUT 1 EXIT
NAME: INPUT 1

v

DIGITAL INPUT 1 EXIT
OFF NAME: OFF

A\ 4

DIGITAL INPUT 1 ) EXIT
ON NAME: J
DIGITAL INPUT 1
TOG NAME: TOGGLING

V.
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LOCAL USER INTERFACE

e Analog Inputs

< ANALOG INPUTS > L

— See Analog Inputs 1 — 4 below

J
v

v

> ENTER
[ ANALOG INPUT 1 > w
ENTER B4
) EXIT

E ——  See Analog Inputs 1 — 4 below

v

EXIT

i ——  See Analog Inputs 1 — 4 below

NG ENTER
[ < ANALOG INPUT 2 >1
J

v

ENTER
< ANALOG INPUT 3 > »
EXIT
i ——» See Analog Inputs 1 — 4 below

1 » ENTER

[< ANALOG INPUT 4

v

) EXIT

e AnalogInputs 1-4

[ ANALOG INPUT 1 > |

)
,

ANALOG INPUT 1 EXIT
NAME: BATT 1 J

\ 4

ANALOG INPUT 1 EXIT
RESOLUTION: 05.0

v
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LOCAL USER INTERFACE

e Relay Outputs

< RELAY OUTPUTS > W‘

—— See Relay Outputs 1 — 2 below

. J
|

RELAY OUTPUT 1
ENTER
[ < RELAY OUTPUT 2

S w ENTER
—» See Relay Outputs 1 — 2 below
1 > ENTER
J; EXIT >

v

¢ Relay Outputs 1 -2

)

[ RELAY OUTPUT 1 > ]‘

[ RELAY OUTPUT 1
N

AME: RELAY 1

Y

J

RELAY

OPEN NAME :

EXIT

\4

OUTPUT 1 ]

ﬁ RELAY OUTPUT 1 1
CLOSED NAME: J

EXIT

\ 4

Iii=l-»[TOG NAME :

e DC Code Line - NONE

EXIT

\ 4

RELAY OUTPUT 1 1
TOGGLING J

EXIT

v

[ CODE LINE MODE ]‘

NONE > )

DC CODE LINE
> press [exit] to cont |

\ 4

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

e DC Code Line — K2

[ CODE LINE MODE ]‘

< K2 J‘

ENABLE TRACING
> NO >

ENABLE TRACING
< YES

—

1

[RX CONDITION MIN(MS)]
>

00000

@{RX CONDITION MAX (MS)
00000 J

N

RX LONG MIN (MS) )
00000 J

RX LONG MAX (MS) 1
00000 J

COM-00-08-13
Version No.: A.5

RX SHORT MIN (MS) ]
00000 J

RX SHORT MAX (MS) 1
00000 J

RX CLEAROUT MIN (MS)]
00000 J
RX CLEAROUT MAX (MS)
00000
RX REST MIN (MS)
00000

;Fﬂﬂﬂﬂﬂﬂﬂ

o

00000

[ RX REST MAX (MS)

o

+—)

Continued Next Page
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LOCAL USER INTERFACE

Continued from previous page

[TX CONDITION MIN(MS)]

00000

00000

E{ TX LONG MIN (MS) )
00000 J
TX LONG MAX (MS) 1

00000 J

TX SHORT MIN (MS) )

00000 J

TX SHORT MAX (MS) ]

00000 J

TX CLEAROUT MIN (MS)\

00000 J

N

TX CLEAROUT MAX (MS)

00000 )

TX REST MIN (MS)
00000

TX REST MAX (MS)
00000

v

> [TX CONDITION MAX (MS)]

;FFﬂFFFﬂ?

»
—>

L

+—

Continued Next Page
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LOCAL USER INTERFACE

Continued from previous page

1
ATCS GROUP NUM )
000 J
CTL ADDR
OOOOOOO

E{ CTL ADDR LEN (BITS)]
E{ CTL DATA LEN (BITS) J
E"[o MAP OFFSET (BYTES)}
IND ADDR )
0000000 J
E‘{ IND ADDR LEN (BITS) }
E‘{ IND DATA LEN (BITS) }
E"[I MAP OFFSET (BYTES)
RCHK RLY ON TIME (MS)
ooooo

lmmu

A

NO>

ﬁ DC CODE LINE 1

* press fexitl to COHtJ

[ PERIODIC RECHECK ]

PERIODIC RECHECK
< YES

RECHECK PERIOD (MIN)
O 000

gl ??;

DC CODE LINE ]
press [exit] to contJ
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LOCAL USER INTERFACE

DNS

[ < DN

S >

1,

J

v
ENTER 'S [
1

NAME SERVER 1 1
92.168.002.001 )

\4

COM-00-08-13
Version No.: A.5

*[
192.16

NAME SERVER 2 ]

EXIT

8.003.001 )

B

NAME SERVER 3
192.168.004.001

EXIT

\ 4

EXIT

v

5-39

NOVEMBER 2009 (Revised JANUARY 2023)



LOCAL USER INTERFACE

e SNMP Trap Handling

[< SNMP TRAP HANDLING>L

J

— PRIMARY IP
000.000.000.000

v

~—

SNMP TRAP HANDLING
PRIMARY PORT:00162

EXIT

v

N—

[ BACKUP 1 IP
000.000.000.000

N——

EXIT

v

[SNMP TRAP HANDLING
BACKUP 1 PORT:00162

EXIT

v

~—

[ BACKUP 2 IP
000.000.000.000

EXIT

v

—/

SNMP TRAP HANDLING
BACKUP 2 PORT:00162

N—

EXIT

v

BACKUP 3 IP
000.000.000.000

EXIT

v

—/

[SNMP TRAP HANDLING

J

EXIT

v

BACKUP 3 PORT:00162 )
;
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LOCAL USER INTERFACE

¢ Modules

[< MODULES

>l

J

v

ENTER

>

MODULES
GATEWAY MONDE>

]_>

GATEWAY NODE

[GATEWAY :001

J

SLOT 1:
TYPE: < GEO >

NONE See GEO Pg 5-42

.

SLOT 1:
TYPE:

< PANEL IO >

HONE See Panel I/0 Pg 5-43

SLOT 1:
TYPE: < ULCP >

HONE See ULCP Pg 5-44

T T T

[ SLOT L@ NOWE See VHFC Pg 5-45
TYPE: < VHFC

[ STOT L: NONE See Remote Pg 5-46
TYPE: < REMOTE

MODULES _,
< SLOT 1 >
MODULES _,
< SLOT 2 >
4 1\
MODULES QY [ ENTER
L QT.NT )
4 1\
MODULES g EnTER
L < SLOT 4 > )
'd 1\
MODULES NG| ENTER
__< SLOT 5 > )
4 1\
MODULES NG| ENTER
_ SLOT 6 > )
4 1\
MODULES NG| ENTER
L < SLOT 7 > )
4 1\
MODULES ENTER
L SLOT 8 )
4 1\
MODULES B nrer
L < SLOT 9 > )
4 1\
MODULES NG | ENTER
< SLOT 10 y
4 1\
MODULES L, BEG
< QT.OT™ 11 )
( 1\
MODULES I ENTER
< SLOT 12 Y,
4 1\
MODULES ' ENTER
L < SLOT 13 y
4 1\
MODULES BNy Enter
L < SLOT 14 > )
4 1\
MODULES _,
L < SLOT 15 Y,
MODULES
< SLOT 16

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

e Modules - GEO

[ MODULES ]4
< D

SLOT 1 >

SLOT 1: NONE
TYPE: < GEO >

[ SLOT1: Module
ENTER _>
NAME :Module

~—

v

GEO ATCS ADDR
7.620.100.100.03

N——

EXIT

v

SLOT 1: Module
IND OFFSET:00

EXIT

v

—/

[ SLOT 1: Module

AT OTZT..NT

EXIT

v

SLOT 1: Module
CTRL OFFSET:00

EXIT

v

SLOT 1: Module
CTRL SIZE:01

EXIT

v

N——

EXIT

v

m
4
=1
m
Bl

COM-00-08-13
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LOCAL USER INTERFACE

e Modules — Panel I/O

[ MODULES ]4
< SLOT 1 > J‘

SLOT 1: NONE
TYPE: < PANEL IO >

SLOT1: Module W

v

ENTER 'S
[ACTION: CHANGE > EXIT

CHANGE><INSTALL (Modules Install (Panel I/O, ULCP, VHFC Pg 5-47

v

NAME :Module

SLOT 1: Module 1
EXIT

J

v

SLOT 1: Module 1
), EXIT

INPUT SIZE:09

v

N
SLOT 1: Module
INPUT OFFSET:00 ) EXIT

4

N
SLOT 1: Module
OUTPUT OFFSET :QO ) EXIT

v

SLOT 1: Module 1
EXIT

IND HOLDOFF 50 ms > J

50 ms><100 ms><200 ms><500 ms><1 s><2 s

v

SLOT 1: Module w
EXIT

CTRL DELIVERY 50 ms )

| 50 ms><100 ms><200 ms><500 ms><1s><2's

v
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LOCAL USER INTERFACE

¢ Modules — ULCP

L

MODULES .
>

v

SLOT 1
SLOT 1: NONE
TYPE: < ULCP >
[ SLOT1: Module W
ENTER _>
ACTION: CHANGE > )

EXIT

CHANGE><INSTALL (Modules Install (Panel I/O, ULCP, VHFC Pg 5-47

v

[SLOT 1: Module w
NAME :Module J

EXIT

v

SLOT 1: Module
IND HOLDOFF 50 ms > J

EXIT

50 ms><100 ms><200 ms><500 ms><1s><2 s

v

N
SLOT 1: Module
CTRL DELIVERY 50 ms

EXIT

50 ms><100 ms><200 ms><500 ms><1s><2 s

v

N
SLOT 1: Module
SWITCH OFFSET:QO

SLOT 1: Module 1

EXIT

v

LED OFFSET:00

ENTER

EXIT

v

COM-00-08-13
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LOCAL USER INTERFACE

Modules — VHFC

MODULES
<

)«
stor 1 > J
J

SLOT 1: NONE
TYPE: < VHFC >

enten NG SLOT1: Module
CTION: CHANGE > CHANGE><INSTALL (Modules Install (Panel I/0, ULCP, VHFC Pg 5-47
v

‘P[SLOT 1: Module ]
NAME : Module J
v
‘,[ SLOT 1: Module 1
RECETVE MODE FRAMED>J FRAMED><STREAM><DTMF ON

*[ SLOT 1: Module }
Q

TY T.TQT.ROFERFTEFRNAN

= )
ENTER *[ SLOT 1: Module
ETX LIST:f6000OOOOOJ
A

ENTER [ SLOT 1: Module ]
DATA CHANNEL:1 J

ksl

»

v
ENTER [ SLOT 1: Module
VOICE CHANNEL:1

ENTER

<
<

TONE LENGTH:0250

SLOT 1: Module 1
TONE SPACE:0250 J
\
"[ SLOT 1: Module ]
KEY UP DELAY:0200> J
v
SLOT 1: Module ]
X )

EY DOWN DELAY:0250

SLOT 1: Module ]

A4
R *[ SLOT 1: Module ]
TX FSK MODE:BELL 202J
* BELL 202 1200bps><BELL202 150bps

ENTER [ SLOT 1: Module ]
X FSK MODE: BELL 202J

BELL 202 1200bps><BELL202 150bps

e alralien

s

v
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LOCAL USER INTERFACE

¢ Modules — Remote

[ MODULES ]A
< SLOT 4 > )
SLOT 4: REMOTE CM/SE
[ ] NONE><GEO><PANEL |0><ULCP><VHFC><REMOTE
TYPE: < REMOTE
v

»

REMOTE CM/SE ]
ENTER

SLOT 4:
»> NAME: Remote CM/SEAR

REMOTE ATCS ADDR ]
7.125.123.001.89 J

v
SLOT 4: REMOTE CM/SEW
RCV MAP: SI1 > J

v

SLOT 4: REMOTE CM/SEW
RCV OFFSET:02 J

S| .| SLOT 4: REMOTE CM/SE]
RCV SIZE:03
ENTER [ SLOT 4: REMOTE CM/SE}
SND MAP:S02 J

> SLOT 4:

SND OFFSET:00

ENTER

REMOTE CM/SE

smonsss

Y| p [SLOT 4: REMOTE CM/SE
SND SIZE:02

-

See Table 4-6 for configurable parameters specific to the Remote CM/SEAR I.
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LOCAL USER INTERFACE

¢ Modules Install (Panel /0, ULCP, VHFC)

MODULES ]4

< SLOT 1 > J
SLOT 1: NONE

TYPE: < ULCP >

PANEL 10><ULCP><VHFC

v

[ SLOT1: Module 1
ACTION: < INSTALL )
m CHANGE><INSTALL

v

INSTALLING MODULE 5 81
EXIT

HIT ECHLN SVC BUTTON)

e WAMS

[ < WAMS >

1e
J
v

v

WAMS 1
ENTER _>
press [down] to cont}

v

v
WAMS 1
ENABLED: < YES ),

NO><YES

v

ENTER IS
[ WAMS ADDRESS ]

2.620.01.9100

v

R WAMS )
ALM RTRY TIM:00075 J

v
ENTER _> WAMS
press [exit] to cont
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LOCAL USER INTERFACE

e WSA/S2

[ < wsa/s2 > L
J
v

B

WSA/S2 1
ENTER _>
press [down] to contj

4
N
[ WSA/S2
ENABLED: < YES )
NO><YES
ENTER _’
UDP Port ]
PORT: 03800
enter [ DESTINATION IP 1
,192.168.001.001
v
ENTER [ SESSION ID 1
ID:001
ERIER *[ ADDRESS ID ]
ID:01 J

P

-

ENTER

COMMS TIMEOUT
S: 05000
v

‘b[ TRANSMIT RATE ]
MS: 01000 J

v
A’[ INPUT OFFSET 1
00 J
A

INPUT SIZE ]
4> )

ENTER *[ OUTPUT OFFSET ]
00 )
ENTER _»[ OUTPUT SIZE ]
4 >

v

ENTER B4
ress

WSA/S2
[exit]l to cont

L? UgEEE gEREE O
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LOCAL USER INTERFACE

e ATCS Router

<

ENTER ATCS ROUTER ]
TIMEOUT: 000300 ) =2

[< ATCS ROUTER >]A

v

v

[ < GPS >

L
J I\

GPS 1
ENTER
.-»Loress [downl to cont} EXIT

v

\ 4
[ GPS 1
ENABLED: < YES J EXIT >
NO><YES
GPS ] EXIT >

ENTER *[

SATS FOR TIME:4

GPS ] EXIT
RCVR TIMEOUT:00005 J

v

GPS
ENTER
»> TIME DIFF:005

v
GPS

ENTER ;
*[press [exit] to contJ

ENTER _>[

v

v

BEpED B

NOTE
NOTE . . . L
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.
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LOCAL USER INTERFACE

e Advanced

[ < ADVANCED > L

v J‘ —» See Advanced — Digital Inputs 1-8 Below

\4

J

| ENTER
DIGITAL INPUTS > 1
ENTER [H'Q

—» See Advanced — Analog Inputs 1-4 Page 5-50

1 > ENTER

v

< ANALOG INPUTS >
J

—» See Advanced — Relay Outputs 1-2 Page 5-50

1 > ENTER

v

< RELAY OUTPUTS
J

v

e Advanced - Digital Inputs 1 - 8

)

[ DIGITAL INPUT 1 > l

FF DEBOUNCE: 00100 J

[ DIGITAL INPUT 1 ) EXIT
@]

\4

ON_ DEBOUNCE: 00100

A\ 4

DIGITAL INPUT 1
>

DIGITAL INPUT 1 1 EXIT
TOG PERIOD: 01000 J

\ 4
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LOCAL USER INTERFACE

e Advanced - Analog Inputs 1 - 4

J

[ ANALOG INPUT 1 \

[ ANALOG INPUT 1 > ]‘

TOATTIMTANT. NE N J

> ANALOG INPUT 1
SAMP PERIOD: 00100

ANALOG INPUT 1 )
AVG COUNT: 10 J
ANALOG INPUT 1 w

RERD PERIOD: 00500 J

_’[ ANALOG INPUT 1 }

REREAD RES: 02.0

TrREe

¢ Advanced — Relay Outputs 1 - 2

J

[ RELAY OUTPUT 1 > ]‘

[ RELAY OUTPUT 1 )
T

A
OG PERIOD: 01000 J

RELAY OUTPUT 1
DUTY CYCLE: 50 5
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¢ Password

[ < PASSWORD > }‘

v
*[ OLD PASSWORD ]
2 J 772 s default password |44

v

T *[ NEW PASSWORD 1 .
123 ) EXIT

v

N————

NEW PASSWORD
->[
123

v

v

v

-

e Restore Defaults

[< RESTORE DEFAULTS L

J

NO><YES

RESTORE DEFAULTS ) H_’
> NO > J
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LOCAL USER INTERFACE

5.3.1.6 Monitor I1/O

< MONITOR I/O > L

J

— See Monitor /O — Path Selection Pg 5-53

v
[ PATH SELECTION > w—’ S
ENTER B4
B B
v 4 ——>  See Monitor I/O — Digital Inputs Pg 5-54
1_, ENTER
< DIGITAL INPUTS >
| | =
B B
v 4 | —>  See Monitor /O — Analog Inputs Pg 5-55
< ANALOG INPUTS > ]_'
> <
v A —  See Monitor I/O — Relay Output Pg 5-56
¥ — B
< RELAY OUTPUTS > 1
| | =
O B
2 4 ——  See Monitor I/0 — GPS Info Pg 5-57
— Bl
< GPS INFO > 1
| | =
v 4
. 2 4 W —>  See Monitor I/O — Modules Pg 5-58
< MODULES
5-53
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)

Version No.: A.5



LOCAL USER INTERFACE

e Monitor I/0O — Path Selection

The following are examples only. Actual path is dependent on configuration.

J

[Operational Primary )
* J

[ PATH SELECTION > L

Primarv/Rackin

PATH 1
_>
Serl : Operational

E PATH 2 )
Ethl : Operational J

PATH 3
S
Eth2 : Operational J

{ PATH 4 1
None : Not Used J

TrREe
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LOCAL USER INTERFACE

Monitor I/O — Digital Inputs

[< DIGITAL INPUTS > l

J

A 4

u}
z
5
m
F
)
O
Z
Il
—
O
=
|
Il
I
H
O
§
H
-/

1:INPUT 1
OFF

—

EXIT

v

EXIT

v

2:INPUT 2
OFF

N——

3:INPUT 3 1

EXIT

v

@]
r
o

EXIT

v

4:INPUT 4
OFF

~—

EXIT

v

[ 5:INPUT 5
OFF

N—

EXIT

v

[ 6:INPUT 6
OFF

——

7:INPUT 7
OFF

—

EXIT

v

EXIT

v

[ 8:INPUT 8
OFF

N———

EXIT

v

COM-00-08-13
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LOCAL USER INTERFACE

¢ Monitor I/O — Analog Inputs

[ < ANALOG INPUTS > ﬂL

J

enter [ ALL ANALOG 1
13.7 12.1 11.9 0.1 )

Y

1:BATT 1
13.7

~——

EXIT

\4

EXIT

v

2:BATT 2
12.1

3:BATT 3 1

N—

EXIT

v

11.9

0.1

EXIT

v

[ 4:BATT 4

~—

EXIT

v

COM-00-08-13
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LOCAL USER INTERFACE

¢ Monitor I/O — Relay Output

d—

<

[< RELAY OUTPUT > ]
RELAY OUTPUTS

[ VIEW RELAYS >

[

— B

< ALL RELAYS >
1:0FF 2:0FF

ENTER

1:RELAY 1
OFF
—

2:RELAY 2
OFF
—

A

COM-00-08-13
Version No.: A.5

RELAY OUTPUTS

u_> u_> RELAY OUTPUTS
<—n SET RELAY OUTPUT 1 <-n SET RELAY OUTPUT 2 | 4

A A
ENTER

R

\ 4

RELAY OUTPUT 1
OFF >

—@o @

RELAY OUTPUT 1
< O

N >
<+—| 2 Tul H—D
RELAY OUTPUT 1
< TOGGLING

—HE to B
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[ RELAY OUTPUT 2 ]

- B @
[ RELAY OUTZUT 2 ]
4@ 1B B

[ RELAY OUTPUT 2 ]

< TOGGLING
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LOCAL USER INTERFACE

e Monitor I/0 — GPS Info

[ < GPS INFO

>

1e

J

GPS DATA STATUS
= e ACTIVE

v

EXIT

v

EXIT

v

EXIT

v

LONGITUTE
117 deg 34.37 E J
O B
v 4
LATITUDE
34 deg 5.27 N
a ﬁ
v 4
UPDATED (HH:MMZSS)}
23:19:15 J
ﬁ ﬁ
v A
SATELLITES IN USE ]
10 J
a
S

NOTE

COM-00-08-13
Version No.: A.5

EXIT

Communications Manager Model 53475 Revision C3 and newer do

not have GPS available.

NOTE
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LOCAL USER INTERFACE

e Monitor I/0 — Modules

[< * MODULES } \

1:Radio 1/VHFC . ;
=l adio 1/ u_ —_— e e _>n 16:Radio 1/VHFC
< SLOT 1 > < SLOT 16 >

A

v

1:Radio 1/VHFC 1
COMMS: GOOD J

1:Radio 1/VHFC ] _
INSTALLED ] 24 >

5.3.1.7 Application

[< APPLICATION > l

J

APPLICATION )
"[ CDL ENGINE NONE > J NONE><START><STOP

APPLICATION ] }’ [ APPLICATION }

[REMOVE CDL? NO > 4—n REMOVE CDL? < YES

v
CDL REMOVED!
ENTER ;
l Press [exit] to cont
APPLICATION }’ APPLICATION
REMOVE LADDER? NO > 4—n REMOVE LADDER?< YES
v

ENTER LADDER REMOVED!
l Press [exit] to cont

JUT

I
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LOCAL USER INTERFACE

5.3.1.8 WAMS Test

[ < WAMS TEST > L
\

J

_»[ WAMS TEST ]
SEND TEST MSG? NO > 4—n SEND TEST MSG? < YES

. WAMS TEST
ENTER
TEST PASSED
OR

[ WAMS TEST

TEST FAILED!

i1t}
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LOCAL USER INTERFACE

5.3.1.9 Site Setup

1,

[ < SITE INFO >

J

SITE SETUP

[down]

ENTER > [Press

to contJ <

EXIT

v

v

SET DATE/TIME
NO>

Y

EXIT

J

ENTER

NO><YES

SET DATE/TIME
< YES

Vs

CALIBRATE BATTERIES

NO>
\

See Page 5-61

v

EXIT

L NO><YES

CALIBRATE BATTERIES
< YES

[ J

SITE INFO: NAME
Safetran Svstems

N

See Page 5-62

v

EXIT

ENTER

-
SITE INFO: MILEPOST

123.4
\

N

v

EXIT

ENTER

SITE INFO: D.O.T.
123456A

ENTER

SITE INFO: ATCS
ADDR

[
[

ENTER

v

EXIT

v

EXIT

SITE INFO: CAD ADDR
2.620.00.0000

1

v

), EXIT

ENTER

[
[

Illllﬂl?ll

v

SITE INFO: PATH SEL ﬂu <_>[SITE INFO: PATH SEL]
PRIMARY BACKUP > n < REDUNDANT
ENTER
SITE INFO: INDICATION SITE INFO: INDICATION
REFRESH PERIOD: 060 REFRESH PERIOD: 060
EITE INFO: INDICATION] EITE INFO: INDICATION]
OLDOFE: 00 OLDOFF: 00 SITE INFO:

v

COM-00-08-13
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LOCAL USER INTERFACE

o Site Setup — Set Date/Time

<

GMT>,
<EASTERN>,
<CENTRAL>,
<MOUNTAIN>,
<PACIFIC>,
<ALASKA>,
<ATLANTIC>,
<ARIZONA (NO DST)>,
<NEWFOUNDLAND>,
<AUS WESTERN>,
<AUS CENTRAL>,
<AUS CNTRL (NO DST)>,
<AUS EASTERN>,

<AUS EASTERN (NO DST) [

JAN >, <FEB >, < MAR >,
<APR >, < MAY >, < JUN >,
<JUL >, < AUG >, < SEP >,
<OCT >, <NOV >, <DEC

COM-00-08-13
Version No.: A.5

SET DATE/TIME
YES

«——
] A

‘

l

SET TIME ZONE
T-ZONE: <PACIFIC>

-

v

ENTER

SET DATE
2009

[YEAR:

E-

v

ENTER

SET DATE

MONTH: JAN >

]-p SU | —p

v

ENTER

[

SET DATE
DAY :

]-y EXIT [

05
v

[

SET TIME
HH:MM:SS 14:45:00

-

.

ENTE
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LOCAL USER INTERFACE

o Site Setup — Battery Calibration

n CALIBRATE BATTERIES
4
< YES r

[ DISABLE AC POWER ]

Then press [Enterl]

Settling .. 159
14.4 13.9 13.8 14.6

\ 4
Wait while
batteries settle.

1 BATT 1 12.4vV
[Enter] to accept

-H

2 BATT 2 12.1v
[Enter] to accept

-H

3 BATT 3 12.9V
[Enter] to accept

-

4 BATT 4 12.6V
[Enter] to accept

ENTER

ENABLE AC POWER
Then press [Enter]

]_’ ENTER e
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LOCAL USER INTERFACE

5.3.1.10 System Reset

[ < SYSTEM RESET L

J

EXIT

\4

Enter [ SYSTEM RESET 1
ARF YOIT STIRE? NO> )
v A
[ SYSTEM RESET
ARE YOU SURE? <YES J

|

SYSTEM REBOOT
PLEASE WATT.

COM-00-08-13
Version No.: A.5
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LOCAL USER INTERFACE

5.3.2 Shortcut Key - Site Setup

2009-Nov-03 03:27PM |,
SITE: Safetran Sys J‘

\4

-> SITE SETUP
Press [downl to cont

EXIT

v

EXIT

See Section 5.3.2.1

SET DATE/TIME
< YES

v

EXIT

CALIBRATE BATTERIES ] See Section 5.3.2.2

< YES

EXIT

\ 4

EXIT

H I@I?II

v

EXIT

v

~
SET DATE/TIME
NO>
ENTER NO><YES [
P
CALIBRATE BATTERIES
NO>
\\ J
A NO><YES [
e N\
SITE INFO: NAME
SIEMENS
J
s \
SITE INFO: MILEPOST
123.4 )
4 N\
SITE INFO: D.O.T.
L123456A )
4 N\
SITE INFO: ATCS
ADDR
. J

ENTER

EXIT

SITE INFO: CAD ADDR}
2.620.00.0000 J

ENTER

SITE INFO: PATH SEL O
PRIMARY BACKUP >

SITE INFO: INDICATION
REFRESH PERIOD: 060
SITE INFO: INDICATION
OLDOFF:00

ENTER

‘_.

EXIT

u <_>[SITE INFO:

< REDUNDANT

ENTER

PATH SEL ]

[SITE INFO:

INDICATION
REFRESH PERIOD:

060

ENTER

INDICATIOIﬂ

EITE INFO:
OLDOFF:00

ENTER
SITE INFO:

COM-00-08-13
Version No.: A.5

“—.

=§ress [exit]

to cont ’

5-65
NOVEMBER 2009 (Revised JANUARY 2023)

v




LOCAL USER INTERFACE

]4_

@

-

]_p SON —p

]-y SO0 —p

-

5.3.21 Shortcut Key — Site Setup — Set Date/Time
[ SET DATE/TIME
< YES
[ SET TIME ZONE
GMT>, T-ZONE: <PACIFIC>
<EASTERN>, v
<CENTRAL>,
<MOUNTAIN>,
<PACIFIC>, l
<ALASKA>' [ SET DATE
<ATLANTIC>, YEAR: 2009
<ARIZONA (NO DST)>, ¢
<NEWFOUNDLAND>,
<AUS WESTERN>,
<AUS CENTRAL>, l
<AUS CNTRL (NO DST)>,
<AUS EASTERN>, [ SET DATE
<AUS EASTERN (NO DST) \MONTH: JAN >
JAN >, < FEB >, < MAR >, l
<APR >, <MAY >, < JUN >, SET DATE
<JUL >, <AUG >, < SEP >, DAY: 05
< OCT >, <NOV >, < DEC ¢
[ SET TIME
HH:MM:SS  14:45:00
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LOCAL USER INTERFACE

o Site Setup — Battery Calibration

CALIBRATE BATTERIES
4
< YES r

[ DISABLE AC POWER ]

Then press [Enterl]

Settling .. 159
14.4 13.9 13.8 14.6

\ 4
Wait while
batteries settle.

1 BATT 1 12.4vV
[Enter] to accept

[2 BATT 2 12.1\/]
[Enter]l to accept

3 BATT 3 12.9v
[Enter] to accept

o

4 BATT 4 12.6V
[Enter] to accept

v

ENABLE AC POWER
Then press [Enter]

]_’ ENTER e
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LOCAL USER INTERFACE

5.3.3 Shortcut Key - Diag

2008-DEC-23 15:31 <
SITE NAME: Siemens

= 1
EVENT LOG > ] u [< DIAGNOSTIC LOG ]
S0 —» See Section 5.3.3.1

) }

EXIT EXIT EXIT EXIT

DIAGNOSTIC LOG u DIAGNOSTIC LOG DIAGNOSTIC LOG u DIAGNOSTIC LOG
VTRW - AT.T. > n VTIFEW: < 24HR >

VTENW - <  OWK > VTIFW: < SFET. RANGF

T T T I 1 I
Vot 1 I |

Nov25 09:11:47 Dec08 09:10:44 Nov25 09:11:47 EVENT LOG
COMMGR CPU IOMO DEBU CPU DLOG BASIC Diaan CPU IOMO DEBUG Closi VIEW: < SEL RANGE
A A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
ENTER DATE TO ENTER DATE TO ENTER DATE TO [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH:MM:Si 08:00:00

\ 4

[2008—Aug—09 13:29:05] >
COMMGR CPU INIT SVStJ
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LOCAL USER INTERFACE

5.3.3.1 Shortcut Key — Diag — Exit to Event Log

[2008—DEC—23 15:31 ]<—M - T

SITE NAME: Siemens

EVENT LOG > ] u [< DIAGNOSTIC LOG ]

A

20— See Section 5.3.3

i i T

. >
EVENT LOG u EVENT LOG EVENT LOG EVENT LOG
VTEW: > VTEW: > VTR - >
1

AT.T, n < 24HR < 2WK n VTEW: < SFET. RANGE

L T I S S

| f f }

[2008—Nov—07 7:04:57] [2008—Dec—07 7:07:58] [2008—Nov—24 15:07:29] [ EVENT LOG ]
VIEW:

COMMGR CPU INIT Svst CPU Al BATT 1 13.17V CPU CFGM Configurati < __SEL RANGE
A A

ENTER DATE FROM [ENTER DATE FROM] [ENTER DATE FROM][ENTER DATE FROM ]
YEAR: < 2008 > MONTH: < AUG > DAY: 07 HH:MM:SS 20:30:00
[ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ] [ENTER DATE TO ]
YEAR: < 2008 > MONTH: < SEP > DAY: 07 HH:MM:Si 08:00:00

<
<

y

[2008—Aug—07 21:12:37) >
COMMGR Siemens CPU J
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LOCAL USER INTERFACE

5.3.4 Shortcut Key - Versions

[
»

2008-DEC-23 15:31 |
SITE NAME: Siemens J‘

N

"[ SOFTWARE VERSION
1.1.35 J
SOFTWARE DATE

Dec 11 2009 18:00PST

ﬁ SOFTWARE ID 1
9V961-A01B J
CDL NAME ]
u_> NOT AVAILABLE JCDL Name shown if installed

CDL VERSION 1
>
u NOT AVAILABLE _ J

* CDL Version will be shown if installed

LADDER LOGIC NAME )
u NO LADDER LOGIC J

LADDER LOGIC REV ]

NO LADDER LOGIC

\

LADDER LOGIC ID
NO LADDER LOGIC J
*[LADDER LOGIC CHEKSUMN
u NO LADDER LOGIC J
: LINUX KERNEL 1
u->Lmux vereion 2.4 26JL1nux version 2.4.26-ts11-sa002 9V983-A01B

Build #002 Sep 22 2009

FPGA VERSION ]

CPLD VERSION 1

1.2 J Carrier Card Firmware Versions
[ TOP ASSY PART ]

>
I: s
TOP ASSY SERIAL 1

_>
= )

v

_SGppnRRgp edang

<

+—)

Continued Next Page
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LOCAL USER INTERFACE

v

u‘,[ TOP ASSY REVISION

N

Continued From Previous Page

»

J

CARRIER PART ]

53476

ﬁ CARRIER SERIAL 1
123 J

CARRIER REVISION ]
Cc2~*

=
E

COM-00-08-13
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LOCAL USER INTERFACE

5.3.5 Shortcut Key - Status

2008-DEC-23 15:31 |
SITE NAME: Siemens

— See Page 5-53

v

' ENTER
PATH SELECTION > 1 >
STATUS |ndd
Y,
\ K

v 4

EXIT

—» See Page 5-54

v

EXIT

—» See Page 5-55

v

EXIT

—» See Page 5-56

v

' ENTER
[< DIGITAL INPUTS >1
J
= B
v A
ENTER
[< ANALOG INPUTS > )
J
v A
* A ' ENTER
[ < RELAY OUTPUTS > W
J
v A
v A

N ENTER
[< GPS INFO > 1
J

EXIT

—» See Page 5-57

v

v 4

EXIT

See Page 5-58

v

v 4 —
ENTER
[< MODULES
J

COM-00-08-13
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OPERATION AND MAINTENANCE

SECTION 6
OPERATION AND MAINTENANCE

6.0 OPERATION AND MAINTENANCE
6.1 GENERAL

The Communications Manager operates transparently once setup and configuration is
completed. Monitoring of the Communications Manager is available locally or via the Web Ul
utility.

6.2 MAINTENANCE

Periodic housekeeping maintenance is advised, to remove dirt and debris on and around the
unit. Verify all connections are secure and wiring is not damaged. Keep mating connectors on
unused connections to avoid dirt and debris build up.

6.3 USER USB CONNECTOR
The User USB Connector is used to download logs and upload software upgrades and

configuration information. Use of a flash memory stick is ideal for this operation, or a computer
may be used as well.

w
o Y
= =
5 (0]

@]
)
o
o

= =

Versio| [Status

@
F o
3
s
X ©
@a’ .
p
(] P
Y 3

=
&
E)

E
;
I

Ethernet

Figure 6-1 User USB Connector
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OPERATION AND MAINTENANCE

6.3.1 USB Connector Operation

Inserting a USB Flash Memory Stick will automatically activate the USB port. Upon insertion of
the USB Stick the green LED will illuminate and the first of a series of interactive messages will
appear in the text window as shown in the figure below.

Interactive Messages
GET FULL EVT REPORT?

N

3 Site
Symbol ABC DEF Setup

View Clear
Alarms| | Alarms

[
Py
A

o

ersiony | Status

TUV WXYZ

USB Error LED
USB Data LED

USB Active LED

B
EEE
ANE

4
GHI

b
i

Ethernet Laptop USB Flash Memory Port

Figure 6-2 USB Connector Operation

6.3.1.1 USB Port Interactive Menus

Inserting the USB Flash Memory Stick will activate a series of interactive menus for
downloading reports and configuration data, as well as uploading configuration data and
software upgrades. The following figures display the order in which the Menu text appears.
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CONTINUED FROM PREVIOUS PAGE
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6.4 SOFTWARE UPGRADE

Software upgrades may be installed from a flash drive via the User USB Port. Ensure that the
USB drive file structure and file type locations are as indicated below.

safetran
= COMMGR
application

CMPath.cdl
CommsManager CNEO05.cdl
ctlind.llb

ctlind.llw
Configuration

nvconfig.bin
nvconfxxx.bin

Executive

cm_mef X.X.XXr.tgz
commgr_initfs X.X.XXr.tar.gz
commgr-setup.sh

fpga

fpga v1 8.rpd

Figure 6-3 USB Drive File Structure
6.5 STATUS INDICATORS

The Communications Manager is equipped with a series of status indicators that provide a
visual of system operation as well as input and output status at a glance.

6.5.1 System Status Indicators

The Communications Manager has three System Status Indicators that provide the Health,
GPS, and ECD status as shown in Figure 6-4.

Bl Health

Figure 6-4 System Status Indicators

NOTE

NOTE

Communications Manager Model 53475 Revision C3 and newer do
not have GPS available.
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6.5.1.1 Health Status

Health status of the Communications Manager is provided by the Health LED. The Health LED
flashes 1 Hz to indicate good health. Bad health is indicated by an indicator flashing rate of 4
Hz.

6.5.1.2 GPS

GPS signal status is provided by the GPS LED. A flashing GPS LED indicates satellite signals
are being received. GPS information may be viewed using the Local User Interface (LUI) or the
Web Ul via a web browser. A steady indication occurs when GPS signals are not being
received.

NOTE
NOTE . . . —
The GPS feature is no longer available in Communications Manager
Model 53475 Revision C3 or later.

6.5.1.3 ECD

The External Configuration Device (ECD) LED flashes periodically when data is being sent to
or received from the ECD.

6.5.2 Ethernet Ports Status

Each of the four Ethernet Ports has two LED indicators that provide active connection and data
transfer status as shown in Figure 6-5. Each port is equipped with a yellow LED indicator that
flashes when data is transferred through the port. A green LED represents the connection status
of the port. An active connection will illuminate the LED.

Figure 6-5 Ethernet Port Status Indicators
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6.5.3 Serial Port Status

Each of the four Serial Ports has LED indicators to provide a visual indication of the operation
as displayed in Figure 6-6. Each port is equipped with a data transmit (TX) and receive (RX)
LED. Ports 1 and 2 have a third LED to indicate if the port has been configured for RS-422
operation.

/—SERIAL—\

@ TX 7 RX g RS-422 EE TX [ RX g RS-422 I X[ RX B X[ RX

PORT 1 PORT 2 PORT 3 PORT 4

Figure 6-6 Serial Port Status Indicators

6.5.4 Relay/ Code Line Output Status

The Relay Outputs have LED indicators to provide the relay output status as shown in Figure
6-7. No indication represents an Open relay output (de-energized state). An illuminated LED
indicates the relay output is Closed (energized). A toggling relay output is indicated with a
flashing LED. The Relay 2 Output may also be configured for DC Code Line Output. The Code
Line LED will illuminate when the Code Line is active. Relay Output LEDs may be controlled by
a CDL program. Refer to the CDL reference manual for details.

—1 RLY2
= RLY1 = CODE OUT

F1 H1 B1 F1 H1 B1

lessesel

Figure 6-7 Relay / Code Line Output Status
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6.5.5 Analog Inputs/Code Line Input

There are four Analog Inputs available on the Communications Manager, with the fourth input
capable of being configured as a DC Code Line Input. Active inputs will illuminate the yellow
Status LED as shown in Figure 6-8 below. Analog Input LEDs may be controlled by a CDL
program. Refer to the CDL reference manual for details.

+
= ANALOG INPUT 1

+
_ ™ ANALOG INPUT 2

-+
- = ANALOG INPUT 3

+ .. CODE IN
- ™ ANALOG INPUT 4

Figure 6-8 Analog Inputs / DC Code Line Input Status

6-8
COM-00-08-13 NOVEMBER 2009 (Revised JANUARY 2023)
Version No.: A.5



OPERATION AND MAINTENANCE

6.5.6 User Defined Status

The Communications Manager is equipped with 16 User Status Indicators, displayed in Figure
6-9, that may be configured via the CDL software. These indicators may be configured to
indicate device status, alarms, etc. A label area is provided adjacent the indicators for local
identification of the device or condition being monitored.

User10

Lger2

Lserld

User1s

User16

Figure 6-9 User Defined Status Indicator
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6.5.7 Digital Input Status

The eight Digital Inputs are equipped with LEDs to indicate input activity, as shown in Figure
6-10. A label area adjacent to the status LED is available for local identification of the input
source. Digital Input LEDs may be controlled by a CDL program. Refer to the CDL reference
manual for details.

DIGITAL
INPUT 1

DIGITAL
IN PUT 2
DIGITAL
IN PUT 3
DIGITAL
IN PUT 4

DIGITAL
IN PUT 5
DIGITAL
IN PUT 6

DIGITAL
IN PIIT 7
DIGITAL
IN PUT 8

Figure 6-10 Digital Input Status and Identification
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6.5.8 Isolated Power Supply / Echelon®

The Communications Manager is equipped with a 12 VDC, 3 Ampere Isolated Power Supply
Output for use with non-vital equipment. A red LED illuminates when the power supply output is
enabled via software control. The default setting enables the output. An Echelon® connection
provided for interfacing with Echelon® Lon-Talk® network equipped devices. The Echelon®
connection is a non-polarized twisted-pair. A dual color (Green/Yellow) LED indicates
connection and data transfer.

12VDC ISOLATED
- OUTPUT

~

= ECHELON

~/

Figure 6-11 12 VDC Isolated Power Supply / Echelon®
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SECTION 7
TROUBLESHOOTING

7.0 TROUBLESHOOTING

7.1 GENERAL

Operation of the Communications Manager in most cases will be transparent. If a problem
arises, the following table may be used for troubleshooting. Any questions may be directed to

Siemens Customer Service.

Table 7-1 Troubleshooting Chart

Problem

Possible Causes

Corrective Action

Green Power LED not
illuminated.

No power to the Communications
Manager

Check power supply input and
polarity.

12 VDC Isolated Power Supply
LED is not illuminated.

An over current situation has
occurred.

Clear the over current and
reset the Communications
Manager.

12 VDC Isolated Power Supply

Output Voltage is below 12 VDC.

Excessive Load or Short Circuit

Remove load and check output
voltage. If 12 VDC returns
verify load is under 3A.

Ethernet Port inoperative.

Parameters not properly set.

Check port settings.

Serial Port inoperative.

Parameters not properly set.

Check port settings.

No GPS information available.

No satellite signal available.

Check GPS Antenna
installation.

USB Error LED illuminates when
attaching Flash Drive.

Flash Drive corrupted or
inoperative.

Use a different USB Flash
Drive.

Site ATCS Address changes
when Communications Manager
restarts.

When VHLC code unit performs
XID operation with Communications
Manager, if the ATCS provided in
XID message is different than the
current Site ATCS address, the
current Site ATCS Address is
overwritten with that contained in
the XID message.

This is normal behavior.

Genisys Office polling stops

When Communications Manager
receives an indication from a
Genisys code unit, indication is sent
to the office. Then,
Communications Manager
suspends polling until office replies
with an RF acknowledge,
Communications Manager resumes
polling. On the other hand, if after
60 seconds, no RF
acknowledgement is received, poll
automatically resumes.

This is normal behavior.
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7.2 REPLACING COMMUNICATIONS MANAGER UNIT

Replacing a Communications Manager unit is a quick and simple procedure. The following
procedure details exchanging a Communications Manager unit:

1. Verify connected equipment is shutdown and secured to enable disconnection from
Communications Manager.

2. Mark connector locations and remove all connectors as shown in Figure 7-1.

=iiii 1

1 41 1

Figure 7-1 Uninstall Communications Manager — Unplug Connectors
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3. Remove unit to be exchanged and install new unit as shown in Figure 7-2 .

QEEB

SUIS)

Figure 7-2 Uninstall Communications Manager — Remove and Replace Unit

4. Install GPS antenna cable as shown in Figure 7-3

5. Install Power/ECD connector as shown in Figure 7-3 (do not connect any external
equipment at this time) and allow Communications Manager to boot up.

SAFETRAN

Figure 7-3 Re-install Communications Manager — Connect Power and GPS
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6. Verify using Keypad and display (LUI) Site configuration information has been
transferred to the replacement unit. Note: Configuration information is stored in the ECD
and automatically is loaded at unit start up.

7. Once Communications Manager's operation and configuration are verified, power down

Communications Manager and insert the peripheral equipment connectors taking care to
return connectors to their proper location.

Iq S -I
f 1

allihadi

Figure 7-4 Re-install Communications Manager — Re-connect Peripheral Equipment

8. Power up Communications Manager and perform necessary tests to verify system is
operating properly.

QlED

i

Figure 7-5 Re-install Communications Manager — Returning System On-Line
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