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Industrial Security –
Always active

For years Siemens has been 
working to standardize security
for the manufacturing and 
processing industry in order to 
pave the way for high security 
standards in digital enterprises.

Siemens offers comprehensive 
security know-how by its own team 
of experts and intensive collaborati-
on with CERT organizations in many 
countries.

In an emergency the Product 
Computer Emergency Response 
Team is informed. Security experts  
immediately work on the issue
and report it via the dedicated 
public website and make the 
appropriate update available.

Siemens protects its development 
departments and production plants
including suppliers through the 
Siemens Industrial Holistic Security 
Concept.

Production facilities are constantly exposed to dangers. 
Data espionage, tampering, and unauthorized access to 
the network and Internet require permanent protection for 
Siemens‘ products and solutions.

Would you like to learn more? siemens.com/industrial-security/always-active 

What security concepts does 
Siemens offer for the industry?

What kind of security-related 
expertise does Siemens have?

Siemens products and solutions
already possess numerous security 
features and are subject to extensive 
testing in accordance to certifications 
by international standards.

How does Siemens 
protect its own products?

What is Siemens doing in an emergency?

How does Siemens safeguard 
its own production?

http://www.siemens.com/industrial-security/always-active

